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PREFACE

This assessment of the anti-money laundering (AML) and combating the financing of terrorism (CFT)
regime of Georgia is based on the Forty Recommendations 2003 and the Nine Special
Recommendations on Terrorist Financing 2001 of the Financial Action Task Force (FATF), and was
prepared using the AML/CFT assessment Methodology 2004, as updated from time to time. The
assessment team considered all the materials supplied by the authorities, the information obtained on
site during their mission from November 28 to December 13, 2011, and other verifiable information
subsequently provided by the authorities. During the mission, the assessment team met with officials
and representatives of most of the relevant government agencies and the private sector. A list of the
bodies met is set out in Annex 1 to the detailed assessment report.

The assessment was conducted by a team of assessors composed of staff of the International
Monetary Fund (IMF) and one expert acting under the supervision of the IMF. The evaluation team
consisted of Emmanuel Mathias, Senior Financial Sector Expert (team leader); Kristel Poh, Senior
Financial Sector Expert; Chady El-Khoury, Counsel; Marilyne Landry, Financial Sector Expert;
Rocio Ortiz-Escario, Financial Sector Expert (all LEG); and Gabriele Dunker (LEG expert). The
assessors reviewed the institutional framework, the relevant laws, decrees, regulations, guidelines and
other requirements, and the regulatory and other systems in place to deter and punish money
laundering (ML) and the financing of terrorism (FT) through financial institutions and Designated
Non-Financial Businesses and Professions (DNFBPs). The assessors also examined the capacity,
implementation, and effectiveness of all these systems.

This report provides a summary of the AML/CFT measures in place in Georgia at the time of the
mission or shortly thereafter. It describes and analyzes those measures, sets out Georgia’s levels of
compliance with the FATF 40+9 Recommendations (see Table 1), and provides recommendations on
how certain aspects of the system could be strengthened (see Table 2). The report was also presented
to MONEY VAL and endorsed by this organization during its meeting of July 2012.

The assessors would like to express their gratitude to the Georgian authorities for their cooperation
throughout the assessment mission.



EXECUTIVE SUMMARY
Key Findings

1. The Georgian AML/CFT regime has significantly improved since the last assessment in
2007. The amendments to the legal framework enacted between 2008 and February 2012 have
improved technical compliance with the FATF recommendations, in particular with respect to the
criminalization of ML and FT and the preventive measures for financial institutions. Significant
progress has been made since 2007 with regard to the effective use of the ML criminal provisions,
provisional and confiscation measures, and international cooperation.

2. However, weaknesses remain with regard to compliance with key elements of the
standard. A combination of technical deficiencies, poor implementation, and limited resources
undermine the effectiveness of the financial intelligence unit (FIU) and AML/CFT supervision. In
addition, there are still major loopholes in terms of transparency of legal entities, domestic
cooperation, measures to prevent terrorism financing, and preventive measures for designated non-
financial businesses and professions (DNFBPs).

3. These weaknesses should be urgently addressed in light of the significant ML/FT
vulnerabilities and threats. These include: i) customers that are, or are owned by, offshore
companies for which the identity of their beneficial owners is unknown or where the identity has not
been verified; ii) a rapid and ongoing increase of nonresident deposits; iii) the development of private
banking activities, including a clientele of foreign politically-exposed persons (PEPs); iv) the rapid
growth of the casino business and rising number of non-face—to-face transactions; v) the existence of
large Georgian-led criminal organizations abroad which exposes the risk of proceeds of crime being
transferred back to Georgia; and vi) domestic statistics demonstrating the existence of major
proceeds-generating crimes, such as corruption, tax evasion, and drug trafficking.

Legal Systems and Related Institutional Measures

4. Georgia has a comprehensive legal framework in place criminalizing both ML and FT
as autonomous offenses. ML is criminalized through three separate provisions in the Criminal Code.
The three provisions comply with all technical aspects and implement all material elements of the
offenses set out under the Vienna and Palermo Conventions. In particular, all categories of predicate
offenses listed in the international standard are covered, the ML offenses extend to any type of
property that represents the proceeds of crime, and all acts constituting an ancillary offense to ML are
criminalized.

5. While no shortcomings have been identified in the legal framework, concerns remain
with respect to the implementation of the ML provisions. Based on statistics provided by the
authorities, the ML provisions do not seem to be applied effectively to combat the most prevalent
proceeds generating crimes, or to combat transnational organized crime. The modest number of legal

! A number of changes to the legal framework were enacted between December 201 1and early February 2012,
during the eight-week period following the mission. While their technical compliance with the standard was
assessed, the assessment of their implementation has not been possible.
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persons investigated or prosecuted for ML raises concern since the authorities indicated the
widespread use of companies in ML schemes. The statutory sanctions available are proportionate.
However, the very liberal and frequent use of plea agreements, including in the majority of
aggravated ML cases, undermines the dissuasive effect thereof.

6. FT is criminalized under Georgian law broadly in line with the FATF standard.
However, some legal shortcomings remain. In particular, the requirement for an act to “infringe upon
public safety etc.” to qualify as a terrorist act unduly narrows the scope of the terrorism offense. The
scope of the definition of the term “terrorist acts” does not fully cover the offenses defined in the
Convention for the Suppression of Unlawful Acts against the Safety of Civil Aviation and the
International Convention for the Suppression of Terrorist Bombings. The definitions of the terms
“terrorist” and “terrorist organization” should be expanded to extend to all “terrorist acts” as defined
under the FATF standard. At the time of the on-site mission, prosecutions of three persons for
terrorism financing were ongoing. There had been no convictions for terrorism financing.

7. Provisional and conviction-based confiscation measures are available with respect to all
predicate offenses, as well as the ML and FT offenses, and are applicable to proceeds as well as
instrumentalities of crime. Confiscation is a mandatory sanction and may be applied against
property equivalent in value to the proceeds of crime. Around US$13 million has been confiscated
since 2005 in the context of ML offenses. However, statistics provided by the authorities suggest that
the legal provisions could be applied more effectively to confiscate proceeds of other types of crimes.
Concerns also remain in relation to the authorities’ practice to apply confiscation measures only in
cases where property is actually available for confiscation at the time of conviction.

8. Georgia has established a framework to implement the relevant United Nations Security
Council Resolutions (UNSCRs) and amended this framework in December 2011. The revisions
constitute a significant improvement of Georgia’s framework to implement its obligations under
international law. However, given its very recent enactment, the effectiveness of the new framework
could not be established.

9. The FIU should further strengthen performance of its core functions. Some sectors are
not under a legal obligation to report suspicious transactions (real estate agents, lawyers, trust and
company service providers (TCSPs), and electronic money institutions), thus the FIU is not capable
of requesting additional information from them. The quality of analysis of suspicious transaction
reports (STRs) is poor, mostly due to lack of analytical tools and weak quality of reporting, and
limited use of its powers to access law enforcement information on ongoing investigations and
prosecutions, or information from financial and nonfinancial institutions other than banks. In recent
years, the FIU’s increased workload was handled without a corresponding increase in its budget and a
significant decrease in human resources.

10. Although the framework for law enforcement authorities is broadly in place, there is
room for improvement in implementation. Since the decision of the Minister of Justice in 2010
recommending initiating ML investigations when law enforcement agencies (LEAs) suspect the
presence of illegal proceeds, the number of ML investigations has increased. LEAs started to make
better use of their powers and available investigative techniques. However, LEAs still lack the power
to access information held by lawyers when the latter conduct financial activities on behalf of their
clients. LEAs also need to increase their reliance on financial analysis and investigation techniques, in
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particular in relation to stand-alone money laundering cases, to trace the origin of the illegal funds,
detect patterns between suspects and associates, and to identify the ultimate beneficial owners of legal
persons, accounts, and transactions, and share this information between the different LEAs.

11. The measures in place to detect the physical cross-border transportation of currency
and bearer negotiable instruments are not comprehensive, nor effective. Customs or other
competent authorities do not have the power to stop and investigate the movement of cash and bearer
negotiable instruments unless they deem the relevant conduct to be smuggling. Only a small
percentage of inbound and outbound movements of currency and bearer negotiable instruments are
actually declared.

Preventive Measures—Financial Institutions

12. The scope of Georgian preventive measures for the financial sector has been recently
updated and is relatively comprehensive. However, it does not cover factoring and credit card
services (currently offered only by banks), as well as electronic money and investment funds. Some
forms of money value transfer (MVT) operators are not subject to regulation and supervision. They
include electronic money institutions, casino accounts operated to move value within Georgia, and
self-service terminals accepting cash and providing transfer facilities (known as Pay-boxes).

13. While most of the customer due diligence (CDD) and record-keeping provisions
required under the international standard are in place, their implementation and effectiveness
are limited. There are still some deficiencies in the legal framework, such as the lack of a prohibition
on numbered accounts, the existence of a minimum monetary threshold for when standard CDD must
be carried out, inconsistencies relating to measures that can be applied on a risk-sensitive basis, and
the timing for undertaking CDD. In addition, implementation is generally poor regarding the
identification and verification of beneficial owners, documentation of the purpose and nature of the
account business, ongoing customer due diligence, and the application of risk-sensitive measures to
customers. There are still major legal shortcomings regarding reliance on third parties and introduced
business, as well as the monitoring of wire transfers.

14. The requirement for reporting ML and FT suspicious transactions and other
information is largely in line with the standard; however, its implementation should be
improved. The number of STRs submitted to the FIU is relatively high. Most of them are filed by
banks. Electronic money institutions are not required to report and other sectors are not filing
suspicious reports (i.e., leasing, insurance companies). The number of STRs can be explained by
financial institutions’ reliance on a system based on fixed indicators triggering automatic reports, and
by a tendency of defensive reporting. Overall, the quality of STRs is poor and reporting entities are
confused about the distinction between requirements to monitor transactions and those to report
suspicious transactions, particularly as there is no appropriate guidance. While there are known FT
risks in Georgia, no FT-related STRs have ever been received by the FIU.

15. Internal control and compliance provisions need to be strengthened, particularly for
money remittance operators and currency exchange bureaus. These professions are not required
to ensure that the AML compliance officer and other relevant staff have timely access to customer
information, nor are they obliged to screen their employees and provide adequate AML/CFT training.
There is also no requirement for nonbank financial institutions to have an adequately resourced and
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independent audit function. Internal control requirements pertaining to CFT were added for all
financial institutions after the mission and were, therefore, not assessed.

16. The National Bank of Georgia (NBG) has introduced many notable improvements to its
supervisory framework since the onsite visit, but has limited resources for AML/CFT
supervision. The NBG exercises regulatory and supervisory oversight over the financial institutions
(around 1,700 institutions) but with only a staff of five for onsite AML/CFT inspection. Electronic
money institutions are not yet subject to AML/CFT supervision. Given its limited resources, the
supervisory cycle has been quite long for some institutions, such as currency exchange bureaus and
money remittance operators. Furthermore, there has been a lack of systematic off-site monitoring and
on-site supervisory planning. Pecuniary sanctions available under sectorial regulations are low for
several categories of violations (such as CDD requirements) to be considered as dissuasive and
effective. Improvements have been introduced but are too recent to be assessed.

17. Significant reforms have been recently introduced to the market entry framework. As
these took place after the on-site mission, their implementation has not been reviewed. At the time of
the onsite visit, there were no fit or proper tests for owners and administrators for a number of
categories of financial institutions.

Preventive Measures—Designated Non-Financial Businesses and Professions

18. The preventive measures for DNFBPs are substantially similar to those applicable to
financial institutions; however, their implementation is at its early stages. Preventive measures
only apply to notaries, casinos, dealers in precious metals and stones and, more recently, accountants.
Notaries have implemented the majority of CDD requirements but the identification of beneficial
owners presents some challenges. Reporting levels for notaries are relatively low for the number of
transactions being conducted and implementation of internal control requirements is weak. The same
observation can be made in respect of casinos, where there is little to no compliance with
requirements other than customer identification. No STRs have been reported by casinos despite the
rapid growth of this industry. Obligations for dealers in precious metals and stones have not been
implemented and accountants have only been subject to the AML/CFT requirements since January
2012. The absence of requirements for lawyers, real estate, and TCSPs exacerbates the risk in these
already vulnerable sectors.

19. With the exception of notaries, DNFBPs are not supervised. A number of supervisory
authorities have been designated as AML/CFT supervisors in their respective areas of responsibility.
However, other than activities undertaken by the Ministry of Justice pertaining to notaries, no
AML/CFT examinations have been conducted.

Legal Persons and Arrangements & Non-Profit Organizations

20. In light of the risk that criminals integrate proceeds generated abroad in Georgia or use
Georgian entities to invest abroad, the inability to ensure adequate and accurate information on
beneficial ownership of legal entities is a serious weakness. The recent establishment of the
National Agency of Public Registry (NAPR) has enhanced access to information on legal persons.
However, at the time of the mission, most of the data included in existing registries had not been
migrated nor updated. Bearer shares exist under Georgian law but except for listed companies, there
are no appropriate measures to ensure that bearer shares are not misused for money laundering.
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21. The measures in place in Georgia relating to nonprofit organizations (NPOs) are
deficient and do not adequately address the risks in Georgia. No formal review of the sector has
been carried out, and there is no formal supervision of the sector. The NAPR provides publicly-
available information on NPOs registered since 2010; however, data prior to 2010 is deemed to be
unreliable. There is a lack of outreach to the NPO sector. Domestic coordination mechanisms related
to NPOs are weak and there is no appropriate point of contact and procedures to respond to
international requests related to NPOs.

National and International Cooperation

22. Georgia does not have a central coordinating body/committee to steer and coordinate
the development and implementation of policies and activities to combat ML and TF. There is
no mechanism allowing for cooperation between the supervisory agencies of FIs and DNFBPs,
notably the NBG, the Ministry of Justice, and the Ministry of Finance.

23. Georgia’s mutual legal assistance (MLA) framework is solid and allows for the
provision of a wide range of assistance to foreign countries in the context of criminal
investigations and prosecutions. Such assistance does not seem to be subject to any unduly
restrictive or unreasonable requirements. While some of the grounds for refusal of MLA are drafted
in a rather general manner, the low number of rejected requests leads to the conclusion that in practice
these provisions are interpreted in a narrow manner. Both ML and FT are extraditable offenses. For
those types of assistance that require dual criminality to be met, the shortcomings noted with respect
to the FT offense may limit Georgia’s ability to provide MLA or extradite a person in certain cases.
Georgia’s lack of diplomatic relations with Russia constitutes a practical challenge to effectively
provide and receive international cooperation in ML and FT cases.

24. International cooperation mechanisms are in place for the FIU, LEAs, and supervisors.
Information exchanged with foreign FIUs is comprehensive; however, timeliness could be improved
and the FIU would benefit from making more proactive use of international collaboration channels.
The NBG is responsive to requests from foreign supervisors but could make additional use of
cooperation mechanisms to help ascertain if fit-and-proper criteria are met. LEAs exchange
information through a variety of channels including Interpol as well as bilateral and multilateral
agreements. However, there is a lack of a clear legal basis that allows LEAs to compel production of
information detained by lawyers based on international requests.
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1. GENERAL
1.1. General Information on Georgia

Overview

25. Georgia is located south of the Caucasus. The population of Georgia is almost 4.44 million as
of January 2010. The country is bordered by Russia to the north, Azerbaijan to the east, Armenia and
Turkey to the south, and the Black Sea to the west. The capital and seat of government is Tbilisi.
According to the Constitution of Georgia, the official language of Georgia is Georgian and in the
Abkhazian region of Georgia, the official languages are Georgian and Abkhazian. Its official currency
is the Georgian Lari (GEL).” Georgia consists of nine regions divided into 65 districts, and includes
the autonomous republics of Adjara and Abkhazia.

26. Georgia has a land area of 69,700 square kilometers, including Abkhazia and the Tskhinvali
Region/South Ossetia. Its Black Sea coastline is 310 kilometers long.

27. Pursuant to Articles 1 and 2 of the Constitution,’ the authorities consider that the laws of
Georgia apply to the whole Georgian territory, including Abkhazia and the Tskhinvali Region/South
Ossetia, which together represent close to 20 percent of the total land mass of the country. As
mentioned in paras. 5 and 6 above, Abkhazia and the Tskhinvali Region/South Ossetia have declared
their independence from Georgia and have been recognized by a few countries (Russia, Venezuela,
Nicaragua, Nauru, and Tuvalu). They are not recognized as independent states by the United Nations,
or the IMF.*

28. The assumption in the FATF Methodology is that the standards must be implemented on the
entire territory of the assessed country, and there is no guidance for assessors on how to address a
situation where parts of the territory are not under the control of the central government. In previous

2 As of October 2011: 1 US$=GEL 1.69.

3 According to Article 1 of the Constitution “Georgia shall be an independent, unified and indivisible state, as
confirmed by the Referendum of 31 March 1991, held throughout the territory of the country, including the
ASSR of Abkhazia and the Tskhinvali Region/South Ossetia and by the Act of Restoration of the State
Independence of Georgia of 9 April 1991.” According to Article 2 of the Constitution “The territory of the state
of Georgia shall be determined as of 21 December 1991. The territorial integrity of Georgia and the inviolability
of the state frontiers, being recognized by the world community of nations and international organisations, shall
be confirmed by the Constitution and laws of Georgia.”

* See the recent report on observance of standards and codes — Data Module:
http://www.imf.org/external/pubs/ft/scr/2012/cr1258.pdf, “Data do not cover territories of Abkhazian
Autonomous Republic and Tskhinvali Region, a part of Georgian territory not controlled by the central
authorities”.
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MONEY VAL mutual evaluation reports, the existence of breakaway territories has generally been
mentioned in Section 1 of the reports, but has not been considered for ratings purposes.’

209. This report describes the legal framework applicable in Georgia and its implementation. Due
to the lack of effective control over Abkhazia and the Tskhinvali Region/South Ossetia, however, the
central authorities were not in a position to provide the assessment team with information on the
implementation of the AML/CFT framework in those regions. In these circumstances, an assessment
of the level of compliance in the entire Georgian territory was not possible, and the report therefore
mainly focuses on the areas under the central authorities’ control. Nevertheless, this report also
acknowledges the authorities’ conclusions with respect to the specific risks of ML (notably resulting
from smuggling and drug and arms trafficking) and FT that emanate from these regions, as well as the
authorities’ obligations to take measures to mitigate those risks. When these measures have not been
taken, the assessment team has made appropriate recommendations for the authorities’ consideration,
but has not taken this situation into account in assessing technical compliance.

Recent history, system of government, and political situation

30. The independent Republic of Georgia was established on May 26, 1918 in the wake of the
Russian Revolution. Georgia was an independent republic between 1918 and 1921. In 1922, it
became part of the Soviet Union, until the Supreme Council of the Republic of Georgia declared
independence on April 9, 1991. After a coup in December 1991, the country was in civil war until
1993.

31. A new constitution was approved in August 1995 and has since been amended several times.
The latest amendment aimed to change Georgia’s system of government from a presidential to a
parliamentary system, where the executive power is in the hands of government, which is accountable
to the parliament. The role of the President was changed to be primarily a guarantor of the continuity
and national independence of the state and of the functioning of the democratic institutions. A
constitutional court exists and met for the first time in late 1996.

32. In 2003, the President was deposed by the Rose Revolution, after Georgian opposition and
international observers asserted that the parliamentary elections were fraudulent. In its first three
years, the new government made progress in fighting endemic corruption and establishing a series of
reforms. However, it experienced ongoing difficulties with the breakaway regions of the Tskhinvali
Region/South Ossetia and Abkhazia. The situation with these regions was among the reasons for the
2008 conflict.

33. At present, only Russia, Venezuela, Nicaragua, Nauru, and Tuvalu have recognized the
Abkhazia and the Tskhinvali Region/South Ossetia and Vanuatu recognizes only the former.

> See the 2011 MER for Cyprus where the assessors have indicated, in para. 1, that “For the purpose of this
report, the evaluation team has not assessed the situation in the areas of the Republic of Cyprus in which the
Government of Cyprus does not exercise effective control.”
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Georgian Economy

34, Georgia’s economy sustained GDP growth of more than 10 percent in 2006—07, with strong
inflows of foreign investment. However, GDP growth slowed in 2008 following the conflict with
Russia, turned negative in 2009 as foreign direct investment and workers’ remittances declined in the
wake of the global financial crisis, but rebounded in 2010.

35. The main economic activities include the cultivation of agricultural products such as grapes,
citrus fruits, and hazelnuts; mining of manganese and copper; and the output of a small industrial
sector producing alcoholic and nonalcoholic beverages, metals, machinery, aircraft, and chemicals.
Areas of recent improvement include growth in the construction, banking services, and mining
sectors.

GDP composition by sector® 2011
Agriculture 9.3%
Industry 23.5%
Services 67.1%
36. The country imports nearly all its needed supplies of natural gas and oil products. It has

sizeable hydropower capacity, a growing component of its energy supplies. The construction on the
Baku-T’bilisi-Ceyhan oil pipeline, the Baku-T’bilisi-Erzerum gas pipeline, and the Kars-Akhalkalaki
Railroad are part of a strategy to capitalize on Georgia’s strategic location between Europe and Asia
and to develop its role as a transit point for gas, oil, and other goods.

37. The table below shows some economic indicators provided by the Georgian authorities:
2008 2009 2010 2011*
Nominal GDP, in million Lari 19,075 17,986 20,743 24,229
Real GDP growth, y-o0-y, % 2.3 -3.8 6.3 7.0
GDP per capita, US$ 2,937 2,455 2,629 3,215
Unemployment rate (in percent) 16.5 16.9 16.3 --
Inflation rate, y-0-y (end of period) 5.5 3.0 11.2 2.0
Foreign trade and payments
38. The value of foreign trade in goods and services represented approximately 90 percent of

GDP in 2010. Georgia’s trade balance has been characterized by a structural deficit, a result of the

¢ Figures provided by Georgian authorities.
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high prices for imported energy and commodities and the import of capital goods. Due to its
geographic location, Georgia is a regional hub for trade. Accordingly, some of the goods imported
into Georgia, such as automobiles, are subsequently re-exported to neighboring countries. The
growing tourism sector, the transport services (including transit fees generated by the pipelines that
traverse Georgian territory), and logistics sector have become significant generators of export
revenues, enabling Georgia to become a net services exporter.

39. The table below shows the Georgia exports/imports in 2011.

Exports Exports - partners: Imports Import - partners:
2011 $2.189 Turkey 10.4%, $7.058 billion Turkey 18%,
billion Azerbaijan 19.5%, Ukraine 10%,
Armenia 10.2%, Azerbaijan 8.7%,
Kazakhstan 7.2% Russia 5.5%,
USA 6.6%, Germany 6.8%,
Canada 5.2%, China 7.4%
Ukraine 6.5% Bulgaria 3.6%
Commodities | Vehicles, Fuels, vehicles,
ferro-alloys, machinery and
fertilizers, parts, grain and
nuts, scrap other foods,
metal, gold, pharmaceuticals
copper
40. Net remittance inflows into Georgia have been increasing significantly between 2003 and

2008, primarily due to the improved economic circumstances and increased earning power of

Georgians abroad, as well as increased use of the formal banking and money transfer system. In 2007,
net remittance inflows represented 7.4 percent of GDP, compared to 2.1 percent in 2003 even though
due to the global financial crisis, the growth of inflow of net remittances was interrupted in 2009. By
the end of 2010, the amount of net remittances flowing into the country increased again, but did not
reach its pre-crisis level.

41. The table below shows the breakdown of remittances in 2010.%

’ Georgian authorities.

¥ http://www.georgia.gov.ge.
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Remittances
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687 8.0%
ss.0 6.9%
az.a a.9%
291 3.a%

213 2.5%
12.8 1.5%

107 1.2%

. 13.2%

Total 8573 100.0%

Remittances

1.000 917.9
857.5 PP

800 7554 766.5
600
420.5
400
200
a

2008 2007 2008 2009 2010E 2011F

US$ min

urce: National statistics Office of Georgia Geostat

42. A 2007 World Bank study’ provided insight on the remittance channels. The study
highlighted that the majority of individuals relied on friends travelling home.

Channels of remitting remittances to Georgia, 2007
Method Users (%)
Friends travelling home 36.1
Money transfer operators (Western Union, etc.) 21.2
Bank Transfer 17.5
Through individuals and contacts 11.3
Post Office 104
Informal transfer offices 1.9
Migrant when travelling home 0.6
Transfer check 0.5
Debit card 0.5

Source: World Bank, 2007.
Structural elements for an effective AML/CFT system

Transparency and governance

43. The Group of States against Corruption (GRECO) has expressed concerns about the laws that
govern political party funding. In its 2011 Third Evaluation Report on the Transparency of party
funding, GRECO found that, despite having a legislative framework in place, the fundamental
weakness related to political party funding was the lack of effective monitoring which undermines the
effectiveness in practice of relevant rules.'” The authorities consider that they have addressed
GRECO’s recommendations regarding the transparency of party funding.

o Quillin, B., C. Segni, S. Sirtaine, and I. Skamnelos (2007) Remittances in the CIS Countries: A Study of
Selected Corridors, World Bank, Chief Economist’s Working Paper Series, Europe and Central Asia Finance
and Private Sector Development Department, Table 8, p. 16, Vol. 2, No. 2, July 2007.

' Third Evaluation Round—Evaluation Report on Georgia on Transparency of party funding, para. 29, p. 27
(GRECO, 51* Plenary, Strasbourg, May 23-27, 2011).
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44, To increase transparency, the government has launched a unified electronic system of state
procurement and an online asset declaration system for public officials.

45. In addition, to remove all major bureaucratic barriers in administrative services, the
government has introduced a one-stop-shop window for entrepreneurs and companies and unified
services of different state agencies.

Culture of AML/CFT compliance

46. A proper culture of AML/CFT compliance is still under development. In the main financial
institutions, there is a clear understanding of the risk posed by criminals, which does not appear to be
the case for other institutions and most of the DNFBPs. In relation to the latter, this could be the
result of the limited coverage in the legal framework and the limited role of industry trade groups and
self-regulatory organizations (SROs). Overall, there is a limited understanding by the private sector of
the laundering risks presented by white collar criminals (e.g., high-level corruption, tax crimes, and
professional money launderers).

Measures to prevent and combat corruption

47. Organized crime, corruption and bribery by public officials, public servants or other
government agents, trading in influence and abuse of power by public servants, along with tax
evasion have traditionally been identified in Georgia as main sources of illegal income in previous
reports such as those produced by MONEY VAL and GRECO. To address these areas of concern, and
specifically to fight corruption, Georgia’s government has taken a number of steps, including
criminalizing corruption and trading in influence, and addressing corruption in the public service. The
latter included the creation of an anti-corruption department of the Prosecution service, and the
approval of a national anti-corruption strategy and action plan. The Parliament of Georgia ratified the
2003 UN Convention against Corruption on October 10, 2008 under Resolution 337-H.

48. The May 2011 report from GRECO ' on the criminalization of corruption recognizes the
efforts made, over the years, by Georgian authorities to improve the legal framework to fight
corruption, in particular by amending the Criminal Code of Georgia (CCG). The GRECO assessors
found that provisions on corruption in the Georgian CCG are now almost fully in line with the
requirements of the Criminal Law Convention on Corruption (ETS 173) and the Additional Protocol
to the Convention (ETS 191)." However, the report calls upon Georgia to unambiguously cover
bribery of foreign arbitrators'® and also points out the need to ensure that situations in which a third
party benefits from undue advantage are adequately covered in the provisions on private sector
bribery and active trading in influence."* The GRECO report also recommends reviewing the special

" Third Evaluation Round—Evaluation Report on Georgia on Incriminations (GRECO, 51°* Plenary, Strasbourg,
May 23-27, 2011).

12 Ibid, para. 84, p. 28.
1 Ibid, para. 85, iii, p. 28.

" Ibid, para. 85, i and i, p. 28.
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defense of “effective regret’ to minimize risks of abuse."” Georgian authorities have indicated that the
anti-corruption legislation has been reformed to be in line with the international standards in
November 2011, including the topic of the bribery in favor of a third person and bribery through an
intermediary.

Court system efficiency

49. Among the first reforms to follow after the Rose Revolution was the one of the judiciary
system in order to guarantee the right to a fair trial and to combat corruption among judges. Salaries
were increased to reduce the risk of bribery. Thus, Georgia has become one of the European States
which devotes more than 60 percent of the justice budget to the operation of Courts, with salaries
representing the main component.'® By comparison, the average European State allocates less
resources to court and prosecution services per inhabitant (less than €10 when the average is €47.1
per capita).

Ethical and professional requirements for police officers, prosecutors, judges etc.

50. The GRECO evaluators mentioned that some of the interlocutors interviewed by the
assessment team expressed criticism of the handling of corruption cases. The concern focused mainly
on the perceived lack of independence of the judiciary and the right to a fair trial,', and took note of
allegations of high-level corruption and the perception of impunity of high-level officials."® A 2010
OECD monitoring report on anti-corruption in Georgia'® questions the criminal conviction rate which
averages around 96%. The report also quotes the deputy Public Defender, stating in 2009 that the
prosecutor’s office has become “the executive punitive tool which implements the Government’s
political decisions and, for its part, completely governs the courts.”” In July 2008 the Chairman of the
Supreme Court of Georgia stated that the judges were not independent due to the lack of principles
and tradition of an independent judiciary.

51. In order to increase independence and efficiency of the judiciary, the Law of Georgia on the
“Rules of Communication with Judges of Common Courts of Georgia” was adopted by the
Parliament on 11 July 2007. It regulates the ex parte communication of a judge and thus aims to

'* Ibid, para. 85, iv, p. 28.
'® JAReport 2010. European Judicial Systems. European Commission for the Efficiency of the Justice.
" Evaluation Report on Georgia on Incriminations, para. 68, footnote 16, p. 20 (GRECO, May 23-27, 2011).

'8 GRECO report, third Evaluation Round (Adopted by GRECO at its 51* Plenary meeting, Strasbourg, 23-27
May 2011).

1% Second Round of Monitoring—Georgia—Monitoring Report, p. 45 (OECD Anti-Corruption Network for
Eastern Europe and Central Asia, Istanbul Anti-Corruption Action Plan, 8™ Monitoring Meeting, March 31,
2010).

% According to the authorities, the Public Defender reports of 2010 and 2011 do not mention the concern cited
from the report of 2009, which means that the said concern has not been an issue since 2009.
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guarantee de facto independence and impartiality of the judiciary. Due to recent amendments to the
Law, the fine for the violation of the rules of communication by public servant has increased twofold,
while for state-political officials increased threefold. In 2010 the Criminal Code of Georgia has been
amended, criminalizing all kinds of illegal interference in the work of judiciary in order to influence
the legal proceedings from a state-political official. The latest studies related to the public trust in
courts show that confidence of society in court has been rising each year.”'

52. Judges are not permitted to join political parties or become involved in political activities.
They are allowed to teach and perform other academic activities, but are not allowed to perform any
other paid work. The process of admission for judges is very comprehensive. The law requires a
competitive process for selecting judges and sets out professional criteria. Judges must have higher
legal education and at least five years of relevant work experience. They must complete 14 months of
training at the High School of Justice.”> New mandatory judicial ethics rules were adopted in 2007.
The following year, out of 1,256 complaints filed, 35 cases were brought against judges. Out of the 35
cases, 12 judges were found to have violated the ethics requirements, three judges were
dismissed.”(For more information please refer to Recommendations 27 and 28).

53. The 2010 OECD monitoring report indicates that observers have pointed out that the oral
examination process can be influenced by subjective criteria, “suggesting that “reliability” is an
important factor for appointment, as are contacts and personal relationships. [...] New judges with no
judicial experience have been promoted to chief judge over other candidates who have served a
respectable amount of time on the bench.”*

54. Members of the police must undergo training and cannot work for another government
agency or in the private sector. They can be dismissed for misconduct such as gross violation of
discipline and corruption. Hiring takes place on the basis of professional criteria, using detailed
procedures, an open competition, and special training.

55. The Prosecutor’s Office must be politically neutral and its members cannot join political
parties or engage in political or commercial activities. Prosecutors and investigators must fulfill
certain professional requirements to be appointed, complete a six-month internship, and take an
examination.

*! Namely, the trust of public in court in 2005 was 25%, in 2008 — 55%, in 2009 — 60%, 2010 — 63% and in
2011 - about 70%. These studies have been carried out by international organizations, such as UNDP, ABA and
USAID (in partnership with IPM). EBRD Life in transition Survey II 2011aslo shows the rising confidence in
court.

*2 Second Round of Monitoring—Georgia, p. 44 (OECD Anti-Corruption Network for Eastern Europe and
Central Asia, March 31, 2010).

3 Ibid, p. 44.

# Second Round of Monitoring—Georgia, p. 44 (OECD Anti-Corruption Network for Eastern Europe and
Central Asia, March 31, 2010).
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Ethical and professional requirements for accountants, auditors, lawyers, etc.

56. Accountants, auditors and lawyers can be disciplined or even disbarred by the Ethics
Committee of the Bar Associations for breaches of the Law or the Code of Ethics. The Georgian
Federation of Professional Accountants and Auditors does not impose any requirements.

1.2. General Situation of Money Laundering and Financing of Terrorism

57. The assessors have identified a number of major vulnerabilities and threats which contribute
to significant risks of ML and FT. They include: i) a relatively large number of customers that are, or
are owned by, offshore companies for which the identity of their beneficial owners are not verified; ii)
a rapid and ongoing increase of nonresident deposits; iii) the development of private banking
activities including a clientele of foreign politically-exposed persons (PEPs); iv) the rapid growth of
casino business and of non-face-to-face transactions; v) the existence of large Georgian-led criminal
organizations abroad which exposes the risk of proceeds of crime being transferred back to Georgia;
and vi) domestic statistics demonstrating the existence of major proceeds generating crimes such as
corruption, tax evasion, and drug trafficking.

58. While the first four vulnerabilities are dealt with in other sections of this report as they
directly relate to the AML/CFT framework, the last three threats are detailed in this section.

National assessment of threat to Georgia’s security

59. Georgia’s Threat Assessment Document (TAD) for 2010-2013 was approved on September
2, 2010 (Presidential Order No. 707).

60. Part I1I of the TAD (Transnational Threats) mentions the threats posed by non-state actors,
including international terrorist organizations and transnational criminal entities. The report indicates
that “the lawlessness in the occupied territories represents another significant transnational security
challenge.” “The illegal transit of components of weapons of mass destruction, illegal trade in
weapons and narcotics, production and distribution of counterfeit currency, and human trafficking”
are identified by the authorities as originating from these territories and posing grave risks. As noted
above, this information has not been examined by the assessors.

Predicate Offenses

61. The predicate offenses that have been identified in recent years by the authorities as major
sources of illegal proceeds are tax evasion, falsification of documents, fraud, embezzlement and
misappropriation, corruption, abuse of power, illegal entrepreneurship, customs fraud, environmental
crimes, and theft. At the time of the MONEY VAL third round report, smuggling, drug trafficking,
and abuse of power by public servants were also identified by the assessors.

62. Detailed statistics on predicate offenses are provided in Section 2 (Recommendation 1):
Corruption

63. Since 2003, the authorities have stepped up the fight against corruption.
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64. The table below indicates a rapid increase in the number of criminal investigations and
prosecutions initiated and persons convicted over the period 2008-2010.%

2008 2009 2010
Article 338 CC (passive bribery)
Investigations 47 72 146
Prosecutions 28 64 149
Convictions 38 59 117
Article 339 CC (active bribery)
Investigations 23 64 43
Prosecutions 12 65 87
Convictions 19 58 67
Article 339! CC (trading in influence)
Investigations 3 4 7
Prosecutions 3 3 3
Convictions 3 4 3
Article 221 CC (commercial bribery)
Investigations 4 6 32
Prosecutions 3 2 4
Convictions 5 2 7
Article 340 (acceptance of gifts)
Investigations - 1 1
Prosecutions - - -
Convictions - - -

65. According to 2010 Global Corruption Barometer, only 3 percent of Georgians surveyed had
to pay a bribe in the past 12 months, one of the lowest numbers amongst all countries surveyed. A
similar index is provided by the second wave of EBRD Life in Transition Survey. In the EBRD’s Life
in transition Survey, Georgia is ranked second for satisfaction with public service delivery.

66. Georgia ranked 64th out of 182 jurisdictions in Transparency International 2011 Corruption
Perceptions Index (66™ in 2009 and 68" in 2010). This ranking indicates that corruption is still an
important issue in the country and statistics provided by the authorities confirm that corruption at
different levels remains a very relevant proceeds-generating crime in Georgia.

Organized Crime

67. The history of organized crime pre-dates the Bolshevik revolution, when Georgia was a trade
and transportation hub. The structure of the Georgian organized crime (denominated “thieves in law”)
is based on clan ties and networks. Organized crime was widespread in Georgia before the Rose
Revolution of 2003. The new government then announced a policy of zero tolerance against crime,
and a law against “organized crime and racketeering” was adopted in December 2005. Membership in
a criminal organization and acknowledgment of being a “thief-in-law” were criminalized

(Article 223" of the CCG). Subsequent investigations led to convictions and confiscation of assets of

> GRECO report Third Evaluation Round (Adopted by GRECO at its 51% Plenary meeting, Strasbourg,
May 23-27, 2011).
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the criminals. As of today, the authorities consider that organized crime is not an issue anymore and
that the criminals that are still active have left the country. Statistics indicate that the level of crime
recorded in Georgia is now relatively low compared with the average in European countries.

68. However, Georgian criminal groups are still active in a number of European countries such as
Russia, Spain, Austria, Italy, Switzerland, Germany, Belgium, and France, among others. Money
laundering,”® drug trafficking, weapon possession, and extortion are some of the crimes associated
with the Georgian mafia network. They still maintain close ties, including financial ties, to their
family, homeland, and clan associations. Assessors were also informed that some criminal
organizations had tried to influence Georgian political life in recent years. Accordingly, despite the
progress on the fight against organized crime in Georgia, the existence of Georgian criminal groups
abroad creates a risk that proceeds of their crimes are laundered in Georgia.

Drugs

69. UNODC’s 2011 World Drug Report mentions limited cultivation of cannabis and opium
poppy in Georgia, mostly for domestic consumption with a lower opiate prevalence than the world
average. Nevertheless, as with neighboring countries, Georgia appears to be used a transshipment
point for opiates to Western Europe and Russia and one of the land routes for the heroin coming from
Pakistan and Afghanistan. The exact drug trafficking routes and sources are difficult to determine due
to lack of seizures and investigations. In addition, while the central authorities do not control the
regions of Abkhazia and the Tskhinvali Region/South Ossetia, they believe significant drug
trafficking is occurring there.

70. A meaningful estimation of the total drug trafficking is difficult, as the seizures of opiates and
other drugs are very limited (see table below) making it hard to have a reliable estimate of the total
amount of drugs passing through Georgian territory.

Drug-Related Seizures 2006-2009

2006 2007 2008 2009
Heroin 8592 kg 16.157 kg 12.12 kg 2.3 kg
Opium 229 1g 185.89 g D2.E @ 37.2g
Marijuana 23.958 kg 23.647 kg 28.3 kg 4.7 kg
Tramadol 70.850 g 100.3 g 7392¢g 79.0g
Subutex 10,958 tablets 16,232 tablets 13,757 tablets 5072 tablets
Cannabis plants 123.336 kg 64.860 kg 41.563 kg No data available
Methadone 23.057 g 213 9g 328.27 g T8 (3]
Morphine 3.33 g 4. 455 g 38.049 g 357 g
Codeine 519g |- 1.675 g 0.535 g

102 pills

Cannabis resin 8242g |- 88.230 g 963 g
Poppy e — 1388 g - —
Cocaine 3.224 g 0.558 g 1.375 g 0.78 g
Methamphetamine 2418 g 0472 g 2907 g 0.03 g
Dypheniloxidate ———— | mmmm—— 0.7g e ——

Source: Southern Caucasus Anti Drug Program (SCAD)

Table 2: Drug-related seizures 2006-2009

*% In March 2010, a major operation code named “Java” arrested at least 100 suspected members of Georgian

organized crimes in Austria, France, Italy, Switzerland, and Spain.
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71. Regarding internal drug consumption, the 2010 SCAD overview report”’ has expressed

concerns about the accuracy of statistics, but notes that as far as injectable drug are concerned, the
most frequently encountered ones are smuggled Subutex and heroin. The UNODC report also notes
that Georgia has noticed an increase in the use of amphetamine-type stimulants over the past years.
Ecstasy consumption has increased in Georgia, though the levels are still lower than in other countries
in the region.

Asia: Countries and Areas Reporting Expert Perception in ‘ecstasy’ use in 2009

Source: UNODC ARQ

Decrease Stable Increase

China Korea (Republic of) Armenia

Hong Kong, China Kuwait Georgia

Macao, China Malaysia Israel

Indonesia Lebanon

Japan Pakistan

Kazakhstan Viet Nam
Singapore
Thailand

Source: UNODC 2001 World Report
Trafficking in human beings

72. The UNODC’s Global Report on Trafficking in Persons® identifies Georgia as a country
where trafficking is taking place. The report also points out that Georgia showed a moderate increase
in prosecutions and convictions of human trafficking cases during the period 2000-2005 followed by
a decrease after 2006.

Human Trafficking

persons
2005 2006 2007 2008 2009 2010 2011 -1
quarters
Registered, total 13 33 29 10 12 " 3
of which: detected 7 15 8 2 3 3 0
Source: Ministry of Internal
Affairs of Georgia.

*7 Published with the support from the Foundation “Global Initiative on Psychiatry-Tblisi and in cooperation
with SCAD, funded by the European Union.

*» UNODC Global report on Trafficking in Persons, 2009.
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73. The Council of Europe’s Group of Experts on Action against Trafficking in Human Beings
(GRETA) has published a report on Georgia in February 2012 which notes that Georgia is primarily a
country of origin of trafficked persons, the vast majority of victims of trafficking in human beings
identified in 2008-2010 (83 out of 88) being Georgian nationals. >’ The report indicates that to a lesser
extent Georgia has also been used as a country of transit of for foreign victims of trafficking in the
direction of Turkey and Wetern Europe. The majority of the victims of trafficking identified by the
Georgian authorities have been women subject to sexual exploitation. The main destination countries
for Georgian victims of trafficking are Turkey, the United Arab Emirates, Egypt, and Greece. Official
data show low numbers of victims of national trafficking (i.e. within Georgia), and the number of
children identified as victims has also been low.

74. In the report, GRETA notes the progress made by the Georgians authorities in combating
trafficking in human beings, including through the adoption of a specific anti-trafficking law, the
setting-up of the interagency co-ordination council against trafficking in human beings and a State
Fund for the protection and assistance of victims of trafficking, as well as increasing the budgetary
allocation for victim support.

Tax crimes

75. The IMF staff report for Georgia’s 2011Article IV consultation notes that the tax system in
Georgia is quite efficient. Tax collection has been one of the main priorities of the government. Tax
authorities indicated concerns related to the use of offshore companies by some taxpayers and
difficulties in obtaining relevant information through international cooperation.

Money Laundering

76. The Authorities have identified as the following ML techniques to be the most common: use
of fictitious and offshore companies; fictitious directors and representatives; false contracts and
documents in order to conceal and disguise illicit origins of proceeds of crime and transfer them
through the banks of Georgia inside and outside of the country; intermingling of proceeds of crime
with proceeds of legal businesses; providing the responsible AML bodies with false information
regarding trade in goods and having businesses abroad in order to justify the movement of illicit
money into and out of the country.

77. As shown by the table below, prosecutions and convictions for money laundering have
increased in the recent years. Georgian courts have convicted 2 persons in 2007, 5 in 2008, 1 in 2009,
19 in 2010, and 123 in 2011.

¥ See para. 10,
http://www.coe.int/t/dghl/monitoring/trafficking/Docs/Reports/GRETA 2011 24 FGR_GEO_en.pdf.
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Year ML ML ML ML Proceeds | Proceed Proceeds
investig | prosecutio | conviction | convic | frozenin | s seized | confiscated
ation | ns persons | s persons | tions EUR in EUR % in EUR
cases cases
2007 9 2 2 1 1.949.000 - -
2008 9 4 5 4 8.751.609 | 543.486 2.023.248
2009 9 6 1 1 1.738.200 -
2010 22 29 19 16 108.726 101.565 700.000
2011 58 143 123 75 2.789.469 | 228.007 2417 638
plus 13
units of
real state.
Terrorism
78. The Treat Assessment Document deems that the existence of the conflict zones in Georgia’s

neighboring countries increases the possibility of spillover into Georgia. This may represent a
challenge to Georgia’s national security because “the transition of the regional conflicts to a more
intensive phase and possible resumption of hostilities, along with other challenges, will cause a
humanitarian crisis that will produce large refugee flows and will increase the danger that informal
armed formations may enter the country along with the refugees.” Other harmful consequences of
such developments may also include “the increase in contraband and other types of transnational
organized criminal activities” and “the deterioration of the regional security environment,” all of
which “will threaten the transportation and energy projects existing in the Caucasus.”"'

79. Groups related to smuggling of nuclear material are also mentioned in the TAD as possible
terrorist threats along with possible links to terrorist organizations from the Tskhinvali Region/South
Ossetia and Abkhazia.

Financing of Terrorism

80. In September 2011 one FT investigation was launched by the Department of Constitutional
Security of the Ministry of Internal Affairs of Georgia. Three persons were been indicted for FT. As
only a few cases of FT have been investigated in Georgia, there have not been trend analyses or
reports on techniques and methods of FT issued. The authorities consider that a significant source of
FT risk is related to the situation in the Tskhinvali Region/South Ossetia and Abkhazia.

3 Includes estimated value of properties.

S TAD 2010-2013.
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1.3. Overview of the Financial Sector

81. As of end-September 2011, there were 1,677 local and foreign financial institutions in

Georgia (see table below). For the year 2010, financial services accounted for 2.6 percent of
Georgia’s GDP and 1.2 percent of total employment in the economy. The banking sector’s total assets
constituted 50 percent of the country’s GDP at the end of 2010.

No. of
Licensed/ Size of Financial . .. . No of
. . Description of Main
Type of Registered Line (by assets, . Overseas
. o e a: . Activities and Products
Institution Institutions premium, Offered Branches/
as of end turnover) in GEL Subsidiaries
Sep. 2011
Receive deposits
Provide loans
Provide money remittance
Commercial 19 services 5
Banks 11, 975,675,466 Issue payment instruments
Issue guarantees
Process cash and non-cash
settlement operations
Microfinance .
Organization 59 399,907,519 Provide loans and money Nil
s remittance services
Credit Provide loans and receive
. 18 3,630,492 deposits only from their Nil
Unions
members
Composite insurers are
Total premiums of | allowed to provide life and
Insurance 265,821,012 non-life insurance products. .
. 15 . . Nil
Companies Life insurance is represented
by term life (mainly credit life)
policies.
Non-State Total contributions 7 registered pension schemes
) of 1,517,520 .
Pension . are founded by insurers. .
7 Total pension Nil
Scheme There are no stand-alone
Founders reserves of pension funds in the market
9,287,295 '
Insurance Insurance brokers perform
6 Not available intermediary activities in direct Nil
Brokers . .
insurance and reinsurance
Execute transactions and
render services related with
Securities . trading of equity share,
Brokers " Not available shares, bonds, certificates, 1
bills, checks and other
securities
Securities 6 Not available Perform bookkeeping of Nil

Registrars

securities owners, execute
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transactions and make
records of securities
transactions
Ensuring a special
marketplace for securities
Stock . . i . .
1 Not available trading, where only financial Nil
Exchange D
institutions are allowed to
trade in securities
Centra-l 1 Not available Clean-r!g and spttlements of Nil
Depository securities trading
Money Provide money remittance
Remittance 49 Not available services as agents or Nil
Services subagents
Provide currency exchange
Currency services (72.5% of them are
Exchange 1506 935,511,534 sole ' Nil
Bureaus .
proprietors/entrepreneurs)
Leasing Not available Not available Provide financial leasing Not available
products
82. The above categories of financial institutions are subject to the preventive measures of the

AML/CFT Law, except for the Stock Exchange and the Central Depository, on the basis that
securities transactions are channeled through securities brokers and registrars, which are required to
comply with the AML/CFT law and related regulations/decrees. Leasing companies became subject
to the AML Law in January 2012. The Georgian authorities indicated that a review did not identify
any stand alone factoring companies and only very few credit service companies in Georgia.

83. Georgia has a total of 19 commercial banks with assets of GEL 11,976, 675 million.” In
addition, there are 59 microfinance organizations and 18 credit unions with assets of
GEL 399,907,519 and GEL 3,630,492 , respectively, which operate in Georgia, focusing on small-
scale financing including installment credit.

Banking Sector

84. The Georgian financial system is dominated by commercial banks. Total assets of the
banking system constituted almost 50 percent of GDP as of end-2010. There are 19 licensed
commercial banks operating in Georgia, out of which 17 are foreign controlled. The two remaining
banks are branches of foreign banks. Foreign-controlled banks and branches constitute 98.60 percent
of total banking assets, and 99.69 percent of equity in the banking system is externally owned.

32 At the time of the reporting of financial statements, the exchange rate was approximately GEL 1=0.4417

Euros/0.6020 United States dollars.




85. Georgia’s two largest banks have significant foreign ownership. The National Bank of
Georgia (NBQG) is listed on the London Stock Exchange and TBC Bank is owned by various

international financial institutions.*

86. The Georgian banking sector has been growing at a significant rate from 2005 to 2010. The
average growth rate of bank loans in the last five years was 32 percent. In 2009, the volume of loans
declined 13 percent due to the global financial crisis and Georgia’s political situation with Russia.
The volume has since improved and the growth rate of bank loans reached 22 percent in the year
2011. In general, since 2007 the banking sector has seen an increase in activities as reflected in the

statistics below:

2007 2008 2009 2010
Number of Banks 20 20 19 19
Of which foreign controlled 14 17 15 16
Branches 124 124 120 119
Service centers 416 559 513 522
Banking sector—structure of basic assets and liabilities:
2007 2008 2009 2010
Assets/GDP 42% 46% 48% 51%
Banking Supervision
87. To increase efficiency of macro-prudential measures, the NBG initiated a transition towards

risk-based supervision. Initially, supervisory resources were reallocated in line with the risk profile
and systemic importance of banks, banking risks were identified and improvements were made to the
micro-prudential risk assessment framework. To protect consumers, the NBG adopted special
regulations and established a structural unit to monitor protection of consumers’ rights in the financial
market and to analyze and disseminate relevant statistical data.

Capital Market

88. The securities market is still at an early stage of development and comprises the following
licensed participants: 1 stock exchange, 1 central securities depository, 11 securities companies, and 6
registrars. The Georgian Stock Exchange (GSE) was established in 1999 and is governed by a
supervisory board with 12 members. Its trading volume has been declining over the past few years
and totaled GEL 5.1 million (USS$). As of February 1, 2011, 138 companies were traded on the GSE,
with total market capitalization of US$1.1 billion and the average daily turnover of US$9,949.

3 These include the EBRD, the IFC, DEG Bank (which is a member of the KFW Bank Group) and the
Nederlandse Financierings-Maatschappij voor Ontwikkelingslanden N.V. Other major foreign investors in the
Georgian banking sector include Procredit Group, Société Générale, Liberty Investments Holding, HSBC, VTB
Bank, Dhabi Group, PrivatBank, BTA Bank, International Bank of Azerbaijan, Halyk Bank and Ziraat Bank.
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2006 2007 2008 2009 2010

Number of Trades at GSE 5,538 6,908 2,321 1,304 2,372
Trading Volume at GSE (GEL
millions)

61.7 38.4 10.6 31 5.1
'Year-on-Year change (%) (1.0) (37.8) (72.5) (70.6) 64.6
GSE Total Market Capitalization
(GEL millions) 1,145 2,332 546 1,236 1,879
Year-on-Year Change (%) 80.1 103.6 (76.6) 126.4 52.1
GSE Total Market Cap/GDP (%) 8.3 13.7 2.9 6.9 9.2
Stocks Traded on the GSE 90 57 82 64 53
Year-on-Year Change
(G — (36.7) 43.9 (22.0) (17.2)
Trading Volume on the OTC
Market (GEL millions) 113.4 126.8 246.0 95.3 96.1
|Year-on-Year .............. change (%) — 11.8 94.0 (61.3) 0.8
Insurance Market
89. As of December 31, 2010, the Georgian insurance market comprised 16 insurance companies.

These included two insurance companies registered in 2010. Twelve insurance companies performed
both life and nonlife and life insurance. The four remaining companies were involved only in non-life

insurance activities.

90. In 2010, the number of policies issued equaled 2.6 million and thus significantly exceeded the
2009 level. There was a notable increase in the number of policies issued to individuals
(361,000,000), reflecting the development of the insurance retail market.

91.

The gross insurance premium received by insurance companies in 2010 totaled

GEL 372.5 million. In terms of gross written premiums, the market share of the five largest insurers
declined from 83.6 percent to 77.9 percent in 2010 compared to 2009, indicating an increase in the
activity of smaller insurance companies. Health insurance accounted for 66.3 percent of the gross

premiums received.

Written Premiums by Years

Million GEL
2010 2009 2008 2007
Written premiums 372.5 372.4 278.7 118.8
92. In 2010, net earned premiums totaled GEL 297.5 million and net incurred claims amounted to

GEL 179.8 million.
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93. The total volume of assets held by insurance companies grew by GEL 116.9 million,
amounting to GEL 448.4 million as of December 31, 2010.

94. The total volume of insurers’ balance sheet liabilities at the end of 2010 equaled
GEL 355.1 million, exceeding the 2009 level by GEL 78.8 million.

95. The total capital of insurance companies stood at GEL 93.3 million at the end of 2010,
increased by 69.1 percent compared to 2009. The capital increase was due to growth of net profit as
well as the expansion of equity capital. Equity capital increased by GEL 5.1 million because of the
establishment of two new companies and extra capitalization of the existing ones.

Information on non-resident customers

96. In general, the only significant product in the banking sector in respect of nonresidents is
deposits. Georgian financial institutions have experimented a sizable and continuous increase of
nonresident deposits (by 0.9 percent of GDP from mid -2008 to end- 2010). The following chart
illustrates that tendency

Georgia: Sounces of Bank Funding, 2008-10
(In peroent)
HOnresgent

geposts fototal ¢ -1
WOOES Iﬂ.'.:-:r. 1

Loan-to-Depost Fa00 (LHE)

Dec-0i Jurel” Dex~07 Jur-Df Dwc-0f JureDd Dec0§ Jurn-iD Dec-10

Baures S pmn mbcoie wes T B suieate
Source : IMF Georgia Article IV 2011

97. According to the NBG 2011 Annual Report, the share of non-resident deposits in the deposits
base, has increased from 10.2% of the total by December 2010 to 11.8% by December 2011,
attracted by the favorable financial institutions interest rates, and targeted marketing strategies of
Georgian financial institutions towards specific markets, such as Israel.

98. In the securities market, there are 304 nonresident customers. The share of nonresident clients
in the insurance market is 0.612 percent.



33

Information on nonresidents in Insurance Market

Gross Premiums (1/01/10-30/09/11)—(Direct Insurance Business)

GEL
Insurance Field Total
Life 21,499,618
Share of Nonresident clients 5,974
% Share of Nonresident clients 0.028%
Non-Life 603,101,342
Share of Nonresident clients 3,815,526
% Share of Nonresident client 0.633%
Total 624,600,960
Share of Nonresident client 3,821,500
% Share of Nonresident client 0.612%
99. The types of financial institutions that are authorized to carry out the financial activities listed

in the Glossary of the FATF 40+9 Recommendations are summarized in the following table:

TYPES OF FINANCIAL INSTITUTIONS CARRYING OUT FINANCIAL
ACTIVITIES IN GEORGIA

Financial Activity (as defined in

Categories of Financial Institutions

Glossary to FATF 40 performing such activity in Georgia
Recommendations)

1. Acceptance of deposits and Banks

other Credit unions (members only)
repayable funds from the public

2. Lending Banks

Microfinance organizations
Credit unions (members only)

3. Financial leasing

Banks only operative leasing not financial Leasing
(currently not subject to measures)

4. Transfer of money or value

Banks
Money remittance service operators
Microfinance organizations

commitments

5. Issuing and managing means of payment | Banks
(e.g. credit and debit cards, cheques,

traveler’s cheques, money orders and

bankers’ drafts, electronic money)

6. Financial guarantees and Banks

Insurance companies
Microfinance organizations
Credit unions

7. Trading in:
-money market instruments

Banks
Securities brokers




34

- foreign exchange

- exchange, interest rate and
index instruments

- transferable securities

- commodity futures trading

8. Participation in securities issues
and the provision of financial
services related to such issues

Banks

Securities brokers

9. Individual and collective portfolio
management

Banks

Securities brokers

10. Safekeeping and
administration

of cash or liquid securities on
behalf of other persons

Banks

Securities brokers

11. Otherwise investing,
administering or managing finds
or money on behalf of other
persons

Banks

Securities brokers

12. Underwriting and placement of
life insurance and other
investment related insurance

Insurance Companies

13. Money and currency changing

Banks

Currency exchange bureaus
Microfinance organization

1.4. Overview of the DNFBP Sector

100.  All DNFPBs exist and are in operation in Georgia. The AML/CFT legislative framework
extends to casinos, gambling and commercial games, notaries, and dealers and precious metals and
stones. Recent amendments to the AML Law extend obligations to accountants and auditors. No
obligations have been extended to lawyers or real estate agents. The table below outlines the number
of entities operating in each sector as well as the AML/CFT supervisor, if any.

DNFPB SECTORS
SECTOR NUMBER OF ENTITIES AML/CFT SUPERVISOR
Casinos 15 land casinos (8 of which Ministry of Finance

operate internet casinos)

Gambling Establishments 150 Ministry of Finance
Notaries 210 Ministry of Justice
Accountants/Auditors 5,000” Georgian Federation of

Professional Accountants and
Auditors

35,000 reflects the membership of the Georgian Federation of Professional Accountants and Auditors. There

are also unaffiliated accountants the number of which cannot be determined.
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Lawyers 3,500 No AML/CFT obligations
Dealers in Precious Metals 100%° Ministry of Finance
and Stones
Real Estate Agents 100-150%° No AML/CFT obligations
Trust Company and Service Unknown No AML/CFT obligations
Providers

Casinos

101.  The casino sector has seen a rapid expansion since the last evaluation in 2007. There are now
15 land casinos (compared to 2) and 8 internet casinos (compared to none) operating in Georgia.
There are also 150 gaming halls with slot machines. This segment of the sector is decreasing because
of increased licensing fees imposed by the Revenue Service. Both casinos and gaming halls must be
licensed by the Revenue Service. Internet casinos must be operated by a licensed land casino but no
separate license is required to operate an internet casino.

Real Estate Agents

102.  The real estate and construction sectors are considered amongst the fastest growing sectors of
the Georgian economy. According to the Georgian Department of Statistics, construction and real
estate stood at 21 percent of Foreign Direct Investment in 2008.%” In its 2009 publication “Georgian
Real Estate Sector Overview 2009,” the Georgian National Investment Agency stated that prices for
real estate had increased more than four times since 2003. Authorities and industry representatives
met during the mission indicated that the real estate market slowed down following the 2008 conflict
and economic crisis but that the market was seeing a slight resurgence in late 2011.

103.  Real estate agents operate in Georgia; however, they are currently not regulated at all. Real
estate agents play a role not only in the purchase and sale of real estate but also assist clients with the
registration of real estate with the National Public Registry. Some real estate agents also serve as
authorized agents of the Public Registry registering the transaction directly with the Registry through
prescribed software. In this capacity, they are responsible for identifying the client and forwarding all
supporting documents to the National Registry. The number of real estate agents is difficult to
estimate given that the sector is not regulated. Real estate agents met during the on-site mission
estimated the number at 100—150 agents.

Notaries

33 Estimate based on 2007 DAR, the authorities have not been able to provide updated information.
36 Estimate by industry representative.

%7 Georgian Real Estate Sector Overview 2009, Georgian National Investment Agency.



36

104.  Notaries perform public duties and their activities are regulated by the Law of Georgia on
Notaries, which also provides rules for admission to the profession. Notaries play an important role in
certifying financial transactions in the Georgian economy. The notarial sector is involved in a number
of activities including: certifying deals; certifying the identity of a citizen; taking money, securities
and valuables on deposit; submitting checks for cashing; and certifying checks.

105.  The assessment team believes that risks related to the sector pertain to the notaries’ role in
real estate transactions and the creation of legal entities. The Ministry of Justice of Georgia is the
registering authority as well as the regulatory and supervisory body for AML/CFT purposes. There
are 210 notaries in Georgia.

Dealers in Precious Metals and Stones

106.  Entities engaged in activities related to precious metals, precious stones, and associated
derivatives are within the scope of the AML Law. The authorities consider that the awareness of the
sector and compliance with the obligations under the law is however low. The Ministry of Finance
has been designated as the AML/CFT supervisor, but no supervisory activities have been undertaken.
No AML/CFT decree has been issued with respect to this sector. The Financial Monitoring Service
(FMS) considers this sector at medium risk for ML given the high value and portability of precious
metals and stones. The volume of mining activity regarding precious metals and stones in Georgia is
relatively small.*®

Accountants

107.  Recent amendments to the AML Law extend obligations to accountants and auditors. This is
currently the only regulation applicable to this sector, although a legislative proposal is being
developed that would require the licensing of accountants by the Georgian Federation of Professional
Accountants and Auditors. The latter has noted that there are a number of unaccredited accountants
that undertake a variety of activities, including bookkeeping, the company services, as well as the
management of assets. It is unclear whether these unlicensed accountants will be targeted by the new
licensing requirements. Accountants are seen as vulnerable to ML due to their involvement in the
creation of legal entities and conducting transactions on behalf of customers.

108.  Accountants undertake activities outlined in the standard, namely:

Buying and selling of real estate;

Managing of client money, securities, or other assets;”

Management of bank, savings, or securities accounts;

Organization of contributions for the creation, operation, or management of companies;

*¥ The U.S. Geological Survey reports Georgia’s gold production in 2009 at 2,000 kilograms compared to South
Africa which had an annual production of 294,671 kilograms.

3% Where the lawyer, notary, other independent legal professional or accountant is conducting financial activity
as a business and meets the definition of “financial institution,” then that person or firm should comply with the
requirements applicable to financial institutions.
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. Creation, operation, or management of legal persons or arrangements and buying and selling
of business entities.

109. The AML Law identifies the member organization of the International Federation of
Accountants as the body responsible for AML/CFT supervision for the accounting sector. The
member organization of the International Federation of Accountants is the Georgian Federation of
Professional Accountants. The legislative proposal currently in development proposing to license the
activities of the accounting sector currently identifies the Federation as the body responsible for
licensing accountants.

Lawyers

110.  The activities of lawyers are regulated by the Law on Advocates, which also provides rules
for admission to the profession. Membership to the Georgian Bar Association is compulsory for
practicing lawyers. They can be disciplined or even disbarred by the Ethics Committee of the Bar
Associations for breaches of the law or the Code of Ethics. In 2011, the Georgian Bar Association
counts 3,500 members. The Bar Association indicated that the vast majority of its members are
criminal defense lawyers with up to 30 percent offering corporate law services. Like accountants,
there are a number of unregistered lawyers providing legal advice and services including company
formation services.

111.  Lawyers in Georgia are engaged in all of the activities outlined by the standard.

112.  Like other professionals, the risk lies in their participation in the creation of legal activities
and conducting transactions on behalf of clients. The risks are exacerbated for the legal profession as
it is currently the only professional sector that is not subject to AML/CFT obligations.

Trust and company service providers

113.  There was no evidence of trusts having been created or being in operation in Georgia.
Company formation services are undertaken by notaries, accountants, and lawyers. Both the Bar
Association and the Federation of Professional Accountants and Auditors believed that these services
were being provided by unlicensed lawyers and unlicensed accountants.

1.5. Overview of commercial laws and mechanisms governing legal persons and arrangements

114.  Georgian legislation distinguishes between entrepreneurial and non-entrepreneurial activities.
Under the Law on Entrepreneurs, entities are defined as entrepreneurial if they repeat activities
carried out independently and in an organized way for the purpose of generating profit (Articlel of
the Law of Entrepreneurs). On the other hand, the Civil Code (Article 30) defines Unions as the legal
form of non-entrepreneurial (non-commercial) entities that are mostly NPOs and NGOs and,
therefore, these will be discussed in more detail under SR.VIIL.

115. The Law on Entrepreneurs establishes six forms of entrepreneurial entities (Article 2):
Individual enterprises; Joint Liability Companies; Limited Partnership, Limited Liability Companies;
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Joint Stock Companies, and Cooperatives. The table below shows the relevant statistical data, as of
January 4, 2012.%°

Entities

Registered with
the Revenue
Service

Article
Entrepreneurs
Law

Definition and main characteristics (Law of
Entrepreneurs)

Limited
Liability
Companies
(LLCs)

106,658

Active: 103,441

Article44

A company in which its liability to its creditors
is limited to its total property while the liability
of partner is to the amount of his share in
authorized capital. Such company may be
founded by one person.

Joint Liability
Companies
(JLCs)

2,773

Active: 2,668

Article20

A company where several persons shall,
together, under common firm name, carry out
repeated and independent entrepreneurial
activities and where the partners shall be
responsible to the creditors for the obligations
of the company as Joint debtors. The
company may be only individuals

Joint Stock
Companies

2,620

Active:2,054

Article51

A company with authorized capital divisible
into stocks. Minimum nominal value of
authorized capital shall correspond to the
equivalent of 10.000 US dollars national
currency, while the nominal value of one
stock shall be equivalent of one Us dollar
national currency or an amount divisible by it.

Limited
Partnership

158

Active: 152

Article34

Company where several persons shall
together, under common firm name, carry out
repeated and independent entrepreneurial
activities provided that the responsibility of
one or several partners to the creditors of the
company shall be limited to the paying of
certain guarantee amount (Commandite
partners), while the responsibility of other
partners shall not be limited (Personally
Liable Partners).

Personally liable partners may be only
individuals

Cooperatives

2,898

Active:2,680

[Article?]

Company based on labor activities of its
member or established for the purpose of
development of farming and the increasing of
incomes from farming. The purpose of a

0 For statistical purposes the branch of foreign entities has been added.
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Cooperative shall be to satisfy the interest of
its members. Its activities shall not be
channeled to preferential gaining profit.
Branch of 652
foreign entity
Active: 524
Individual 361,034 An individual entrepreneur being the owner of
Enterprise an enterprise. Individual entrepreneurs shall
Active: 356,235 directly be responsible to creditors for
obligations that arisen as a result of their
entrepreneurial activities.
116. The most frequently registered entity has been the LLC, with the exception of approximately

1,200 state-owned enterprises that were privatized and converted into JLCs between 2004 and 2007.

117.  Georgia has improved its registration system for legal entities. Since 2010, Georgian legal
entities (commercial and noncommercial) are subject to registration by the National Agency of Public
Registry (NAPR). Prior to that date, companies were registered either by the Revenue Service of the
Ministry of Finance or at the Registry of Entrepreneurs. The NAPR is trying to merge the two
databases into a single database that is accessible online.

Non-Profit Organizations (NPOs)

118.  There are 15,045 local NPOs and 129 branches of foreign NPOs. 72 NPOs have obtained
charitable status with the Revenue Service. Details of the ten charitable organizations with the highest
turnover are found in the table below.

Income for

Taxpayer

Purpose

2010 (GEL)

Expenses for
2010 (GEL)

International Charity
Foundation “Kartu”

To assist civil society foundation and
development; to assist scientific
research; to assist vulnerable
population

134,499,001.00

134,499,001.00

To assist vulnerable population,

Association ATU rehabllltanop of_cu!tural, educational, 92.375,937.00 92,287.421.00
health care institutions
To provide charitable and
development activities according to

Caritas Georgia— the principles of Christianity; to

Charity Fund provide material, medical, social, 6,226,943.00 6,264,365.00

rehabilitation, educational assistance
to people
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Historical Protection, rehabilitation and

Monuments restoration of Georgian historical

Protection and monuments in Georgia and in foreign | 4,336,544.00 4,206,545.00

Rescue Foundation | countries

g:gg;?;;igglgsggs" Implementation of family care model

. for orphans and homeless children 4,295,539.00 4,295,539.00

of Georgia

OXFAM GB IN To provide assistance to people with

GEORGIA poverty and the extremely poor 3,038,925.00 3,038,925.00
Care of cultural heritage, support of

Fund Queli religion, health care, social
insurance, sport, science, culture and | 2,786,725.00 3,145,434.00
public activities

onhgrelztgr Figtlmnfeavt/lizrr: To provide social protection and care

) gian » to vulnerable people and seniors 2,765,270.00 2,703,432.00

Khesedi Eliahu

119.  Transparency International (TT) Georgia’s 2011 NIS indicates that Georgian NPOs “rely
almost entirely on foreign donors, lacking financial support from government, local businesses or a
membership base.” Funding was principally foreign-based, through international organization and
foreign government aid programs and there was not yet a culture of charitable giving in Georgia. The
TI report also indicated that: “the mechanisms for ensuring accountability of CSOs and their
transparent operation are weak and integrity mechanisms (such as sector-wide code of conduct) are

virtually non-existent.”*!

120.  Identified risks related to the NPO sector primarily concern organizations purporting to be
charities, using their status to import goods that are then sold at market value rather than used for
charitable purposes. The Terrorism, Transnational Crime and Corruption Centre at George Mason
University produced a 2006 study on False Charity Foundations and Corruption that presented a case
study of two foundations created for charity purposes that the study determines were created “with the
purpose of laundering money and evading taxes.” The two charities were found to have obtained
charitable status and signed grant agreements where they agreed to distribute food to vulnerable
populations, but instead the foundation sold the products at market price. The study found that the
absence of monitoring of charities contributed to the fraud being perpetrated. The authorities have
also indicated that there is currently a case under investigation where another NPO is suspected of
bringing goods into Georgia, selling them at market value, and pocketing the proceeds. Austrian
police have also arrested a Georgian criminal group that funds itself through theft, blackmail, and
money laundering. Investigators found that the proceeds were forwarded to an NPO organizing
protests against the government.

* Georgia — National Integrity System, Summary, p. 148 (TI Georgia, 2011).
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1.6. Overview of Strategy to Prevent Money Laundering and Terrorist Financing

121. At the time of the on-site visit, no AML/CFT coordination committee had been set up in
Georgia to develop effective mechanisms to enable policy makers, law enforcement, supervisors, and
other competent authorities to cooperate and, where appropriate, to coordinate domestically with each
other concerning the development and implementation of policies and activities to combat money
laundering/terrorist financing.

122.  After the on-site visit, the AML Law was amended on November 25, 2011 and entered into
force on December 8, 2011, whereby a committee has now been set up to coordinate policy and
implementation of the relevant UNSCRs. This committee is chaired by the Minister of Justice and
comprises senior officials of relevant ministries and agencies. The legal basis for the committee and
its task force is laid down in Article 13 of the AML Law.

AML/CFT Strategies and Priorities

123.  The authorities indicated the following AML/CFT priorities:

o Further improvement of the legislative framework and harmonization with international
norms (improvement of legislation regulating AML/CFT measures, know-your-customer
(KYC) measures);

. Preparation of further implementing norms and regulations pursuant to AML/CFT legislation;

. Further evaluation of the AML/CFT risk levels in various parts of the financial sector and
DNFBPs;

o Strengthening cooperation between the FMS, financial and nonfinancial institutions,

international financial institutions such as the IMF, World Bank, the IFC, and the EBRD and
law enforcement agencies;

o Improvement of tools and mechanism of suspicious transaction reporting;

o Further improvement of the system of application of sanctions against money laundering and
FT;

o Raising qualification requirements and standards of the employees of different organizations

and units involved in the AML/CFT process (e.g., FIU, supervisory bodies, monitoring
entities, the special unit of the Prosecutor’s Office of Georgia handling money laundering
cases, judges).

124.  Compliance with the AML/CFT requirements by monitoring entities and effectiveness of the
Georgian AML/CFT system is examined by the supervisory bodies during their on-site visits to
monitoring entities.

125.  The effectiveness of the AML/CFT system, including money laundering methods, trends and
techniques is reviewed by Office of the Chief Prosecutor of the Ministry of Justice of Georgia on a
regular basis. In particular, every six months and at the end of each year, the AML Unit, the
Anticorruption Department of the Office of the Chief Prosecutor, Investigative Service of the
Ministry of Finance, and other investigative bodies prepare detailed statistical information on
investigations, prosecutions, convictions, search, seizure, confiscation, etc. on money laundering,
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financial, corruption-related crimes, and other predicate offenses. This information is then used to
assess the need for improvements to the system.

126.  The resulting information concerning new trends, techniques, and methods of money
laundering, financial crimes, corruption, and other predicate offenses is shared with all investigators
and prosecutors in the framework of training seminars. For instance, two training seminars were
organized in February and March2011 by the Ministry of Justice of Georgia. In order to further
strengthen the country’s AML/CFT efforts, on January 4, 2011, one additional investigator of
especially important cases was appointed in the AML Unit of the Office of the Chief Prosecutor of
Georgia.

127.  After the on-site visit, the Georgian authorities enacted a package of significant amendments
to its AML/CFT Law and related legislation in November and December 2011.

The institutional framework for combating money laundering and terrorist financing
Ministries
Ministry of Finance

128.  Together with the Georgia Revenue Service and the Investigation Service of the Ministry of
Finance of Georgia, the Ministry of Finance is responsible for intelligence gathering, preliminary
investigation, and research targeted at economic crime prevention; detection, study and analysis of tax
and customs violations; as well as development and application of tools required to combat crime in
the area of tax and customs.

129.  Competent bodies of the Ministry of Finance regarding AML/CFT issues include the Georgia
Revenue Service and the Investigation Service.

130.  The Revenue Service is responsible for administration of tax and customs control; execution
of clearance procedures and clearance controls; issuing, amending, and revoking licenses; as well as
detection and subsequent response of tax and customs violations.

131.  The Investigation Service carries out preliminary investigation of financial crimes and takes
other measures to fight economic crime in general.

132.  Notwithstanding the fact that the investigation of money laundering is under the investigative
competence of the Prosecution Service of Georgia, the Investigative Service of the Ministry of
Finance of Georgia is also entitled to investigate money laundering.*

133.  Generally, the investigative body which has investigated the predicate offense also
investigates the subsequent money laundering as it already has evidences concerning the predicate
offense.

> Order No. 178 of the Minister of Justice of Georgia of September 29, 2010.
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Ministry of Justice, including central authorities for international cooperation

134,  The Ministry of Justice is responsible for drafting legislation and for international legal
assistance in criminal and civil matters. It also deals with the registration of non-commercial entities.
It is the supervisory body for notaries and the Public Registry.

The Chief Prosecutor’s Office (CPO)

135.  On October 27, 2008, the Prosecution Service became part of the Ministry of Justice. The
Prosecution Service of Georgia is a body responsible for criminal prosecution.

136.  The CPO also provides procedural guidance over investigation. In cases set out by the CPC
of Georgia, the prosecutor’s office is responsible for carrying out full-scale investigation of criminal
cases. It also represents the State before the courts. More detailed information is provided under
Recommendation 27.

137.  The GPO’s AML Unit was created at the end of 2003 and commenced its work T the
beginning of 2004. The AML Unit is primarily responsible within the GPO for investigation and
prosecution of money laundering cases and other predicate offenses. The jurisdiction of the AML
Unit covers the entire territory of Georgia under government control.

138.  Operative-technical assistance to the AML Unit is provided by the Special Operative
Department (SOD) of the Ministry of Internal Affairs. The SOD provides all kind of operative and
procedural activities contained in the Law of Georgia on Operative Searching Activities and the CPC
(please see the full list of activities under criterion 27.1).

139.  The Anti-Corruption Department of the Office of the Chief prosecutor of Georgia generally
investigates and prosecutes corruption-related crimes committed by public officials and associated
money laundering. The jurisdiction of the Anti-Corruption Department covers the entire territory of
Georgia under government control.

Ministry of Internal Affairs

140.  In February 2005, the Ministry of State Security merged with the Ministry of Internal Affairs.
At present, the Ministry of Internal Affairs is responsible for fighting crimes in general. It created a
special Counter-Terrorist Center which is responsible for conducting operative activities for the
prevention of terrorism and the investigation of terrorism cases.

141.  The Special Operative Department (SOD) of the Ministry of Internal Affairs is responsible
for fighting organized crime and the trafficking of drugs, arms, and human beings.Since 2004 it
provides operative support to the AML Unit for investigation of money laundering cases and, as such,
conducts operative-searching activities (covert operations) for evidence gathering, and can investigate
the financial background of suspects and defendants.

Ministry of Foreign Affairs

142.  The Ministry of Foreign Affairs receives designations under United Nations Security Council
Resolution 1267 and forwards them to the Intergovernmental Commission, the Financial Monitoring
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Service (FMS), and the Ministry of Internal Affairs. It is also involved in the extradition framework.
Finally, the Ministry is also responsible for the law relating to legal persons and arrangements.

The FMS—the Georgian financial intelligence unit (FIU)

143.  The FMS is Georgia’s FIU. It is an administrative type FIU established at the National Bank
of Georgia. The FMS receives, collects, analyzes, and transmits information in accordance with the
AML/CFT Law. The FMS Service is an independent organization separate from state governance
bodies. The FMS became operational on January 1, 2004 on the basis of the AML/CFT Law (adopted
on June 6, 2003) and the ordinance of the President of Georgia No. 354 of July 16, 2003 regarding
“Approving the Regulation of the Financial Monitoring Service of Georgia—Legal Entity of Public

E3]

Law™.
Customs service

144.  Customs Border Protection Department (CBPD) is responsible for customs and border
protection. The Department is also responsible for identification of traffickers of cash smuggling.
There are 18 border check point (BCP) posts in Georgia.

National Bank of Georgia (NBG)

145.  The NBG is an independent state organ. Its independence is provided for in the Constitution
of Georgia, as well as in the Organic Law on the “National Bank of Georgia.” NBG is the central
bank and supervisor of financial institutions in Georgia. The Anti-money laundering unit in NBG is a
separate division which is subordinated directly to the vice-governor of the NBG in charge of
supervisory matters.

146.  The NBG is responsible for licensing and registration of financial institutions. All financial
institutions when applying for a license or registration at NBG have the duty to register with the FMS,
subject to sanctions in case of failure to register.

DNFBPs
Casino supervisory body

147.  According to the AML/CFT Law of Georgia (Article 4), supervision policy over casinos is
carried out by the Ministry of Finance of Georgia. The Law of Georgia on “Gambling and
Commercial Games” provides the legal basis for organizing and providing lotteries, gambling, and
commercial games and defines the respective authority exercising control over the gambling
businesses.

148.  The Audit Department of the Revenue Service is responsible for tax control, including
gambling machines. The Prevention Department of the Revenue Service controls compliance with
permit conditions by permit holders of gambling and commercial games. Audits revealed that the
gambling sector has frequently failed its statutory obligations (e.g., incomes not reported fully;
incorrect identification information on winners; accounts were provided in violation of the existing
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rules and other violations). According to the nature and severity of these violations, an indirect
method of defining tax liability has been applied.

1.7. Progress Since the Last Mutual Evaluation

149.  Since 2008, the existing ML provisions have been amended and new provisions been
introduced to address the shortcomings identified in the last evaluation conducted by MONEYVAL.
In particular, the sanctions under Article 194 of the Criminal Code of Georgia (CCG) were increased
and the value threshold removed, a new Article 194-1 of the CCG was introduced to criminalize the
acquisition, possession, use, or realization of laundered proceeds; tax evasion has become a predicate
offense under all ML provisions, and the all-crimes approach under Article 194 of the CCG was
changed to allow for an even more liberal application of the provisions to “any undocumented or
illegal property.” Furthermore, criminal liability for legal persons was introduced, including for ML.
The latest set of amendments to the ML provisions came into force in November 2011 and related
mostly to terminology and technical details.

150. In 2011 and following the amendment of the AML/CFT Law, leasing companies,
accountants, and auditors were included under the list of reporting entities. In January 2010, the
Minister of Justice issued recommendations for the CPO raising awareness about Article 194 of the
CCQG criminalizing ML and requiring all the departments of the office involved in investigating
predicate crimes to carry out ML investigations to identify and trace the proceeds of crimes. This
decision was also forwarded to the relevant departments at the MIA and MOF. As a result, LEAs
began to launch ML investigations in parallel with the predicate crimes investigations which justify
the increase of numbers of ML investigations in 2010 and 2011.

151.  Since 2008, the existing ML provisions have been amended and new provisions introduced to
address the shortcomings identified in the last evaluation conducted by MONEYVAL. In particular,
with the new AML/CFT Law (as amended on December 20, 2011) and the subsequent updated
regulations for each financial institution, the scope of the CDD requirements has been extended. CDD
for legal persons has been reinforced including a more complete definition of beneficial ownership,
PEPs, and client. Additionally, new provisions have been included on legal arrangements, ongoing
CDD, timing of verification, record keeping, third parties, correspondent relationships, non-face-to-
face transactions, and wire transfers. The legal framework has noticeably improved, yet the
implementation of the AML/CFT measures implemented by the financial sector institutions remains a
challenge.

152.  The list of watch zone countries was updated and adopted by an NBG Decree of August 24,
2011. Overall, the legal regulations regarding the reporting of suspicious transactions have improved.
The FMS Decrees, as amended in August 2011, extended the requirements of the AML Law to
microfinance organizations and money remitters. The definition of suspicion was improved under the
amended Law of 2011. Article 9.2 of the AML/CFT Law of December 2011 requires submitting the
report on the same day, thus, going forward the reports are expected to be submitted promptly. The
FMS has issued Guidance for Commercial Banks on Essential Indicators for Detection of Suspicious
or Unusual Transactions on January 27, 2010. Similar guidelines have been issued to insurance
companies.

153.  Many changes to the AML/CFT framework impacting DNFBPs have been adopted since the
last mutual evaluation. The amendment of the AML Law included a number of changes regarding
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preventive measures including expanding the requirements regarding ongoing due diligence of
business relationships, implementing policies and procedures to mitigate the risk of non-face-to-face
transactions; monitoring of risks associated with new technologies; conducting enhanced due
diligence of high-risk customers, business relationships and transactions; and not carrying out
transactions or ceasing business relationships if the beneficial owner cannot be subjected to
identification and verification. New requirements came into force on January 1, 2012. A series of
amended decrees were issued for DNFBPs namely Decree No. 93 for Notaries (amended on
January 31, 2012) and Decree No. 94 for Casinos (amended on February 6, 2012). A new decree for
Accountants (Decree No. 12) was issued on January 31, 2012. These decrees came into force upon
promulgation.
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2. LEGAL SYSTEM AND RELATED INSTITUTIONAL MEASURES

Laws and Regulations

2.1. Criminalization of Money Laundering (R.1 and 2)

2.1.1. Description and Analysis

Recommendations 1 and 2 (both rated PC in the third mutual evaluation)
Legal Framework:

154.  Georgia criminalizes the legalization of illicit income (“ML”) through Articles 186, 194, and
194/1 of the Criminal Code of Georgia (CCQ).

155.  Article 186 criminalizes “the use, acquisition, possession or realization of property obtained
by criminal means”. Article 194 of the CCG defines as an offense “the legalization of illicit income,
i.e. giving a legal form to illegal and/or undocumented property (use, acquisition, possession,
conversation, transfer or other action) for purposes of concealing its illegal and/or undocumented
origin and/or helping any person to evade the legal consequences, as well as concealing or
disguising its true nature, originating source, location, allotment, circulation, ownership and/or other
related property right.” Article 194-1 of the CCG prescribes as an offense “the use, acquisition,
possession or realization of property received through illicit income legalization.” All three
provisions set out aggravated offenses in paras.(2) and (3), including the commission of a relevant
offense by a group or organized group, on a repetitive basis, or involving income in large or
especially large quantity.

156.  The assessors noted that the provisions in certain instances criminalize the same conduct and
inquired about the hierarchy of the three norms. The authorities explained that Article 194 would be
considered and treated as the main laundering offense and that the large majority of all ML cases in
Georgia were tried on the basis of the aggravated offenses under Article 194 (2) and (3) of the CCG.
Article 186 was, until recently, only applicable in relation to objects but not to funds or other assets
obtained by criminal means. In preparation for the assessment, and to ensure that the acts of
“acquisition, possession, or use” are also criminalized in the absence of the specific purpose required
under Article 194, the scope of Article 186 was expanded to include all types of “property.” The
authorities indicated that the vast majority of cases based on Article 186 would, however, relate to the
acquisition, possession or use of criminal objects as opposed to funds. It was further stated that
Article 194-1 of the CCG would only cover the acquisition, possession, or use of property laundered
as opposed to proceeds of crime in general. Article 194-1 of the CCG has never been applied in
practice.

157.  Georgia ratified the Vienna Convention on January 8, 1998 and the Palermo Convention on
September 5, 2006.

Criminalization of ML (c. 1.1—Physical and Material Elements of the Offense):

158.  Article 194 of the CCG criminalizes the legalization of illicit income, which is prescribed as
“giving a legal form (use, acquisition, possession, conversion, transfer or other action) to the illegal
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and/or undocumented property for purposes of concealing its illegal and/or undocumented origin
and/or of helping any person to evade the legal consequences, as well as the concealing or disguising
of its true nature, originating source, location, allotment, circulation, ownership and/or other related

property right.”

159.  Article 186 of the CCG makes it an offense to “knowingly use, acquisition, possession, or
realization of a property obtained by criminal means” and Article 194-1 of the CCG provides for
criminal liability for “knowingly use, acquisition, possession or realization of property received
through the illicit income legalization.”

160.  The ML offenses under Georgian law address all material elements as defined in the Palermo
and Vienna Conventions. The “conversion or transfer,” the “concealment or disguise of the nature,
source, location, disposition, movement or rights and ownership” and “the acquisition, possession or
use” of criminal proceeds are all explicitly covered under the provisions cited above.

161.  The Vienna and Palermo Conventions require that countries criminalize the “acquisition,
possession or use” of illicit property regardless of the purpose for which such acts are carried out.
While under Article 194 of the CCG, such acts have to be carried out for the purpose of concealing
the property’s illegal and/or undocumented origin for the act to constitute ML, the offense under
Article 186 of the CCG does not set out any specific purpose requirement and, thus, meets the
requirements under the Conventions on this point.

The Laundered Property (c. 1.2):

162.  The ML offense under Article 194 of the CCG applies to any “illicit income” which is any
“illegal and/or undocumented property.” The term “illegal property” is defined in a legally binding
note to Article 194 of the CCG as “any property, also the income derived from that property, stocks
(shares) that are gained by the offender, his/her family members, close relatives or the persons
affiliated with him/her through the infringement of the law requirements” and “undocumented
property” as “property, also the income derived from that property, stocks (shares) [in relation to
which] an offender, his/her family members, close relatives or the persons affiliated with him/her are
unable to present a document certifying that the property was obtained legally, or the property that
was obtained by the monetary funds received from the realization of the illegal property.” In other
words, the law applies a reversed burden of proof.

163.  In contrast to Article 194, Articles 186 and 194-1 of the CCG apply to “property” obtained by
criminal means (Article 186) or through ML activities (Article 194-1).

164.  The authorities stated that the term “property” as used in Articles 186, 194, and 194-1 of the
CCG would be defined in accordance with Article 147 of the Civil Code to include “all items
(objects) and immaterial property, which can be owned, used and disposed by natural persons and
legal entities and purchased without limitation, if it is not prohibited by the law and does not
contradict with moral norms.”

165.  Article 148 of the Civil Code further stipulates that an “object” may be either “movable or
immovable” and Article 149 defines “immovable object” as “a tract of land with its subsoil minerals,
the plants growing on the land, and buildings and other structures firmly attached to the land.”
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According to Article 152 of the Civil Code, “immaterial property” means “demands and rights which
can be transferred to other persons and which are aimed to receive material benefit, and/or to receive
a right to demand anything from other persons.”

166.  In discussion with the authorities, the assessors raised concerns that the term “property” as
used in the Civil Code would, by definition, exclude any illicit property and, thus, would not be
useful in the context of an ML prosecution.

167.  The authorities explained that in a criminal context, it is long-standing practice of the courts
to apply only the first part of the definition (“all items (objects) and immaterial property, which can
be owned, used and disposed by natural persons and legal entities and purchased without limitation™)
and to ignore the second part (“if it is not prohibited by the law and does not contradict with moral
norms”). The authorities further argued that the legislator made it very clear, through the references in
Article 186 of the CCG to “property obtained by criminal means,” in Article 194 of the CCG to
“illegal property” and in Article 194-1 of the CCG to “property received through illicit income
legalization,” that in the context of an ML prosecution, the term “property” would, by definition,
extend to illicit property. This interpretation was confirmed by the courts.* For example, in one case,
the defendant was convicted for “receipt or demand, by a civil servant or a person of the equal status,
directly or indirectly of money, securities, other property or property benefits” that were proceeds of a
misappropriation offense. The term “property,” thus, clearly includes illicit property, as required
under the FATF standard.

168.  Indirect proceeds of crime are explicitly covered for all predicate offenses based on the
reference in the note to Article 194 to “income derived from” illicit property. The authorities stated
that they are also implicitly covered under Article 186 and Article 194-1 of the CCG. This
interpretation was also adopted in a Recommendation issued by the Chief Prosecutor in

February 2012, in which he advises the prosecutors that Article 194" of the CCG was to be applied to
“property received through the exchange of the property obtained by criminal means into the other
property (for example: use, acquisition, possession, or realization of the picture, which was obtained
in exchange for the stolen picture, etc.) “whereas Article 186 would apply more generally to “the use,
acquisition, possession or realization of an income derived from the property obtained from the
commission of crime (for example: use, acquisition, possession, or realization of an interest rate on a
bank account of the property obtained by criminal means; use, acquisition, possession or realization
of increase in market value of a property obtained by criminal means, etc.).”

169.  In sum, the Georgian ML provisions apply to assets of every kind, whether corporeal or
incorporeal, moveable or immoveable, tangible or intangible, and legal documents or instruments
evidencing title to or interest in such assets.

Proving Property is the Proceeds of Crime (c. 1.2.1):

170.  None of the statutory provisions criminalizing ML require that a conviction for the
underlying predicate offense be obtained to prove that property is the proceeds of crime. According to

® Conviction of December 22, 2011 Giorgi Tabitdze and Merab Kurdgelashvili.
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the authorities, given that Article 194 applies to any illegal conduct (including noncriminal) and that
the provision can be applied also to undocumented property (in other words, it can apply when the
prosecutor is able to show that there is no evidence to establish the legitimate source of the property),
it is not necessary to prove the underlying criminal conduct. Rather, it would suffice for the
prosecution to establish that property cannot possibly have been obtained by legal means, based on
the factual circumstances of the specific case.

171.  In the context of Articles 186 or 194-1 of the CCG, the prosecution does have to establish
beyond a reasonable doubt that a specific predicate offense has been committed for the ML provisions
to apply. However, also in this context it is not necessary to obtain a conviction for the predicate
offense and the courts have sentenced ML in an autonomous way.*

The Scope of the Predicate Offenses (c. 1.3):

172.  Of the three statutory provisions criminalizing ML, Article 194 of the CCG is the most far
reaching in that it applies to any “illegal and/or undocumented property.” It suffices for the
prosecution to establish beyond reasonable doubt that the property has been obtained through illegal
conduct (including acts constituting a violation of administrative or civil law) or is undocumented
property. The scope of the offense is, therefore, not limited to criminal offenses.

173.  In comparison, both Article 186 and Article 194-1 of the CCG require that the prosecution
establishes beyond reasonable doubt that property stems from the commission of a criminal offense.

174.  All provisions under Georgian law criminalizing ML thus apply, at a minimum, to property
that stems from the commission of a criminal offense. The table below establishes how each FATF-
designated category of predicate offenses is criminalized. Under each FATF-designated category of
predicate offenses, Georgia has criminalized at least one or more offenses as follows:

Predicate Offense Georgian Criminal Provisions

Participation in an organized criminal group and Articles 223, 224, 224/1, 226, 252 of the CCG.
racketeering

Terrorism, including FT Articles 323 — 331/1 of the CCG.
Trafficking in human beings and migrant smuggling | Articles 143/1, 143/2 and 143/3, and 344/1 of
the CCG.

Sexual exploitation, including sexual exploitation of | Articles 137 — 141 of the CCG.
children

lllicit trafficking in narcotic drugs and psychotropic | Articles 260 — 273 of the CCG
substances

lllicit arms trafficking Article 236 of the CCG.

lllicit trafficking in stolen and other goods Article 186, 197/1, 200 of the CCG.
Corruption and bribery Articles 203, 221, 338, 339, 340 of the CCG.
Fraud Articles 180, 182, 219 of the CCG.

“ For example, Conviction of June 28, 2011 against Gocha Zeinklishvili; Conviction of January 21, 2011
against Davit Mukhigulashvili and Levan Khidesheli; and Conviction of October 18, 2011 against Giorgi
Antadze and Omar Edilashvili.
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Counterfeiting Currency Article 212 of the CCG.

Counterfeiting and piracy of products Articles 189, 189/1, 196, 197 of the CCG.
Environmental crime Articles 229/1 and 287 — 306 of the CCG.
Murder, grievous bodily injury Articles 108 — 126 and 144/1 of the CCG.
Kidnapping, illegal restraining and hostage-taking | Articles 143, 144, 147, 149 of the CCG.
Robbery or theft Articles 177 and 178 of the CCG.
Smuggling Articles 214 of the CCG.

Extortion Article 181 of the CCG.

Forgery Articles 210 and 362 of the CCG.

Piracy Article 228 of the CCG.

Insider trading and market manipulation Article 202 of the CCG.

175.  The ML provisions even go beyond the scope of the FATF standard on this point in that they
apply to all offenses, including tax evasion which is criminalized under Article 218 of the CCG.

Threshold Approach for Predicate Offenses (c. 1.4):

176.  As indicated above, Georgian law has adopted an all-crimes approach under Articles 186 and
194-1 of the CCG and applies Article 194 of the CCG to property stemming from any illegal conduct,
whether or not criminal in nature.

Extraterritorially Committed Predicate Offenses (c. 1.5):

177.  Articles 186, 194, and 194-1 of the CCG do not explicitly refer to illegal or criminal conduct
committed abroad. The authorities argued that the ML provisions would, therefore, also be applicable
in situations where property stems from activities that occurred abroad and that would have
constituted criminal or illegal conduct had they occurred in Georgia.

178.  In the context of Article 194 of the CCQG, it is only required to establish that property is
“undocumented” as indicated under criterion 2 above. No evidence has to be provided to establish
any form of illegal or criminal conduct and it, thus, is irrelevant where conduct that generated the
undocumented property occurred.

179.  With regards to Articles 186 and 194-1of the CCG, the authorities supported their
interpretation through reference to Article 4 of the CCG, which provides that a person who
“commences, continues, ceases or ends” a crime in Georgia shall be subject to criminal liability under
the Georgian law. It was stated that according to this provision, proceedings under Articles 186 and
194-1 of the CCG could be instituted in Georgia whenever part of the laundering activity occurred on
Georgian territory, regardless of whether the underlying criminal conduct occurred in or outside
Georgia. Dual criminality would not be a requirement in this context. The authorities’ view has been
confirmed by the courts.*

* For example, in Conviction of January 21, 2011 against Davit Mukhigulashvili and Levan Khidesheli; and
Conviction of October 18, 2011 against Giorgi Antadze and Omar Edilashvili.
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Laundering One’s Own lllicit Funds (c. 1.6):

180.  The statutory provisions criminalizing ML do not differentiate between persons who launder
the proceeds of their own criminal offenses and persons who launder proceeds of another person’s
criminal conduct, and therefore, seem to apply in both cases. The Georgian courts criminalized self-
laundering in a number of cases. *°

Ancillary Offenses (c. 1.7):

181.  Ancillary offenses are set out in the general provisions of the CCG and are applicable to all
criminal offenses under Georgian law, including ML.

182.  Chapter VI of the CCG deals with “incomplete crimes,” Article 18 criminalizes the
“preparation of crime,” and Article 19 sets out the offense of “attempt to commit a crime.”
Articles 23, 24, and 25 deal with accomplice liability.

183.  Article 18 of the CCG sets out an offense of “preparation for a crime” and applies in relation
to any grave or particularly grave criminal offense as well as a number of expressly enumerated
offenses, including Article 186 (1) and (2) and Article 194-1 (1) and (2) of the CCG. ¥ Article 194 as
well as the aggravated offenses under 194-1 (3) and Article 186 (3) of the CCG fall under the scope
of Article 18 due to their categorization as “grave” or “particularly grave” crimes. For the offense to
have been complete, the perpetrator must have intentionally created the conditions for the
commission of a criminal offense. An overt act towards the commission of the crime is not required.

184.  Article 23 of the CCG criminalizes “criminal complicity” and applies in the case of an
“intentional joint participation of two or more persons in the commission of a crime.” An overt act
towards the commission of the offense or an attempt to commit the offense is required for Article 23

to apply.

185.  Article 19 of the CCG criminalizes as attempt any conduct aimed at the commission of a
criminal offense but that was not brought to completion. Attempt is criminalized in relation to any
intentional crime under Georgian law.

186.  Articles 24 and 25 of the CCG further extend criminal liability to any person who organizes,
instigates, or acts as an accessory in the commission of a criminal offense. An accessory liability is
defined liberally to apply to anybody who “gives support” to the commission of a crime.

* For example, Conviction of June 8, 2010, against Davit Gabunia, Itakli Khurtsidze, Giorgi Gabunia and
Aleksandre Lordeli; Conviction of July 4, 2011 against Mamuka Gogitidze, Givi Verulidze and Besik
Nikatsadze; and Conviction of August 19, 2010 against Vakhtang Goguadze, Mamuka Gogitidze, Givi
Verulidze, Besik Nikatsadze, DaviT Gabunia, Itakli Khurtsidze and Vakhtang Goguadze.

7 Article 12 differentiates three types of criminal offenses: less grave offenses (intentional or negligent act
sanctionable with imprisonment for up to five years); grave offenses (intentional act sanctionable with
imprisonment for up to ten years, or a negligent act sanctionable with imprisonment for more than five years);
and grave offenses (intentional act sanctionable with imprisonment for more than ten years or life).
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187.  The outlined provisions set out appropriate ancillary offenses to ML, including attempt,
aiding and abetting, facilitating and counseling the commission thereof. In addition, association to
commit ML can be prosecuted as “criminal complicity” under Article 23 of the CCG and Article 18
in cases where an overt act towards commission of the ML crime has not yet occurred.

Additional Element—If an act overseas which do not constitute an offense overseas, but would
be a predicate offense if occurred domestically, lead to an offense of ML (c. 1.8):

188.  See discussion under criterion 5. The Georgian ML provisions also apply to an act committed
abroad that would have constituted criminal conduct had it occurred in Georgia, whereby it is
irrelevant whether that conduct is criminalized in the foreign jurisdiction.

Liability of Natural Persons (c. 2.1):

189.  The ML provisions apply to any person who intentionally commits any of the acts under
Articles 194, 186, or 194-1 of the CCG with the knowledge that the property involved was “obtained
by criminal means” (Article 186), “received through illicit income legalization” (Article 194-1) or is
“illegal or undocumented property.”

190.  The authorities explained that for Article 194 of the CCG to apply, the prosecutor would
merely have to establish that the perpetrator knew that the property in question was undocumented. It
is not required to show that the perpetrator knew that the property has illegal or criminal sources. In
the context of Article 186 of the CCG, it would have to be established that the person had general
knowledge of the underlying criminal source of the property, without having to prove that the person
knew exactly from which offense the proceeds were generated.

191.  Under Article 194-1 of the CCG, the person would have to know that the property was
obtained through ML activities.

192.  In sum, all the provisions are in line with the minimum standard required under FATF
Recommendation 2.

The Mental Element of the ML Offense (c. 2.2):

193.  While there is no specific legal provision on this point, the authorities stated that under
Georgian criminal procedures, the intentional element of any criminal offense, including ML, may
always be inferred from objective factual circumstances. It was stated that the principle of free
evaluation of the evidence by the judiciary is a long-standing practice in Georgia that has been
confirmed by the judiciary in a vast number of cases. The authorities provided case law to establish
this view.

Liability of Legal Persons (c. 2.3)

194.  Since 2006, Georgian law recognizes the principle of criminal liability of legal persons.
Article 107/1 and 107/2 of the CCG expressly stipulates that the ML provisions are applicable to legal
persons. According to the authorities, in November 2011 two legal persons were convicted for
laundering proceeds of tax evasion. In both cases, the directors of the companies as well as the
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companies themselves were indicted. Assets of the directors were frozen, but not those of the legal
persons.

Liability of Legal Persons should not preclude possible parallel criminal, civil or administrative
proceedings (c. 2.4):

195.  Article 107/1 (8) of the CCG provides that criminal liability of a legal person does not
exempt the legal person from its duty to redress damages it caused as a result of a criminal offense, or
from other measures prescribed by law. The authorities stated that this provision would be interpreted
to allow for the imposition of administrative and other sanctions against a legal person in addition and
parallel to criminal sanctions.

Sanctions for ML (c. 2.5):

196.  The sanctions provided for basic ML (i.e., in the absence of aggravating circumstances) vary
depending on the legal provisions applicable to the relevant conduct. The offense under Article 194 of
the CCQG is subject to a fine or imprisonment of a term of three to six years. Under Articles 186 (1)
and 194-1 (1) of the CCG, ML is sanctioned with a fine, or socially useful work for 180 to 200 hours,
or correctional work for up to one year, or imprisonment for a term of up to two years.**

197.  In aggravated circumstances, namely, if the ML offense has been committed repeatedly, by a
group based on prior agreement, or the conduct involved property in excess of GEL 30,000, the
sanctions available are a prison sentence of six to nine years (Article 194 (2) of the CCG) or a fine or
imprisonment for two to five years (Articles 186 (2) and 194-1 (2) of the CCQ).

198.  Even stricter sanctions are available in cases involving an organized group, abuse of official
power, or property in excess of GEL 50,000. Article 194 (3) of the CCG provides for a sanction of
imprisonment for nine to twelve years and Articles 186 (3) and 194-1 (3) of the CCG of four to seven
years. Under all three provisions, a legal person convicted of an ML offense may be sanctioned to
liquidation of the person or deprivation of the right to pursue a business, and a fine.

199.  The sanctions for ML are generally consistent with the sanctions applicable to other
economic crimes under Georgian law. For example, fraud is sanctioned with a fine, or socially useful
work for 170 to 200 hours, or correctional work for up to two years, or imprisonment for a term of
two to four years; embezzlement with a fine or imprisonment for a term of up to three years; extortion
with a fine or imprisonment for a term of two to four years; and corruption with imprisonment for up
to two years.

200.  The sanctions set out under Article 194 of the CCG are in line with the sanctions adopted by
other jurisdictions in the region. For example, both Armenian and Azerbaijani law follows a similar
concept as Georgian law. Basic ML offenses are punished with imprisonment of up to four years (in
the case of Armenia) and a fine or imprisonment of up to five years (in the case of Azerbaijan). In the
circumstances provided for under Articles 194 (2) of the CCG, both Armenia and Azerbaijan provide

* Socially useful work is unpaid work carried out by a convict during his/her spare time, whereas correctional
work is service at the workplace of the convict.
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for a prison sentence of four to eight years. Cases covered under Articles 194 (3) of the CCG are
sanctioned with a prison term of six to twelve years in Armenia and seven to twelve years in
Azerbaijan.

Armenia Azerbaijan Georgia
Basic ML Imprisonment of up to Fine or imprisonment of A fine or
4 year up to five years imprisonment for

three to six years

Grave ML Offense Imprisonment for four Imprisonment for four to Imprisonment for
to eight years eight years six to nine years
Especially grave ML Imprisonment for six to | Imprisonment for seven Imprisonment for
Offense twelve years to twelve years nine to twelve
years

201.  The sanctions applied by the courts for ML are generally on the lower end of the spectrum,
both in the context of autonomous offenses and offenses tried in combination with the predicate
offense. In particular, cases tried on the basis of the aggravated offenses under Article 194 (2) and (3)
of the CCG, which is the majority of all ML cases, are rarely punished with the full sanction available
(six to nine years under para. (2) and 9 to 12 years under para. (3)). The authorities stated that this
was due to the fact that the prosecution would usually enter into a plea agreement with the defendant
in exchange for information. Based on the agreement, the prosecution then applies to the court for
imposition of a less severe sanction than the one provided for under the relevant legal provision. In
2010, 12 persons convicted of ML entered into a plea agreement with the prosecution. In 2011, 91
defendants were convicted and sentenced on the basis of a plea agreement. The authorities stated that
plea agreements would generally be offered in exchange for information in only two situations: in
relation to minor offenses or, in the case of grave offenses such as Article 194 (2) or (3) of the CCG,
when the defendant participated in but did not actually control or orchestrate a specific ML scheme.
Other factors that would be taken into consideration are whether the person has a criminal record, and
whether the defendant agrees to reimburse Georgia for any damages to the state budget due to unpaid
taxes, misappropriation, embezzlement etc. Representatives stated that in the context of the ML
offenses tried, it was not considered that plea agreements were offered too liberally. This was due to
the fact that in most cases, the defendant was merely acting as a straw person for the persons actually
controlling a specific ML scheme.

202.  The table below indicates examples of sanctions imposed for ML and the underlying
predicate offense:
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LEGAL PROVISION IMPRISONMENT SANCTION IMPOSED
Article 194 (2) and (3) 17 years, of which 11 for ML.
Article 194 (2) and (3) 4 years, of which 3 years for ML.
Article 194 (2) and (3) 5 years, of which 1 year for ML.
Article 194 (3) 5 years, of which 3 years for ML.

Article 194 (3) in combination with Article 3 years, of which 2 years for attempted ML.
25

Article 194 (1) 4 years, of which 1 year for ML.

Article 194 (3) in combination with Article 6 years, of which 1 year and 6 months for ML.
24

Article 194 (2) and (3) in combination with | 17 years, of which 9 years for ML.
Article 24

Article 194 (2) in combination with Article 13 years and 9 months of which 6 years for ML.
24

Article 194 (3) in combination with Article 14 years, of which 9 years for ML.
24

Article 194 (3) in combination with Article 12 years and 6 months. of which 9 years for ML.
24

Article 194 (2) and (3) 1 year, of which 6 months for ML.
Article 194 (3) 1 year, of which 6 months for ML.
Article 194 (3) 2 years, of which 1 year and 6 months for ML.
Article 194 (3) 1 year, of which 4 months for ML.
Article 194 (2) 3 years, of which 1 year and 6 months for ML.

203. In addition, there are a number of cases in which a conviction was obtained and sanctions
imposed for the ML offense alone as outlined in the table below:

YEAR LEGAL PROVISION SANCTION IMPOSED

2007 Article 194 (2) and (3) 3 years (suspended) and a fine of

€435

Article 194 (2) 1 year, 8 months and 19 days
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Article 194 (2) 1 year, 8 months and 19 days

Article 194 (2) and (3) in combination with Article 1 year (suspended) and a fine of

24 €434.010

Article 194 (3) in combination with Article 19 5 years (suspended) and a fine of
€4.340

2010 Article 194 (1) 5 years (suspended) and
community labor of 200 hours
2011 . )

Article 194 (3) 1 year (suspended) and a fine of
€44.027

Articles 194 (2) and (3) 9 years and a fine of €88.055

Article 194 (2) and (3) 9 years and a fine of €22.013

Article 194 (3) 1 year (suspended) and a fine of
€264.165

Article 194 (2) and (3) 1 year (suspended) and a fine of
€132.082

Article 194 (2) and (3) 1 year (suspended) and a fine of
176.110 EUR

Article 194 (2) and (3) 1 year (suspended ) and a fine of
€176.110

Article 194 (1) 6 years

Article 194 (3) 1 year (suspended) and a fine of
€4.402

204.  Inrelation to the two legal persons convicted for ML in November 2011, the sanctions
imposed were liquidation of the legal entities.

205.  After the last assessment by MONEY VAL in 2006, Georgia’s legislator increased the
sanctions for ML to address one of the shortcomings identified in the evaluation report. While this
effort is a sign of Georgia’s willingness to improve the system to effectively fight ML, in practice the
frequent use of plea agreements in ML cases seems to undermine this legislative effort in the sense
that the prosecution hardly ever applies for the stricter sanctions now available. In light of this
information, the assessors find that Georgian authorities do not apply the sanctions regime in a
sufficiently dissuasive and effective manner. While the assessors agree that plea agreements can be a
useful tool in the fight against organized and serious crime, such agreements should be applied in a
selective manner, in particular in the context of aggravated offenses.
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Implementation and Statistics (R.32):

206.  Statistics on ML were provided by the Ministry of Justice. In summary, between 2005 and
2011, 133 cases were investigated for ML, of which 81 resulted in a prosecution and 102 in a
conviction. Of those, 54 cases related to autonomous ML. The reason why the number of cases in
which a conviction was obtained is higher than the number of cases prosecuted is that a prosecution
may be split into a number of separate cases once it gets to the trial level.

207.  The vast majority of ML investigations since 2007 were triggered by an STR even though
since 2010 the number of cases referred to the prosecutor’s office from another law enforcement
authority has increased significantly. In addition, a conviction based on Article 186 of the CCG was
obtained in 291 cases. None of the convictions were based on Articles 194-1 of the CCG.

Year Investigations Prosecutions Convictions (final)
2005 16 6 2
(17 persons) (10 persons)
2006 10 4 3
(4 persons) (5 persons)
2007 9 2 1
(2 persons) (2 persons)
2008 9 3 4
(4 persons) (5 persons)
2009 9 4 1
(6 persons) (1 person)
2010 22 17 16
(29 persons) (19 persons)
2011 58 45 75
(143 persons) (123 persons)
208.  The table below summarizes general crime statistics provided by Ministry of Justice for the

years 2010 and 2011. As indicated above, the number of cases in which a conviction was obtained
may in some instances be higher than the number of cases prosecuted due to the fact that a
prosecution can be split into a number of separate cases once it gets to the trial level.

2010 2011 (Jan — Nov.)

Predicate Investigation | Prosecution | Conviction |Investigation | Prosecution | Conviction
Offense S S S S 5 5

(cases) (persons) (persons) | (persons) (persons) (persons)
Participation 20 51 18 20 39 109
in an
organized
criminal group
and
racketeering
Terrorism, - 1 - 14 38 23
including FT
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Trafficking in
human beings
and migrant
smuggling

11

Sexual
exploitation,
including
sexual
exploitation of
children

licit
trafficking in
narcotic drugs
and
psychotropic
substances

2645

2566

2524

1676

1679

1678

llicit arms
trafficking

1559

890

1036

1306

777

906

Micit
trafficking in
stolen and
other goods

106

150

176

96

104

115

Corruption
and bribery

359

255

237

282

233

549

Fraud

2150

1701

1532

1873

1193

1388

Counterfeiting
Currency

98

36

38

67

13

Counterfeiting
and piracy of
products

Environmental
crime

71

98

99

Murder,
grievous
bodily injury

285

198

318

148

151

186

Kidnapping,
illegal
restraining
and
hostage-takin

9

13

16

Robbery or
theft

13413

4694

4301

10768

3813

3997

Smuggling

32

43

59

26

21

16

Extortion

93

64

58

70

57

73

Forgery

363

703

580

359

603

589

Piracy

Insider trading
and market
manipulation
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209.  The authorities stated that so far, a conviction could be secured in all cases that were filed
with the court and that the number of investigations and prosecutions terminated was rather low. It
was further indicated that the ratio of investigations initiated vs. convictions obtained for ML as well
as the total number of investigations and prosecutions for ML improved significantly since 2005 due
to increased political will to combat such crimes, coupled with amendments to the legislation and
extensive training of law enforcement authorities and members of the judiciary on ML. Another
contributing factor was the issuance by the Ministry of Justice in January 2010 of guidelines to all
prosecutors and investigators, urging them to focus also on financial aspects in the course of
conducting investigations for proceeds generating crimes.

210.  According to information provided by the authorities, between 2007 and 2011, the main
predicate offenses involved in ML cases were falsification of official and contractual documents
(convictions in relation to 47 persons) followed by smuggling offenses (convictions in relation to 14
persons), corruption and bribery (convictions in relation to 6 person), theft, illegal logging, and illegal
entrepreneurial activity (convictions of 5 persons in each category). In some cases, convictions were
obtained for more than one predicate offense. No ML convictions were obtained in the context of
illicit trafficking in narcotic drugs and psychotropic substances, participation in an organized criminal
group or racketeering, or illicit trafficking in human beings or arms.

211.  Georgia has in place a strong and comprehensive legal framework to prosecute and sanction
ML. Since the issuance of the Ministry of Justice guidelines in January 2010, the number of
investigations, prosecutions, and convictions has increased and a good number of cases have been
investigated and prosecuted.

Effectiveness:

212.  Despite the positive developments in strengthening and implementing Georgia’s legal
framework, the assessors question whether the ML provisions are applied effectively in the context of
the most significant proceeds generating crimes. In particular, there are four main areas of concern:

. First, when comparing the cases in which ML convictions were obtained with Georgia’s
general crime profile, it seems that the ML provisions are not applied in the context of those
predicate offenses that are most likely to generate proceeds. For example, in 2010 and 2011
more than 4,000 persons were convicted in relation to drug-related crimes, of which more
than 150 were convicted for cross-border trafficking of drugs. Furthermore, 127 persons were
convicted of participation in an illegal armed formation or membership of the “thieves-in-
law” organization, and over 2,000 persons were convicted in relation to the illegal purchase,
storage, carrying, manufacturing, transportation, or sale of arms. No ML convictions were
obtained in relation to such crimes. In particular, the following categories of predicate
offenses were discussed:

. On the lack of ML convictions in relation to drug-trafficking offenses, the authorities
explained that this was due to the fact that the statistics for drug-related offenses
would also include cases of illegal retention as opposed to sale or purchase of drugs,
and that 95 percent of all cases under this category would relate to possession of
illegal drugs for private use. While the assessors acknowledge this fact, it must,
nevertheless, be noted that illegal circulation of drugs was the second most frequently
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registered predicate crime in Georgia both in 2009 and 2010, and it is, thus, not
credible that no proceeds were generated through illicit trafficking of drugs in
Georgia;

. In relation to organized crime, it was stated that law enforcement undertook serious
efforts between 2003 and 2006 to suppress domestic organized criminal groups, also
called “thieves-in-law.” The measures taken resulted in the eradication of such
groups in Georgia. Several authorities indicated that, by now, members of such
groups would either be held in prison or have fled the country. Close surveillance of
members of the organization as well as their family members and friends would
warrant that leaders of the organizations no longer orchestrate or control any criminal
activity in Georgia. However, the statistics set out above (70 persons were convicted
in 2010 and 2011 of membership of the “thieves-in-law” organization) indicate that
the authorities have not been entirely successful in preventing such organizations
from operating in Georgia and it is unclear why no ML charges have been filed in
relation to organized crime since 2007. Furthermore, an increased number of
investigations in European countries focus on the activities of Georgian criminal
organizations, which expose the risk of proceeds from such crimes being channeled
back to Georgia. In the fall of 2011, 23 Georgian nationals were indicted in France
for participation in an organized group. In 2010, Austria, Spain, Italy, and Germany
carried out operation “Java” which resulted in the arrest of close to 100 alleged
members of the “thieves-in-law” organization, amongst them a number of
high-ranking members. Based on these considerations, the conclusion may be drawn
that the ML provisions are not sufficiently utilized to address the risks posed from
domestic and transnational organized crime;

. In relation to human trafficking, it was stated that such offenses would not generate
significant criminal proceeds in Georgia. However, Georgia was cited to have had
convictions for human trafficking in relation to 39 persons in 2009, resulting in an
average sentence of 21 years imprisonment.* Ten investigations were initiated in
2010, some of which are ongoing. The rather high sentences imposed in these cases
suggest that the convictions were in relation to serious trafficking operations.

. Secondly, in response to the assessors’ inquiry as to why so many ML cases involved
“laundering of undocumented property” or falsification of documents, the authorities
responded that this was because there had been several cases in which money was channeled
through the books and accounts of (both domestic and offshore) legal entities. In a number of
these cases, Georgian residents and/or citizens falsified the companies’ accounting books,
invoices, expense reports, commercial license documents, tax declarations, or other
documents to conceal money flows. Given the lack of information on the predicate offense
that initially generated the proceeds, or the natural persons controlling or orchestrating such
schemes, law enforcement authorities opted to prosecute for “laundering of undocumented

* Statistics were taken from the 2010 and 2011 U.S. State Department Reports on Trafficking in Persons.
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property” or for ML in combination with falsification of documents.*® While the assessors
welcome the authorities’ initiative to hold the perpetrators in such cases accountable for ML,
increased efforts should also be put on investigating the background of such cases, in
particular to establish the actual source of the property, to identify the countries from/to
which proceeds are transferred, and consequently to apply the ML provisions also to the
persons controlling or orchestrating such schemes. In cases where such persons are located
abroad and it is impractical or impossible to file charges in Georgia, the evidence gathered
should be provided to competent authorities in the relevant foreign countries in all cases.
Furthermore, based on the rather high number of such cases as opposed to the low number of
convictions of legal persons, the conclusion may be drawn that the ML provisions are not yet
applied effectively in relation to legal persons.

Thirdly, based on discussions with various law enforcement authorities and on the statistics
provided, it seems that most ML cases have been initiated by the Financial Monitoring
Service (FMS) through the provision of CTRs and STRs. Only few ML cases were detected
in the context of an investigation for a predicate offense. This raises questions about the
extent to which law enforcement focuses on the financial aspects of predicate crime.

Lastly, in light of the concerns expressed under Section 1 and Recommendation 30 of this
report on the lack of independence of the Georgian judiciary and law enforcement authorities,
the application of Article 194 of the CCG to any illegal or undocumented property as opposed
to only criminal proceeds bears the risk of abuse of the provisions, and thus may undermine
the effectiveness of the AML/CFT framework as a whole.

In summary, the assessors recommend that the authorities review the approach taken in

applying the ML provisions to ensure that the strong legal framework in place is used to more
effectively combat predicate crimes both in a domestic and transnational context.

2.1.2.

Recommendations and Comments

Utilize the option to enter into a plea agreement in a more selective manner, in particular in
the context of aggravated offenses, and ensure that in all other cases, the sanctions regime for
ML is applied in a dissuasive and effective manner.

%% Based on the statistics provided by the authorities, it seems that between 2007 and 2011 convictions in
relation to more than 40 persons follow the described scheme. The assessors calculated this number by counting
only those convictions that were obtained for ML or ML and forgery of documents but no other offenses. The
assessors’ understanding was further confirmed by the fact that the majority of convictions for grave and
especially grave ML Article 194 (2) and (3) of the CCG were obtained on the basis of a plea agreement,
whereby the authorities stated in the context of serious offenses such agreements would only be offered to those
persons whose level of participation in the commission of the crime was minor. The authorities stated that in
some of these investigations launched in 2011, a separate investigation was launched to identify persons outside
of Georgia that were involved in such schemes and to be able to obtain assistance from other countries in doing

SO.
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. Review the approach taken in applying the ML provisions to ensure that the strong legal
framework in place is used to combat predicate crime effectively both in a domestic and
transnational context. In particular, a proactive approach should be put on investigating and
prosecuting those persons that orchestrate and control ML schemes through Georgia. Law
enforcement authorities should also address financial flows in their investigations for
predicate offenses to detect any potential ML activities.

2.1.3. Compliance with Recommendations 1 and 2

Rating Summary of factors underlying rating”'

R.1 LC Effectiveness:

e The ML provisions are not applied in a sufficiently effective manner, both in
relation to domestic and transnational predicate crimes.

R.2 LC e Due to the frequent use of plea agreements, the sanctions regime for ML is
not applied in a sufficiently dissuasive and effective manner.

Effectiveness:

e The ML provisions are not applied effectively to legal persons.

2.2, Criminalization of Terrorist Financing (SR.II)

2.2.1. Description and Analysis

Special Recommendations II (rated NC in the third mutual evaluation)
Legal Framework:

214.  Chapter XXXVIII of the CCG sets out a number of terrorism offenses, including an
autonomous offense of financing of terrorism (“FT”’) under Article 331/1. Aggravated FT offenses are
set out under Article 331/1 (2) for commission of the offense by an organization or repeatedly, and
Article 331/1 (3) for commission of an offense by a terrorist organization or an offense involving
grave consequences.

215.  The FT offense was introduced in July 2006 and then amended twice, most notably to make
the offense applicable to the financing of individual terrorists.

216. At the time of the on-site mission, Georgia had investigated one case of FT, resulting in the
prosecution of three individuals. The case was still pending and related to activities in the break-away
zones.

217.  Georgia ratified the International Convention for the Suppression of the Financing of
Terrorism (“FT Convention) on September 27, 2002 and all nine Conventions and Protocols listed in
its Annex.

>! These factors are only required to be set out when the rating is less than Compliant.
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Criminalization of FT (c. I1.1):

218.  Article 331/1 of the CCG criminalizes the FT as the “collection or provision of funds or other
property, knowing that it will fully or partially be used or is possible to be used by a terrorist or
terrorist organisation or/and for the commission of one of the offenses envisaged by Articles 144,
227,227/1,227/2, 230, 231, 231/1, 231/2, 323-330 and 330/2 of the present Code, regardless whether
any of the offense referred to in these articles has been committed.”

219. The material elements of the FT offense (namely the “collection or provision, directly or
indirectly, of funds and other property”) are both covered under Article 331/1. The requirement that
the collection or provision takes place with the intent that the funds collected or provided are to be
used for FT is also covered.

220.  The authorities stated that the term “property” under Articles 147-149 would be defined in
accordance with Article 152 of the Civil Code and extends to assets of every kind, whether tangible
or intangible, moveable or immovable, and legal documents or instruments in any form. A detailed
discussion of this point is provided under Recommendation 1 of this report.

Financing of Terrorist Acts:

221.  Pursuant to Article 2 of the TF Convention, countries must criminalize the financing of

(1) conduct covered by the offenses set forth in the nine Conventions and Protocols listed in the
Annex to the FT Convention (“the convention offenses”) and (2) any other act intended to cause
death or serious bodily injury to a civilian, or to any other person not taking an active part in the
hostilities in a situation of armed conflict, when the purpose of such act, by its nature or context, is to
intimidate a population, or to compel a government or an international organization to do or to abstain
from doing any act (“the generic offense”).

222.  Article 331/1 of the CCG applies whenever a person collects or provides funds or property
with the intention that they be used for the commission of any crime stipulated by Articles 144, 227,
227/1,227/2, 230, 231, 231/1, 231/2, 323-330, and 330/2 of the CCG. Article 323 of the CCG sets
out a general offense of terrorism and applies to any act that involves “explosion, arson, the use of
arms or other act that pose a danger of human death or of significant damage to property or of other
grave consequences and also infringes upon public safety, strategic, political and economic state
interests committed with the aim to create fear among population or exert pressure on internal or
foreign authorities or international organization.”

223.  The requirement that an act under Article 323 of the CCG “infringes upon public safety,
strategic, political or economic state interests” for it to constitute a “terrorist act” is not reflected in
the definition of the generic offense under the FT Convention. The authorities stated, however, that in
practice this requirement would not pose any limitation in that the court would always consider an act
under Article 323 to “infringe upon public safety.” The evidentiary burden to prove this element
would, therefore, not be high. While the assessors see merit in this argument, it should be noted that



65

the FT offense have never been applied by the court and that an element of uncertainty, thus, remains
on this point.*”

224.  With respect to the convention offenses, the provisions cross referenced in Article 331/1,
namely, Articles 144, 227, 227/1, 227/2, 230, 231, 231/1, 231/2, 323-330, and 330/2 of the CCG
cover most of the offenses defined in the nine Conventions and Protocols listed in the Annex to the
FT Convention. However, some gaps remain as it is unclear how the offenses defined in the
Convention for the Suppression of Unlawful Acts Against the Safety of Civil Aviation are covered
under the scope of Article 331/1 of the CCG. Offenses under the International Convention for the
Suppression of Terrorist Bombing are covered only if committed with terrorist intent.”

225.  For a person to be held criminally liable for FT, Article 331/1 of the CCG does not require
that the funds were actually used to carry out or attempt a terrorist act or were linked to a specific
terrorist act. It is merely required that the perpetrator intended to support the commission of a terrorist
act, or a terrorist or terrorist organization for the offense to have been committed.

Financing of Terrorists and Terrorist Organizations:

226.  Article 331/1 of the CCG applies to the collection or provision of funds or other property,
knowing in advance that it will or may fully or partially be used by a terrorist or a terrorist
organization. The language of Article 331/1 does not require that the funds are provided with the
intention to support a specific terrorist act, but applies also in situations where property is provided to
a terrorist or terrorist organization for legitimate use, such as for example to cover basic living
expenses. The authorities confirmed this interpretation.

227.  The terms “terrorist” and “terrorist organization” are defined in the Law of Georgia on
Combating Terrorism (“Terrorism Law”) and are applicable to Article 331/1 of the CCG. Article 1of
the Terrorism Law defines “terrorist” as “a person who participates in terrorist activity” which is
further defined as an “activity the liability for which is determined by Chapter XXXVII (Articles 323-
331/1) of the CCG.” For the term to be defined fully in line with the FATF standard, the offenses
Article 323-331/1 would, thus, have to cover both the generic and the convention offenses. As
discussed above, uncertainty exists as to how the courts will interpret the requirement under Article
323 of the CCG that an act “infringes on public safety,” etc. Furthermore, the majority of convention
offenses are not covered under Article 323-331/1 of CCQG, in particular the offenses under the
Convention for the Suppression of the Unlawful Seizure of Aircraft; the Convention for the
Suppression of Unlawful Acts Against the Safety of Civil Aviation; the Convention on the Physical
Protection of Nuclear Material; and the Convention for the Suppression of Unlawful Acts Against the
Safety of Maritime Navigation; and the Protocol for the Suppression of Unlawful Acts Against the
Safety of Fixed Platforms Located on the Continental Shelf are not covered. As a result, the definition

32 The requirement that an act must “infringe upon public safety” for it to constitute a terrorist act was removed
from the provision through a legal amendment on March 15, 2012.

53 The offenses under the two Conventions were criminalized in Georgia on March 15, 2012, and Article 331/1
of the CCG was amended to include these new offenses within the scope of the FT offense.
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of the term “terrorist” is considerably limited in scope compared to the definition of the term under
the FATF standard.

228.  “Terrorist organization” is defined under Article 1 (g) of the Terrorism Law as “an
organization (regardless of its form), established for realization of terrorist activity (an act of
terrorism). An organization can be deemed as a terrorist organization if at least one of its structural
subdivisions or at least one of its members carried out terrorist activity (an act of terrorism) with the
authorization of the leadership of this organization.” While the definition is slightly narrower than the
definition of the term under the FATF standard in that it requires a structural organization for a group
to be considered a “terrorist organization,” in cases where funds are provided to two or more persons
operating without any structural organization, the prosecution could still base criminal charges on the
financing of an individual terrorist in relation to each group member.

229.  Asin the context of the financing of an individual terrorist and for the reasons already
indicated above, the term “terrorist activity” is considerably narrower in scope than the term “terrorist
act” as defined under the FATF standard, which in turn has a limiting effect on the definition of
“terrorist organization.”

Attempt and ancillary offenses:

230.  The general provisions of the Georgian CCG apply to all criminal offenses, regardless of
whether they are set out in the CCG or another law. Chapter VI of the CCG is, thus, also applicable to
the FT offense under Article 331/1. In particular, Articles 18 (preparation), 19 (attempt) and 23-25
(accomplice liability) all apply. For a detailed discussion of these provisions, see criterion 1.7.

Predicate Offense for ML (c. I1.2):

231.  Asindicated under criterion 1.3., the Georgian ML provisions apply in relation to all criminal
conducts. The FT offense under Article 331/1 of the CCG is, therefore, a predicate offense for ML, as
required under the international standard.

Jurisdiction for Terrorist Financing Offense (c. I1.3):

232.  Article 331/1 of the CCG does not address extraterritorial jurisdiction. However, the
authorities stated that the offense could be applied regardless of whether or not the financed act or
organization is located in Georgia. Reference was again made to Article 4 of the CCG, which
provides that a person who “commences, continues, ceases or ends” a crime in Georgia shall be
subject to criminal liability under the Georgian law and thus supports the authorities’ view that the FT
provision can be applied also in situations where merely the financing activity is carried out in
Georgia but the financed act/individual/organization is located abroad.

233.  The assessors raised concern that the reference under Article 3230f the CCG to specific
provisions of the CCG could be interpreted to mean that only a conduct that can be prosecuted as an
offense in Georgia, and, therefore has been committed in Georgia, would qualify under Article 323.
The authorities clarified, however, that this was not the case and that Article 331/1 of the CCG could
also be applied where a conduct that was committed abroad would have constituted a terrorist act, had
it occurred in Georgia.
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234.  In the absence of any case law on FT, it is difficult to confirm the authorities’ view. However,
the authorities stated that the courts have applied this logic in other contexts. For example, just like
Article 323, Article 18 of the CCG which relates to the preparation of a crime, is drafted to apply only
in relation to expressly-referenced provisions under the CCG. Nevertheless, the courts have applied
Article 18 also in the context of criminal offenses that have been carried out abroad. The authorities
argued that the court would follow the same thinking in the context of Article 331/1. The authorities’
view was also confirmed by representatives of the judiciary. Georgian law can, thus, be considered to
be in line with the FATF standard on this point.

The Mental Element of the TF Offense (applying c. 2.2 in R.2):

235.  The FT offense under Article 331/1 of the CCG applies to any person who carries out the
required conduct “knowing in advance that [the funds or property] will or may fully or partially be
used” to support terrorism. The knowledge element may be inferred from objective factual
circumstances as discussed under criterion 2.2.

Liability of Legal Persons (applying c. 2.3 & ¢. 2.4 in R.2):

236.  Georgian law recognizes the principle of criminal liability of legal persons. Article 107/2 of
the CCQG lists the offenses in relation to which criminal liability may be imposed for legal persons and
includes a reference to all terrorism offenses and FT. In practice, the FT provisions have never been
applied to a legal person. As indicated under criterion 2.4. above, Article 107/1 (8) of the CCG
provides that making a legal person subject to criminal liability for FT does not preclude the
possibility of parallel criminal, civil, or administrative sanctions.

Sanctions for FT (applying c. 2.5 in R.2):

237.  The basic FT offense under Article 331/1 of the CCG is sanctioned with imprisonment for a
term of 10 to 14 years. In aggravated circumstances, the sanction is increased to imprisonment for a
term of 14 to 17 years (if the offense is committed by an organization or repeatedly) or even to
imprisonment for a term of 17 to 20 years or life (if committed by a terrorist organization of resulting
in grave consequences). Sanctions available in relation to legal persons are a fine, liquidation, and
deprivation of the right to pursue any further activity.

238.  The sanctions for FT are comparable only to those available in relation to the most serious
crimes under Georgian law, such as aggravated murder, torture, terrorism, and trafficking in human
beings.

239.  The sanctions provided seem to be stricter than those set out under the laws of some
neighboring countries. For example, Armenia sanctions FT with imprisonment for three to seven
years (for the basic offense) or eight to twelve years (in aggravated circumstances). Azerbaijan sets
out a sanction of imprisonment for ten to twelve years.

Armenia Azerbaijan Georgia

Basic FT Imprisonment of Imprisonment for Imprisonment for ten to fourteen

three to seven years | ten to twelve years | years
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Aggravated

FT Offense Imprisonment for Imprisonment for Imprisonment for fourteen to

eight to twelve years | ten to twelve years | seventeen years; or seventeen to
twenty years or life.

240.  The statutory sanctions available for FT can be considered as proportionate. In the absence of
any case law, however, it remains to be seen whether the judiciary will also apply them in an effective
and dissuasive manner.

Implementation and Statistics (R.32):

241. At the time of the assessment, Georgia has had one investigation for FT resulting in the
prosecution of three individuals. The investigation related to conduct that occurred in the break-away
zones and involved the provision of arms and US$4,000 in cash to support the commission of a
terrorist act in Thilisi. The case was pending at the time of the on-site visit. There have been no ML
cases involving FT.

Effectiveness:

242.  In discussions with the authorities it was indicated that the risk from domestic terrorists or
terrorist organizations was perceived as low and, accordingly, FT was not a major area of concern in a
domestic context.

243.  However, the authorities stated that since 2009, numerous acts of terrorism were planned and
organized from the breakaway-zones and carried out in Tbilisi. This view is also reflected in the
Evaluations of Threats Faced by Georgia 2007-2009 issued through presidential decree, where it is
stated that “limited control of state borders [...] increases the probability of terrorism.” In Georgia’s
2006 report to the UN Security Council Committee established pursuant to Resolution 1267, it is
stated that “The conflict zones on the territory of Georgia, in particular, the territories of the
Autonomous Republic of Abkhazia and the Tskhinvali Region/South Ossetia, that are beyond the
jurisdiction of Georgia, also pose a danger. The separatist regimes fail to control the situation in the
above regions that have led to establishment of favorable conditions for activities of terrorist groups
as well as for flourishing smuggling, trafficking, and other transnational organized crimes”. As noted
above, the information has not been examined by the assessors.

2.2.2. Recommendations and Comments
. Amend Article 323 to remove the requirement that an act “infringes upon public safety, etc.”

. Criminalize all offenses defined in the Convention for the Suppression of Unlawful Acts
Against the Safety of Civil Aviation and include them within the scope of Article 331/1.

. Ensure that offenses under the International Convention for the Suppression of Terrorist
Bombings fall within the scope of Article 331/1 also in cases where no terroristic intent can
be proven.
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. Define the terms “terrorist” and “terrorist organization” in line with the FATF standard by
covering within the scope of “terrorist activity” all terrorist acts as defined under the FATF
standard.

2.2.3. Compliance with Special Recommendation II

Rating Summary of factors underlying rating

SR.IT PC e The requirement for an act to “infringe upon public safety, etc.” to qualify as
a terrorist act unduly narrows the scope of the terrorism offense.

e Scope of “terrorist acts” is too narrow. Not all offenses defined in the
Convention for the Suppression of Unlawful Acts Against the Safety of Civil
Aviation are criminalized under Georgian law and are thus not within the
scope of Article 331/1. The financing of offenses under the International
Convention for the Suppression of Terrorist Bombings is covered only where
it can be established that such acts are carried out with terrorist intent.

e The definitions of the terms “terrorist” and “terrorist organization” are too
narrow as they do not extend to all “terrorist acts” as defined under the FATF
standard.

2.3. Confiscation, Freezing and Seizing of Proceeds of Crime (R.3)
2.3.1. Description and Analysis

Legal Framework:

Recommendation 3 (rated LC in the third mutual evaluation)

244.  Article 52 of the CCG provides for the forfeiture of proceeds and instrumentalities of crime in
the context of a criminal conviction. Provisional measures are prescribed through Articles 151-158 of
the Criminal Procedure Code (“CPC”). In relation to a number of offenses, Georgian law also
provides for civil forfeiture based on Articles 356/1-356/7 of the Civil Procedure Code.

Confiscation of Property related to ML, TF, or other predicate offenses including property of
corresponding value (c. 3.1):

245.  Georgian law, through Article 52 of the CCG, provides for the conviction-based confiscation
of proceeds, objects, and instrumentalities of any intentional crime, as well as of instrumentalities that
were intended to be used in the commission of such a crime. Confiscation is a mandatory sanction.
Article 52 of the CCG applies in relation to any intentional crime, thus including to ML, FT, and all
FATF-designated categories of predicate offenses.

246.  Article 52 (1) of the CCG clarifies that forfeiture would mean “forfeiture without
compensation in favor of the state of the object and/or instrumentalities of the crime, item intended
for the commission of crime and/or property acquired through criminal means.”
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247.  Article 52 (2) of the CCG pertains to instrumentalities used or intended to be used in the
commission of a crime, as well as to objects of any intentional criminal offense and prescribes
confiscation of such property whenever such measure is “necessary for state and public interest, to
protect the rights and freedoms of certain persons or to avoid the commission of a new crime.” The
authorities explained that this requirement would have to be established before the court, and that in
practice, it would always be met as the court would automatically consider the confiscation of
instrumentalities and objects of crime to be in the state’s and public’s interest. The authorities
provided a case law confirming that Article 52 (2) has been applied in autonomous ML cases to
confiscate the objects of the offense.

248.  Article 52 (3) of the CCG regulates the confiscation of proceeds of crime and stipulates that
“property acquired through criminal means as well as any proceeds derived from such property or the
property of equivalent value” may be confiscated if the prosecution can prove that the property has
been obtained through criminal means. Confiscation measures are, thus, applicable in relation to
proceeds of any predicate or ML offense, or of equivalent value to such proceeds.

Confiscation of Property Derived from Proceeds of Crime (c. 3.1.1 applying c. 3.1):

249.  Para. (3) of Article 52 of the CCG applies not only in relation to direct proceeds of crime but
also to any indirect proceeds (i.e., property derived from the direct proceeds).

250.  In the case of instrumentalities or objects held or owned by a third party, Article 52 (2) of the
CCQG applies due to the reference to “item[s] owned by or in lawful possession of the accused or
convicted.” No such reference is provided for under Article 52 (3) in relation to proceeds. However,
the authorities maintained that confiscation of proceeds held or owned by a third party would
nevertheless be possible due to the reference to “property of the convicted person acquired by
criminal means.” It was stated that the provision would not differentiate between property that is
owned or held by the defendant vs. a third party but merely requires that property subject to
confiscation is proven to have at some point been acquired by the defendant through criminal means.
In addition, it was argued that Article 52 (3) would allow for equivalent value confiscation and, thus,
for the confiscation of any property owned or held by the defendant to satisfy a specific order. This
view was also confirmed by the courts in a Conviction of June 8, 2010, against Davit Gabunia, Itakli
Khurtsidze, Giorgi Gabunia and Aleksandre Lordeli, where the court confiscated two apartments
registered on the names of third parties, and Conviction of January 21, 2011 against Davit
Mukhigulashvili and Levan Khidesheli, where the court confiscated funds held in bank accounts of a
legal person.

251.  The term “property” is defined in the Civil Code as indicated under Recommendation 1
above.

Provisional Measures to Prevent Dealing in Property subject to Confiscation (c. 3.2):

252.  Article 152 of the CPC defines arrest of property as “the prohibition of the disposal of this
property, and in case of necessity, also its use by person who has ownership or possession over this

property.”
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253.  Article 151 of the CPC provides that the arrest of property may be ordered to secure a
confiscation if there is a suspicion that the property will be hidden, spent or that the property
constitutes proceeds of crime. According to the authorities, it may apply to any type of property that
may become subject to confiscation, including instrumentalities used or intended to be used in the
commission of a crime, as well as objects and direct and/or indirect proceeds of crime. In cases where
the proceeds of crime cannot be located, Article 151 allows for the arrest of property equivalent in
value to proceeds of crime.

254.  The arrest measure pursuant to Article 151 CPC may be applied to any property of the
defendant, or the person financially liable for the defendant’s action and/or his associates. The
authorities argued that the reference to “associates” should be interpreted to allow for freezing of
property owned or held by third parties. This view is supported by Article 152 of the CPC, which
describes arrest measures to prohibit the disposal over or use of frozen property by any person who
OWnS Or possesses it.

255.  As a general rule, Article 154 of the CPC requires a court order to freeze property under
Article 151. In urgent circumstances, however, the prosecutor may issue a ruling to arrest property.

Ex Parte Application for Provisional Measures (c. 3.3):

256.  Pursuant to Article 154 of the CPC, the judge shall decide on a motion to arrest property
within 48 hours without conducting an oral hearing or notifying the party concerned prior to issuing
the notice. The judge is, however, given discretion to review the motion with participation of the
party which filed the motion, i.e., the prosecution.

Identification and Tracing of Property subject to Confiscation (c. 3.4):

257.  Law enforcement authorities have a wide range of mechanisms available to identify and trace
assets that are or may become subject to confiscation. Information and documents covered by legal
privilege may, however, not be accessed by investigative authorities, which could constitute a severe
obstacle in tracing proceeds of crime. Further information on this point is provided under
Recommendations 28 below.

Protection of Bona Fide Third Parties (c. 3.5):

258.  Bona fide third parties affected by a freezing measure under Article 151 CPC may apply to
the court to have their property unfrozen using the provisions of the CPC. The applicant has to
establish, based on the civil law standard, that the property subject to the arrest does not constitute
proceeds or objects of crime, or instrumentalities used or intended to be used in the commission of
crime. In relation to property that has already been confiscated, the applicant may file a tort claim in
cases where return of the property is no longer possible. A decision by the civil court regarding the
third party’s property takes precedence over, and ultimately will modify the order of the criminal
court with respect to the property.

Power to Void Actions (c. 3.6):

259.  There is no express provision in the CPC that would allow a court or prosecutor to prevent or
void actions, whether contractual or otherwise, where the person involved knew or should have
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known that as a result of those actions, the authorities would be prejudiced in their ability to recover
property subject to confiscation. However, a transaction made only for the sake of appearances,
without the intention to create legal consequences corresponding to its terms, or to conceal another
transaction, is considered void pursuant to Article 56 of the Civil Code.

Additional Elements (Rec. 3)—Provision for a) Confiscation of assets from organizations
principally criminal in nature; b) Civil forfeiture; and c) Confiscation of Property which
Reverses Burden of Proof (c. 3.7):

260.  Articles 356/1-356/6 of the CPC provide for the civil forfeiture of any property held by a
person convicted for the offenses of racketeering, trafficking in drugs or human beings, or
membership in the thieves-of-law organization. In addition, the provisions allow for confiscation of
any illicit or undocumented property held by a family member or associate of the convicted person. A
reversed burden of proof is applied in the context of civil forfeiture proceedings.

261.  The final decision on the confiscation of property is made by the Court with the participation
of all parties. The relevant decision of the Court (first instance Court) is the subject of appeal. The
parties to a dispute have the right to appeal the Court’s decision in the Court of Appeal and later in
the Supreme Court of Georgia.

Implementation and Statistics (R.32):

262.  According to statistics provided by the Office of the Chief Prosecutor of Georgia, since 2005
provisional measures were applied in 29 ML cases, resulting in confiscation of property in 23 cases.
These numbers translate into approximately €20.5 million (+ real estate the value of which was not
assessed) frozen versus approximately €9.9 million eventually confiscated. In all cases, the
confiscation order was fully satisfied in the course of the execution of the order. Representatives of
the prosecutor’s office stated that the property indicated below included different types of moveable
and immovable property, including real estate, bank accounts, and cars.

Proceeds Frozen in € Proceeds Seized Proceeds Confiscated in €
in€
2005 572.000 (1 case) - 572.000 (1 case)
2006 4.548.000 (2 cases) - 3.214.000 (1 case)
2007 1.949.000 (2 cases) 1.015.213
2008 8.751.609 (2 cases) 543.486 (2 cases) 2.023.248 (2 cases)
2009 1.738.200 (5 cases) - -
2010 108.726 (2 cases) 101.565 (3 cases) 700.000 (6 cases)
2011 2.789.468 + 13 real estate 228.077 (3 cases) 2.417.638 (11 cases)
objects, the value of which
was not determined (7 cases)
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263.  The table below sets out statistics for confiscations in relation to predicate offenses for the
years 2010 and 2011. The most significant amounts of money were confiscated in the context of drug
offenses (approximately €1.7 million), followed by fraud (approximately €280,000), illegal
entrepreneurial activity (approximately €70,000), and membership of the criminal world
(approximately €30,000 ). Instrumentalities were also confiscated in other categories of crimes. No
statistics were provided on the amounts frozen or seized.
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Effectiveness:

264.  Georgia has in place strong criminal provisions allowing for the arrest and confiscation of all
types of instrumentalities and proceeds of crime, which are supplemented by civil forfeiture
provisions. The confiscation framework has also produced some results considering that over

€9.9 million were confiscated in the context of ML offenses alone.

265.  With respect to the arrest provisions, the authorities indicated that in practice, provisional
measures are applied in a liberal manner, and that the court would apply a rather low standard of
proof to establish the existence of a suspicion that property will be dissipated or is the proceeds of
crime. This view was supported by reference to the statistics above, which indicate that significant
sums have been arrested but only a smaller percentage thereof has eventually been confiscated. The
authorities explained that this was due to the fact that in many cases, all property of the suspect is
frozen, but only certain amounts thereof can later be proven beyond reasonable doubt to constitute
proceeds or instrumentalities of crime.

266. However, when comparing the number of investigations, prosecutions, and convictions for
predicate offenses with the amounts of assets seized in 2010 and 2011, questions remain as to how
effectively the legal provisions are applied to confiscate proceeds of crime. For example, between
2010 and 2011, close to 3,000 convictions for fraud offenses resulted in the confiscation of about
€280,000 and a number of real estate objects, and about 2,000 convictions for arms-related offenses
resulted in the confiscation of €1,200 and instrumentalities. Given the large number of convictions
relating to trafficking in stolen or other goods, corruption and bribery, forgery, and robbery or theft, it
is surprising that barely any property and no funds were confiscated in the context of such offenses. A
renewed focus on applying the ML provisions to the most significant proceeds-generating crimes
would likely result in a more frequent application of the confiscation provisions and, thus, provide an
effective tool in combating all forms of proceeds-generating crimes, including drug, arms, and human
trafficking.

267.  Furthermore, in discussion with the authorities, the question was raised as to why since 2007,
confiscation orders were issued in only 23 out of 55 ML cases, given the mandatory nature of Article
52 of the CCG. The authorities explained that it was general practice in Georgia to advise the court to
issue a confiscation order only in cases where property can actually be located. In cases where it was
established that a person obtained a certain amount of proceeds of crime but the location of the
proceeds are unknown and the defendant does not own any other property in Georgia, the prosecutor
would not apply for confiscation. In the specific context of those ML cases where funds are channeled
through Georgian legal entities with the assistance of local nominee directors or nominee
shareholders, as referenced under Recommendation 1 of this report, the convicted person, namely, the
Georgian straw person, would in most cases not own or hold any property in Georgia. Accordingly,
no confiscation or confiscation of small amounts was ordered in the context of these convictions.

268.  The assessors strongly urge the authorities to review their current practice and to consider
applying confiscation measures not only in cases where property is available for confiscation but in
all cases. Even in cases where the convict does not hold any property in Georgia, such a conviction
can be registered with the Georgian courts and confiscation of any future property equivalent in value
to proceeds be warranted.
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269.  In the context of the ML schemes with an international component as indicated above, it
should be noted that a domestic confiscation order may also be enforced abroad based on an
exequatur decision by a foreign court. Increased efforts by law enforcement authorities to obtain a
conviction not only of the local straw men but also the person in control of such schemes coupled
with a more liberal application of the confiscation provisions as indicated in this paragraph may
provide a useful tool for the Georgian authorities to combat transnational organized crime, and
prevent proceeds from crime conducted abroad to be channeled back into Georgia.

2.3.2. Recommendations and Comments

. Review the scope of legal privilege to ensure that LEAs powers to trace proceeds and
instrumentalities of crime is not negatively affected.

. Make more frequent use of the confiscation framework by applying the confiscation
provisions in all cases, not only those where property can be located.

2.3.3. Compliance with Recommendation 3

Rating Summary of factors underlying rating

R.3 LC e  There is a lack of clear legal basis for the compelled production of
financial records from lawyers.

Effectiveness:

e  The confiscation framework does not seem to be implemented in a
fully effective manner.

24. Freezing of Funds Used for Terrorist Financing (SR.IIT)
2.4.1. Description and Analysis

Special Recommendation I1I (rated PC in the 3" mutual evaluation)
Legal Framework:

270. Georgia established a framework to implement the United Nations Security Council
Resolution (UNSCR) 1267 and successor resolutions and the UNSCR 1373 in 2006 and 2008,
respectively, and amended it in December 2011.

271.  The now repealed Decree of the Head of the FMS of Georgia of October 31, 2006 Number
116 (for UNSCR 1267), Decree of the President of Georgia of January 17, 2008, No. 18 (for UNSCR
1373), and Articles 5.7, 9.2 and 10.4.f of the AML Law required monitoring entities to report and
temporarily freeze transactions involving persons designated under UNSCR 1267 or 1373, and
provided the FMS with the power to apply to the court for extension of the freeze in case of a
suspicion of criminal activity. The freezing mechanism was closely tied to the criminal process under
Georgian law. In practice, no asset or property was ever located or frozen in Georgia under this
process. According to the authorities, there were three cases in which monitoring entities reported
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transactions under the relevant provisions. However, in all cases, the person involved in the reported
transaction turned out to not be the person subject to UNSCR 1267 or 1373.

272.  In December 2011, these provisions were repealed and replaced by Articles 13/1 and 13/2
of the AML Law. The new provisions call for the establishment of a Governmental Commission (“the
Commission”) in charge of issuing the list of persons and entities under UNSCR 1373, and applying
to the court for the issuance of a freezing order in relation to property of persons designated under
UNSCR 1267 or listed by the Commission under UNSCR 1373. The composition of the Commission
as well as its structure, powers, and rules are set out by Decree No. 487 of the Government of Georgia
(the Decree) which was adopted on December 21, 2011. In addition, a new chapter VII was added to
the Administrative Procedure Code of Georgia to regulate administrative freezing orders under the
Decree. Meetings of the Commission may be called by the Commission’s Secretariat, which is the
Public International Law Department of the Ministry of Justice. The Commission met for the first
time on January 31, 2012 and during its inaugural session decided to file an application with the court
for the issuance of a freezing order in relation to property of any person or entity designated in
accordance with UNSCR 1267 and its successor resolutions. The court issued the requested order on
February 13, 2012. The Commission intends to hold meetings whenever there is a need to do so, most
notably when there are any changes to the UN lists.

273.  The freezing order of February 13, 2012 was issued by the court before any property has been
located and was therefore applicable to any person that may be holding or administering targeted
funds.

274.  Given the very recent enactment of the new provisions, the effectiveness of the new freezing
mechanism cannot be established for the purposes of this assessment.

Freezing Assets under S/Res/1267 (c. I11.1):

275.  Pursuant to Articles 4 and 7 of the Decree, the Commission established under Article 13/1 of
the AML Law “shall be authorized to apply to the court for freezing of property owned by persons
referred to [in] the UN Resolutions.” Article 21/31 of the Administrative Procedure Code further
requires that the motion filed by the Commission is “grounded” and provides “information about the
person” designated by the UN and his/her property. The term “person” is defined in the Civil Code
and includes individuals, legal entities, and organizations.

276.  Article 21/22 of the Administrative Procedure Code requires the court to issue a freezing
order if it has been determined that the person referred to in the motion is the person designated by
the UN Resolution. The court’s decision must be issued within 15 days after the Commission’s filing
of the application, and without prior notice to the person concerned.

277.  Pursuant to Articles 4 and 7 of the Decree, the Commission must apply for the freezing of
“property of the persons owned by the persons referred to the UN Resolutions.” The Administrative

>4 i.e., after the assessment mission to Tbilisi but within the two-months time period granted to countries to
make changes to the AML/CFT system for purposes of integration in the assessment report.
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Procedure Code goes a bit further in the sense that it applies the freezing measures in relation to any
“property owned by” such persons, as well by other persons.”

278.  Article 21/32 of the Administrative Procedure Code clarifies that a freezing order issued by
the court may be maintained permanently unless the order is cancelled. Article 21/34 further provides
that in relation to persons designated by the UN, the court may only cancel a freezing order if that
person “was removed from the UN resolution or the sanctions have been abolished against him; “the
person does not correspond to the person referred to in the UN Resolutions,” or “due to certain
circumstances freezing the property of the person shall be inexpedient.”

279.  When analyzing the new system in light of the requirements under UNSCR 1267 and
successor resolutions, a number of issues arise:

280.  First, the requirement under Article 21/31 of the Administrative Procedure Code for the
Commission’s application to be “grounded” supports the conclusion that the courts may review an
application with a view to determine whether merits of the case warrant such a measure. The
obligation under UNSCR 1267 and its successor resolutions, however, is that the funds of designated
persons, groups, or entities are frozen in all cases. Countries do not have discretion to review the
merits of a specific case.

281.  Article 21/31 of the Administrative Procedure Code also has potential to pose a practical
problem in that it requires the Commission’s application to provide information about the person in
relation to whom the application relates. In the context of designations under UNSCR, the evidence
based on which such designations are made is usually not publicly available. Rather, the country
initiating a designation at the UN level generally provides the underlying information to the UN
Sanctions Committee only but not individual member states. This is because in many cases, the
underlying information is classified intelligence. The authorities indicated that Article 21/31 of the
Administrative Procedure Code would not apply for designations under UNSCR 1267 and, therefore,
it would not be required to provide information to establish that an application is “grounded” if it
relates to UN-designated persons or entities. It is not clear to the assessors how the authorities come
to this conclusion, given that the language of Article 21/31 does not exempt UNSCR 1267
designations. It remains to be seen how the Georgian courts will interpret this provision and whether
the authorities will be able to overcome any potential practical challenges on this point.

282.  Secondly, the requirement to issue a freezing order within 15 days from receipt of an
application does not meet the requirement under the standard to take freezing measures in a “timely”
manner, i.e., within a matter of hours of a UN designation. After its inaugural meeting, it took the
Commission 10 days to file an application for a freezing order and another three days for the court to
issue the order. While the authorities expect that this timeframe will get shorter once the Commission
and the court have more experience in applying the process, legally, the court would still have up to
15 days to issue the order once it has received a specific motion.

283.  Lastly, the grounds to cancel a freezing order based on such measures being “inexpedient” is
problematic in the sense that UNSCR 1267 and its successor resolutions do not provide countries
with the discretion to alter or lift a specific freezing measure in relation to a designated person, group,
or entity. The only reason such a measure could possibly be lifted by a domestic court is due to the
affected individual, person, or entity having been removed from the UN list. The authorities stated
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that in practice, the provision would be interpreted in line with the requirement under UNSCR 1452,
to allow for access to frozen funds to cover basic living expenses and humanitarian needs. The
Commission also issued guidance to the public to this effect, which was published on the
Commission’s homepage. The fact remains, however, that the legal provision itself is much more
permissive than the procedures under UNSCR 1452 and an amendment thereof would, thus, be
advisable.

Freezing Assets under S/Res/1373 (c. 111.2):

284.  Article 4 of the Decree designates the Commission as the responsible authority for persons
determined to be terrorists under UNSCR 1373. The Commission’s power extends to both natural
persons and legal persons.

285.  The authorities stated that the Commission would consider any information received by local
or foreign competent authorities to determine whether or not somebody should be designated as a
terrorist under UNSCR 1373. The decision would be made based on reasonable grounds to suspect
that a person has a link with terrorism, or finances or otherwise supports terrorism. A pending
investigation or prosecution would not be required for a person to be designated as a terrorist by the
Commission’s list.

286.  Once a person is included in the Commission’s list, the same measures apply as in the context
of UNSCR 1267 (described under criterion III.1 above). The Commission may file a motion with the
court for the freezing of property of listed persons and the court is required to issue a decision on this
motion ex parte and within 15 days from the submission of the application. The provisions and
procedures to freeze assets of persons designated or to be designated under UNSCR 1373, thus also
raise the issue of timing for issuance of freezing orders as already noted in the discussion under
criterion III.1 above.

Freezing Actions Taken by Other Countries (c. I11.3):

287.  As indicated under criterion I1I.2, the Commission has an express mandate under Articles 4
and 7 of the Decree to establish the list of persons subject to the measures under UNSCR 1373 and
may initiate changes to the list both upon request of a domestic or foreign entity.

288.  The provisions and mechanisms in place to implement UNSCR 1373 in a domestic context
are, thus, also available for actions initiated under the freezing mechanisms of other jurisdictions.

Extension of c. II1.1-11I1.3 to funds or assets controlled by designated persons (c. I11.4):

289.  Articles 4 and 7 of the Decree apply to property “related to persons” designated by the UN
under UNSCR 1267 or listed by the Commission under UNSCR 1373 but the term “related to” is not
defined. The Administrative Procedure Code refers to the freezing of “property”” which it defined
under Articles 21-30 as “all items (objects) and immaterial property, revenue obtained from this
property, or property purchased by this revenue which can be possessed, used and disposed by
persons referred to in this chapter directly or indirectly, independently or together with other
persons.” The definition of the term “property” is broad enough to include assets of every kind,
whether corporeal or incorporeal, moveable or immoveable, tangible or intangible, and legal
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documents or instruments evidencing title to or interest in such assets, and to apply also to jointly
owned property.

290.  Neither the Decree nor the Administrative Procedure Code make reference to property
controlled as opposed to possessed, used, or disposed of by a designated or listed person. However,
the Commissions’ request for the court to issue a freezing order related to any property “possessed or
controlled” by UN-designated persons on February 10, 2012, and on February 13, 2012, the courts
gave suit. The provisions have, thus, been applied in line with the FATF standard to also cover
property controlled by designated persons.

Communication to the Financial Sector (c. II1.5):

291.  Any freezing orders will be sent to the National Enforcement Bureau (NBE) which will
circulate them to all monitoring entities through the relevant supervisory authorities, and to the debtor
registry (which is a publicly available electronic database that is checked whenever a vehicle or
firearm or property, claims or rights are registered). All freezing orders are publicly available on the
official website of the Tbilisi City Court and the designations made under UNSCR 1373 will be
posted on the Commission’s homepage.

Guidance to Financial Institutions (c. II1.6):

292.  The Commission has issued guidance on listing and delisting procedures on its website.”
However, those guidance notes are more on the general process and that they do not address the steps
that the monitoring entities must take to implement the freezing orders, and particularly, the measures
that must be taken in case property or funds of a person named in the order is detected.

De-Listing Requests and Unfreezing Funds of De-Listed Persons (c. I11.7):

293. A decision by the Commission to designate a person under UNSCR 1373, or to apply for
issuance of a freezing measure in relation to a listed or designated person, can be appealed with the
Commission. Pursuant to Articles 4 (d) and 7 of the Decree, applications filed with the Commission
for delisting of a person from the UN list, and/or the unfreezing of that person’s property, shall be
forwarded by the Commission to the competent bodies at the UN within reasonable time and the
appellant be informed about this decision. In the context of an application by a person listed under
UNSCR 1373, the Commission may decide on the appeal and if granted, shall remove the person
from its list and/or apply to the court for unfreezing of that person’s property, as the case may be.

294.  Freezing orders issued by the court can also be appealed with the court. An appeal must be
filed within 48 hours after serving of the order to the party concerned and a decision be made by the
appellate court within 15 days from when the appeal was filed. The decision by the appellate court is
final.

> http://www.justice.gov.ge/index.php?lang_id=GEO&sec_id=800.
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295.  After expiration of the 15 days, a motion to unfreeze property may be filed with the courts
only by the Commission pursuant to Article 21/33 of the Administrative Procedure Code. Such
measures do not seem to be available directly to affected parties.

296.  In the context of UNSCR 1267, the court’s discretion to review a freezing mechanism based
on an application by the Commission is limited to the question of whether the relevant person is still
designated by the UN, whether the person subject to the order is the same as the person on the UN
list, and that the freezing measure is not inexpedient. As already indicated under criterion 1, however,
the provisions to cancel a freezing order based on such measures being “inexpedient” is problematic
in that UNSCR 1267 and its successor resolutions do not provide countries with discretion to alter or
lift a specific freezing measure in relation to a designated person, group, or entity.

Unfreezing Procedures of Funds of Persons Inadvertently Affected by Freezing Mechanism (c.
I11.8); Review of Freezing Decisions (c. I11.10):

297.  The Commission may petition the court for a lifting of the measure under Article 21/34 of the
Administrative Procedure Code based on the argument that the person is not the same as the person
listed by the Commission or designated by the UN. Alternatively, a person inadvertently affected may
file an appeal directly with the courts under Article 21/33 of the Administrative Procedure Code.

Access to frozen funds for expenses and other purposes (c. I11.9):

298.  The law does not set out a mechanism to enable designated or listed persons to access funds
for necessary or extraordinary expenses. While Article 21/34 of the Administrative Procedures Code
grants the court the power to unfreeze property if it was established that the measure was
“inexpedient” in a certain case, this motion may only be filed by the Commission and not by a party
affected by the freezing measure.

299.  The Commission has issued guidance on the processes for filing an application to get access
to frozen funds for humanitarian purposes and that provides for a notification/approval mechanism to
the UN before funds can be accessed. However, as this guidance was not available in English is it not
clear to what extent the process set out therein is line with the requirements under UNSCR 1452.

Freezing, Seizing, and Confiscation in Other Circumstances (applying c. 3.1-3.4 and 3.6 in R.3,
c. I11.11)

300. Asdiscussed in great detail under Recommendation 3 of this report, freezing measures are
also available in a criminal context. In comparison to freezing orders under the Administrative
Procedure Code, criminal freezing measures are temporary in nature, apply only in relation to
proceeds and instrumentalities of crime and, most importantly, require that the person holding or
owning the frozen funds is subject to a criminal investigation or prosecution in Georgia.

Protection of Rights of Third Parties (c. I11.12):

301.  Article 21/32 of the Administrative Procedures Code determined that the court shall take into
account the rights of bona fide third parties when examining a motion by the Commission to freeze
property. Once a freezing order has been issued, bona fide third parties may apply for the order to be
reviewed based on Articles 21/33 of the Administrative Procedure Code.
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Enforcing the Obligations under SR.III (c. I11.13):

302.  Article 4.e of the Decree sets out a mandate for the Commission to monitor enforcement of
the court’s freezing orders, including by monitoring entities. During its inaugural meeting, the
Commission delegated this task to the NBE and requested that the NBE inform all supervisory
authorities of any court orders, with a request to forward the order to monitoring entities. The
authorities stated that the NBE would also be responsible for adding designated persons to a national
list of debtors. It was, however, not established that the supervisory authorities, in the course of their
on-site and off-site audit work, also check whether the monitoring entities comply with the
administrative freezing orders.

303.  The CCG of Georgia provides for sanctions under Article 381 for a failure to comply with a
decision of the court or to interfere with its execution. The imprisonment term may be up to two
years. The provision has never been applied in the context of implementing the above-referenced
provisions.

Implementation and Statistics (R.32):

304.  While there is no express obligation for FIs to check their client databases against the
freezing orders, the authorities stated that monitoring entities would do so as a matter of practice, and
that most FIs would use software such as World Check.

305. At the time of the assessment, no assets have been frozen in Georgia pursuant to UNSCR
1267 or 1373. According to the authorities, three suspicious transactions reports have been filed prior
to the implementation of the new system, one by a currency exchange business and the two others by
banks. In all three cases, the persons reported turned out to be not the same as the listed designated
person and, therefore, no the freezing measure was taken. No Georgian citizens have ever been listed
pursuant to UNSCR 1267 by a competent UN Sanctions Committee. According to the authorities, so
far they have not been requested to give effect to a foreign freezing measure.

Effectiveness:

306.  Given the recent enforcement of the new system, it is not possible for the assessors to gauge
the effectiveness of Georgia’s mechanisms as outlined in this section. However, through a legal
analysis of the relevant provisions, the assessors identified a number of shortcomings that would have
a severe impact on the effectiveness of the system, if practical cases were to arise:

307.  The language of Article 21/31 of the Administrative Procedure Code could be interpreted by
the courts to allow for a review on the merits of each case in the context of designations under
UNSCR 1267 and the court’s power to lift a freezing order in relation to UN designated persons,
groups, or entities based on such measures being “inexpedient” is problematic in that UNSCR 1267
and its successor resolutions do not provide countries with discretion to alter or lift a specific freezing
measure.

308.  Furthermore, the reference under UNSCR 1267 to “freeze without delay” should be
interpreted to require a freezing measure to be applied within a matter of hours from the designation
of a person by a competent UN Sanctions Committee. It appears that the Commission can be
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convened and an application for a freezing order be filed with the court rather quickly. However, once
an application has been filed, the court has 15 days to issue a decision; it could, therefore, take days
or even weeks before a freezing order is issued. This time span cannot be considered “without delay,”
and has the potential to hinder severely the effectiveness of the system.

2.4.2. Recommendations and Comments

The authorities are recommended to:

. Amend Article 21/31 of the Administrative Procedures Code in order to clarify that an
application for a freezing order must be considered “grounded” by the courts whenever a
person is designated by the UN Sanctions Committed under UNSCR 1267.

. Ensure that freezing measures under UNSCR 1267 and 1373 are applied “without delay”
including where such measures are requested by a foreign authority, and consider whether the
15-day period granted under Article 21/32 of the Administrative Procedures Code to issue a
freezing order is too permissive. “Without delay” should be interpreted to mean within a
matter of hours from the designation of the person.

. Remove the court’s power to review a freezing order in relation to UN-designated persons,
groups, or entities.

. Ensure that there are adequate processes in place to grant access to frozen funds for necessary
or extraordinary expenses in line with the requirements under UNSCR 1452.

. Issue more detailed guidance to monitoring entities on how to implement their obligations
under freezing orders.

. Ensure that monitoring entity’s compliance with the obligations under freezing orders is
appropriately monitored.

2.4.3. Compliance with Special Recommendation III

Rating

Summary of factors underlying rating

SR.III

PC

The language of Article 21/31 of the Administrative Procedure Code allows
for the courts to review the merits of each case in the context of designations
under UNSCR 1267.

Freezing measures under UNSCR 1267 and 1373 may not be applied
“without delay.”

Court’s power to lift a freezing order is not admissible under UNSCR 1267.

Unclear whether there are adequate processes in place to grant access to
frozen funds for necessary or extraordinary expenses in line with the
requirements under UNSCR 1452.
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Implementation

¢ Guidance to monitoring entities is not sufficiently detailed.

e There is no monitoring of monitoring entities’ compliance with freezing
orders.

e The new mechanism has been introduced only very recently and its
effectiveness can therefore not be established.

2.5. The Financial Intelligence Unit and its Functions (R.26)
2.5.1. Description and Analysis

Recommendation 26 (Rated LC in Moneyval’s third round MER)

Legal Framework:

309. The Financial Monitoring Service (FMS)—the Financial Intelligence Unit of Georgia— was
established pursuant to Article 10 of the 2003 AML Law. The status of the FMS is also defined under
Article 53 to 55 of the Organic Law of Georgia on the “National Bank of Georgia” adopted in
September 24, 2009—the NBG organic Law. The Presidential Ordinance of 23 August 2007 was
amended on November 26, 2009 on “Approving the Regulation of Financial Monitoring Service of
Georgia—Legal Entity of Public Law” that became effective on December 1, 2009—FMS
Presidential Ordinance of 2009.

Establishment of FIU as National Center (c. 26.1):

310.  The FMS was created in 2003 and became operational in 2004. According to Article 10 of the
AML Law and Article 53.6 of the NBG organic Law, the FMS is an independent authority not
subordinated to any agency in performing its activities. It is accountable and submits annual reports
on its activities to the President of Georgia. Pursuant to Article 4.1 of the FMS Presidential Ordinance
and Article 54.1 of the NBG organic Law, the Head of the FMS is appointed by the President of
Georgia in agreement with the Council of the NBG for a term of four years.

311.  The FMS serves as the national center for receiving, analyzing, and disseminating suspicious
transaction reports (STRs), cash transaction reports (CTRs), and other relevant information
concerning ML and terrorist financing activities. Overall, the FMS is receiving suspicious
transactions, automatic reports about natural and legal persons from watch zones (42 countries). Due
to lack of understanding of the requirements, unusual, attempted and threshold reporting are in most
of cases filed and counted as CTRs. Both reports are received from monitoring entities as defined by
the FATF standards and public agencies like the NAPR and customs at the Ministry of Finance
(declarations).

312.  Pursuant to Article 9.1 of the AML Law, “monitoring entities” are obliged to submit relevant
information to the FMS. For more details about entities required to report, please refer to the
description under Recommendations 13 and 16. The FMS also has the authority to initiate cases
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where information has been provided by another source, such as the media or public. Monitoring
entities under the AML Law include most of the reporting entities defined in the FATF standards and
other public agencies (Customs at the Revenue Service and the National Agency for Public Registry
(NAPR).*® Following the amendments of the AML/CFT Law of December 2011, leasing companies,
accountants, and auditors were included under the list of monitoring entities; however, electronic
money institutions, companies, real estate agencies, lawyers, and trust and company service providers
(TCS) were not added to the list.

313.  In addition, Article 10.4.e of the AML/CFT Law provides the FMS with the power to obtain
any information from all monitoring entities and state or local self-governance bodies or institutions
(which exercises public legal authority), as well as any individual or legal entity.

314.  In accordance with Article 10.5.b of the AML/CFT Law, the FMS is authorized, after
conducting analysis of the relevant information, to disseminate the information and the available
materials in duplicate copies to the Prosecutor’s Office (PO) and the Ministry of Internal Affairs
(MIA) for investigation or action when there are grounds to suspect ML or FT.

315.  Finally and according to Article 10.4.c, the FMS was empowered to issue normative acts
(hereafter called Decree) to monitoring entities on the conditions and procedures for receiving,
systemizing, processing, and forwarding the relevant information and identification of the person.
More information about normative acts could be found under Section 1 of the report. Article 10.4.c of
the AML/CFT Law of December 2011 was amended to enable the FMS to adopt (issue) normative
acts within its competence for the purposed of implementation of the AML/CXFT Law.

Guidelines to Financial Institutions on Reporting STR (c. 26.2):

316.  In consultation with the relevant supervisory bodies, the FMS issued decrees determining
detailed requirements for identification and customer due diligence (CDD), record keeping and
reporting including the manner of reporting for banks (2004), exchange bureau (2004), credit union
(2004), insurance companies (2004), notaries (2004), NAPR (2010), casinos and gambling, lottery
games (2004), securities (2008), brokerage firms (2008),”” microfinance companies (2008), and
money remittance (2009). These decrees were amended several times including in 2011. Additional
indicators®™® were issued to banks (January 2010), insurance companies (May 2010), and notaries and
NAPR (October 2011). These indicators were developed based on the FATF typologies and
indicators and other countries’ experiences.

%% The National Agency of Public Registry is responsible for the registration of legal persons and real estate and
considered as a monitoring and reporting entity.

" The first Decree for brokerage companies and securities registrars was issued in 2004. In 2008, FMS issued
two separate decrees: one for brokerage companies and another for securities registrars.

¥ FMS indicators were called “Guidance on essential indicators for detection of suspicious or unusual
transactions.”
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317.  Furthermore, in 2004, 2008, and 2009 the FMS has issued recommendations on completing
reporting forms for transactions subject to monitoring. During the on-site mission, the FMS started
receiving STRs and CTRs electronically through the FMS website from all monitoring entities, and
migrating the received data to the new database for the receipt and processing of information from
monitoring entities. Under the old system, the reports were received by encrypted email and
sometimes manually. At the time of registration of the reporting entity, the FMS provides a CD
containing the relevant decree, indicators, manual for reporting and all other relevant information.
Updated decrees are published in the official gazette™ of the Ministry of Justice, and usually
dispatched by email. STR and CTR forms were also issued in 2004 and updated recently following
the development of the new system for receipt of information.

318.  The Decree and rules determining the manner of reporting are published on the FMS website:
http://www.fms.gov.ge/?lang=geo. In addition, FMS organizes meetings with banks and other
reporting entities to explain and answer clarifications related to the manner of reporting or other

issues. These sessions are usually organized mainly for banks and some other FIs. The FMS also
answers calls and emails from reporting entities to clarify the requirements.

319. It is important to note that the STR and CTR forms developed by the FMS and communicated
to monitoring entities are confusing. The title is not cohesive with the content and boxes in the forms.
They include not only a field for suspicious or threshold reporting, respectively, but also others for
attempted, suspicious/watch zones and countries and unusual transactions, declarations from customs
and the NAPR. For more information, please refer to detailed information under Recommendation 19.

320.  From meetings with monitoring entities, the assessment team identified weaknesses in the
reporting regime, more precisely, it was clear that reporting entities are facing difficulties in
distinguishing between: (i) suspicious transactions in general and more precisely attempted suspicious
transactions that are never reported before the execution, and automatic reporting of persons from
watch zone and on the UNSCRs; and (ii) threshold reporting that is partly due to the complexity of
the guidance on the manner of reporting, including the specification of STR and CTR reporting
forms. As mentioned above the forms developed by the FMS are confusing and lead to automatic
reporting more than based on suspicion.

Access to Information on Timely Basis by FIU (c. 26.3):

321. Inaddition to its power to request information from all monitoring entities and state or local
self-governance bodies or institutions as well as any individual or legal entity stated in Article 10.4.e,
the FMS concluded MOUSs with all supervisory bodies and law enforcement agencies (LEAS) as
follows: NBG in May 2007, MIA in June 2008, MOJ including the Prosecutor’s Office in January
2009, MOF in January 2009, and Revenue Service including customs in February 2011. The MOUs
determine the information that should be exchanged between the FMS and concerned authorities and
require strict confidentiality and protection of the information. These MOUs also allow the FMS to
access directly some of the administrative and law enforcement databases held by the MOJ and the
MIA.

> www.matsne.gov.ge.
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322.  Other administrative and law enforcement information are mostly accessed directly by the
FMS. It enables the analysts to conduct preliminary analysis by matching the collected information to
the one contained in the STRs and CTRs. The following table illustrates the information FMS has
access to, through five terminals starting with the most accessible:

SOURCE TYPE OF INFORMATION
FMS own database o FMS local database: Information about previous STRs, CTRs
accessible to the Head of the including declarations from customs.
FMS analysts, and staff of
collection department As of end of 2011, the database contained:
- 52997 STRs
- 382335 CTRs including customs declarations
Ministry of Internal Affairs ¢ Police Database: National Identification cards including photo,
Direct access—confidential passports of Georgians, vehicle registration for natural and legal

persons, border-crossing of individuals.

e Criminal Records databases: contains only information on
convictions, detained individuals, persons on probationary
treatment, firearms registration, missing individuals and vehicles.
No information on investigation and prosecutions or trial in
process is contained in this database. Information on conviction is
obtained upon request after two days.

Revenue Service—Ministry of | ¢ Tax Database: financial information on declared tax, revenues

Finance and activities of legal persons including import/export by

Direct access—confidential companies.

National Public Registry ¢ Commercial database: License number, charter, expiration date,
Direct Access—open source address and shareholders and managers of legal persons.60

o Real Estate database: title information under the name of natural
and legal persons with information on the estimated value, date of
registration, address, type, and mortgages.

o Civil Registry Database: ID information (name and surname,
date of birth, personal ID number, passports and ID cards) on

individuals.
Private Company ¢ Credit database: credit records on natural and legal persons
Direct access—open source including the amount of loans, date of issuance, ID data, status of
with paid subscription loan.
Bureau of data on public o Database of disclosures: disclosures of public officials and their
officials financial family members—information about their property, annual income,
disclosures and spending.

Direct Access—open source

5 This information on beneficial owners is not complete (See more information under Recommendation 33).
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Open Sources ¢ Internet and foreign open databases: Analysts use open
sources frequently, but the process has not been formalized or
included in an internal procedure.

o World-Check: a searchable database updated regularly and
containing UN, OFAC, and U.S. lists.

Egmont Secure Web (ESW) ¢ Allows exchange of information with foreign counterparts.

323.  Overall, FMS has direct and indirect access to a large number of financial, administrative,
and law enforcement databases that allows it to undertake the analysis of STRs and CTRs. The
commercial database held at NAPR does not hold updated accurate information about the beneficial
owners of companies established before January 1, 2010. The FMS does not have access to some law
enforcement information like the investigation and prosecution or trial in process records. Open
sources are used frequently but not in a systematic way. The process has not been formalized or
included in an internal procedure. (e.g., access to foreign open commercial or real estate databases).

Analysis of the received and collected information:

324.  The FMS does not have software to assess the risk of individual reports or a system for
automated alerts to match new information with the old one. The four analysts working for the FMS
since its establishment go through all received STRs and CTRs and decide to open cases based on the
amount of the transaction or the risk of the originating country, age of the persons involved in the
suspicious transaction, and frequency of transactions. STRs and CTRs are treated and analyzed in the
same manner. When one of these reports raises red flags to the analyst, a case is opened and data from
the above-mentioned databases is collected to conduct tactical analysis. The analysts did not develop
local trends and typologies or objectives criteria to open a case but rely on their knowledge and
experience. The analysts use custom-developed software for their analysis, which is not integrated
with the governmental databases to which the FMS has access.

325.  The table below shows the number of ML cases opened since 2004. In addition, eight cases
related to FT were opened after positive hits with the UNSCRs (for more details, please refer to
details under SR.III). The number is extremely low when compared to the large number of STRs
received. However, as discussed in detail under the section on reporting, the majority of information
received by the FMS is CTRs. When a case is opened based on risk identified in a report (STR or
CTR), analysts were often able to identify hundreds of STRs and thousands of CTRs relevant to the
suspicious person(s). For more details, please refer to the discussion R.13 and SR.IV.

Year Opened cases
2004 47
2005 28
2006 38
2007 57
2008 50
2009 43
2010 26
2011 56
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326.  Breakdown of disseminations vs. opened cases per year.

Year Dissemination vs. opened Results
cases
2004 5/47 10,6%
2005 12/28 42,8%
2006 14/38 36,8%
2007 17/57 29,8%
2008 10/50 20%
2009 8/43 18,6%
2010 9/26 34,6%
2011 15/56 26,7%
Total 90/345 26% of opened cases are
disseminated

327. A preliminary tactical analysis is conducted in order to examine the specific pieces of
information contained in the STRs and CTRs. The analysis is limited to matching the information
contained in the STRs to the information contained in FMS’s internal database and collected through
the other accessible databases. The analysts do not perform operational analysis to produce activity
patterns, new targets, relationship among the subjects and accomplices and investigative leads and
criminal profiles. The report is usually drafted in one or two weeks and includes a diagram developed
with primitive visualization software.

328.  The FMS does not have sophisticated technology or tools available to analysts. The methods
for evaluating the quality of the intelligence product internally are still manual. Furthermore, the FMS
does not conduct operational or strategic analysis at this stage to further develop the knowledge base
that would be useful in its future activities.

Additional Information from Reporting Parties (c. 26.4):

329.  Asindicated, the FMS has the power to request additional information directly from
monitoring entities. Article 10.4.a of the AML/CFT Law allows the FMS to request additional
information from all monitoring entities and extends to those who did not send the report.

330.  The reports received by the FMS are indexed, processed, and entered into the database. The
FMS follows a strict validation rule and returns to the reporting entities to require the completion of
the information when fields are omitted. The validation process takes a day or two to be finalized.

331.  The FMS requests, in most of the opened cases, additional information from banks.
Information is provided, as indicated in the decrees, within two days of the request. Sanctions were
imposed by the NBG on banks that were late in providing the requested information.
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332.  The table below indicate the number of additional requests made to banks:

Year Number of additional requests to banks Opened Cases
2004 37 47
2005 27 28
2006 44 38
2007 45 57
2008 18 50
2009 12 40
2010 38 26
2011 58 56

333.  The requests are physically delivered to all the compliance officers of banks operating in
Georgia. FMS requests information from banks that have not submitted the report but may have
information that would be useful to their analysis. Banks submit the information electronically and
include information retrieved from the opening documents and statements of accounts, including
information of transfers and safes. This information is seen to be very useful for the analysts to
improve the quality of the reports.

334.  FMS has requested additional information from banks on several occasions. Such requests
were never made to non-bank financial institutions and DNFBPs even though the reported person(s)
conducted activities with these institutions and obtaining the information relative to these activities
would be useful for the cases under analysis. According to the FMS staff, information could also be
obtained from lawyers carrying out transactions for their client for the activities determined by the
FATF standards. However, since lawyers are not reporting entities under the AML/CFT law and there
is an explicit prohibition for sharing the information under the law on advocacy prohibiting the
sharing of information, the assessment team is of the view that that such information could not be
obtained. For more information, please refer to details under Recommendations 4 and 28.
Furthermore, the FMS cannot request information from entities that are not obliged to report (i.e., real
estate agencies, TCSPs).

Dissemination of Information (c. 26.5):

335. Asindicated, the FMS is authorized to disseminate financial information when there are
grounds to suspect ML or FT. In addition to the CPO, the disseminated cases are directed to the
Counter Terrorism Center (CTC) at the MIA in case of FT suspicion and to the Special Operative
Department (SOD) at the MIA in case of suspicion related to ML. According to the Law, the FMS is
not allowed to disseminate information in response to a request for information received from another
agency. FMS staff indicated that such requests were never received. FMS opened and disseminated
cases to LEAs based on information gathered from the media.

336.  The table below shows the number of opened and disseminated cases, and the number of
CTRs and STRs involved:
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Year Opened Dissemination CTRs involved STRs involved
cases
ML FT
2004 47 5 0 3950 152
2005 28 12 0 9145 398
2006 38 14 0 8237 402
2007 57 17 0 8639 682
2008 50 7 3 8506 664
2009 43 5 3 7463 580
2010 26 9 0 6041 416
2011 56 13 2 13668 973
Total 345 82 8 65649 4267

337.  The cases are prepared by analysts and forwarded to the head of the FMS for dissemination.
FMS staff indicated that the Head of the FMS always follows the suggestion of the analysts.

338.  The disseminated cases include information about the suspicious persons, indicators on the
suspicion, diagram about the transactions, and sometimes indication about the suspicion related to the
predicate crime. According to the analysts, cases usually take between one week and two weeks to be
finalized, sometimes more depending on the complexity of the case. Often, the cases are disseminated
and the analysts continue their collection and analysis of information that are sent to the CPO and
MIA at a later stage. For more information on the work of LEAs in conducting investigations, please
refer to Recommendations 27 and 28.

339. Ina limited number of cases, analysts were able to confirm suspicion about the predicate
crime involved in the disseminated cases. According to the authorities, it was mostly related to tax
evasion and falsification of documents committed by a group of persons and involves legal persons
formed in offshore countries.

340.  Since the last MONEY VAL assessment in 2007, the number of opened cases decreased from
50 in 2008 to 26 in 2010, and the number of disseminated reports went from 17 in 2007 to 7 in 2008,
51in 2009, 9 in 2010 and up to 15 in 2012. The FMS staff indicated that this must be due to the
conflict in 2008 and might be related to the financial crisis of 2008. The assessment team is of the
view that conflict could create higher risks of ML and FT and that reporting and dissemination should
have increased. The evidence is that several terrorist attempts took place during and after the conflict.
According to the authorities, these attempts were financed through the breakaway regions. Also,
conflicts usually cause turmoil and unrest that increase ML activities generated by an augmentation in
the level of predicate crimes (e.g., increasing human, arms, and drugs trafficking). Another reason
behind the decrease could be related to the significant decrease of staff detailed below.

341. At the time of the on-site mission in December 2011, there were around twenty pending cases
that were opened after July 2011. Six FT cases were disseminated after false hits from banks with the
UNSCRs 1267 and following resolutions. In these FT cases, LEAs were able to verify the true
identity and closed the cases.

342.  The following table shows some ratios related to the analysis and dissemination work
conducted by the FMS:
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Ratios Results

Dissemination vs. opened cases | 90/345 26% of opened cases are
disseminated

Number of reports involved vs. (58836 CTRs+3800 STRs)/79= In average, every
Disseminated cases 793 disseminated case includes
793 STRs and CTRs

Number of STRs involved vs. 3800/79= 48 In average, every

Disseminated cases disseminated case includes
48 STRs

Number of CTRs involved vs. 58836/79= 745 In average, every

Disseminated cases disseminated case includes
745 CTRs

Number of reports disseminated | (58836 CTRs + 3800 STRs) / 16,2% of the received STRs

vs. Number of reports received (342551 CTRs+43804 STRs) = and CTRs were

16.2% disseminated

Number of STRs disseminated 3800STRs /43804 STRs =8.6% | 8.6% of received STRs

vs. Number of STRs received were disseminated
Number of CTRs disseminated 58836 CTRs /342551 CTRs= 17.1% of received CTRs
vs. Number of CTRs received 17.1% were disseminated

343.  Ratios show that the number of dissemination in relation to the STRs received and opened
cases are extremely low. The FMS disseminates a low number of cases that includes a very high
number of STRs and CTRs. As indicated above, and in detail under the section on reporting, this is
mainly due to: (i) the bad quality of reports and the confusion between the suspicious, unusual, watch
zone reporting and threshold- reporting; (ii) the lack of tools and software available for data
matching; (iii) the defensive reporting; and (iv) weak analysis in general and low number of staff. The
issue noted with regard to the trigger of the civil responsibility for decisions taken in the case of not
grounded suspicions could also explain the low number of disseminations.

344,  According to the AML division at the CPO, the quality of the cases disseminated by the FMS
is very good and lead to investigations under the ML offense. For more details on the disseminated
report compared to investigation and prosecution, please refer to Recommendations 1, 27, and 28.

Operational Independence (c. 26.6):
Establishment of the FIU

345.  Asindicated above and according to the relevant laws and presidential ordinance, the FMS is
granted operational independence and is not subordinated to any agency in performing its activities. It
is accountable and submits annual reports on its activities to the President of Georgia. It was
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established in June 2003 by Article 10 of AML Law. Article 53 to 55 of the 2009 NBG organic law
emphasized the independence of the FMS and included details about its core functions, management
and designation of its head. The Presidential Ordinance No. 859 of 2009 underlines its role and
independence. The FMS is a legal entity of public law and, therefore, has a legal personality. The
organizational structure and functions of the departments (2009) and the internal regulation of the
FMS were determined by its head (June 2011). The internal regulation determines processes and
procedures that govern the behavior of staff.

346.

Structural departments of the Service are as follows:

Data Collecting and Processing Department: responsible for collecting and processing
information received from monitoring entities. It is composed of the director, five staff, and
has one vacant position.

Analytical Department: responsible for collecting and analyzing the information. As
necessary, it seeks additional information and submits the suspicious cases to the head of the
FMS. It is also responsible for exchanging information with foreign FIUs. It is composed of
the director and three analysts and has three vacant positions.

Department of Methodology, International Relations and Legal Affairs: responsible for
drafting (i) MOUs; and (ii) normative acts, guidelines, and recommendations for the
implementation of the AML/CFT Law. Contributes to the drafting and review of relevant
draft laws and decrees. It coordinates the cooperation between the FMS with international
and regional organizations. It is composed of the head of department and two staff. One
position is vacant.

Administrative Department: responsible for logistical support, preparation of the budget,
and approval of procurements. It is also responsible for maintaining records and
correspondence and the physical security of the premises. It is composed of the director, two
staff, and three security guards from the MOL. It has two vacant positions.

IT Department: Responsible for IT and security and developing the software for the
collection and analysis of information. It is composed of the director and two staff and has
one vacant position.
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Head of Financial
Manitoring Service

Deputy head of
Financial Monitoring

Service
: | ! ,
Department of
. . . Method., Inter. Data Collecting
Analytical Administrative i k
Department Department Relations and and Processing IT Department
Legal Affairs Department

Appointment of the Head of FIU and compensation of staff

347.  As mentioned earlier, the head of the FMS is appointed by the President of Georgia based on
the recommendation of the NBG Council for a term of four years. He could be dismissed by the
President. Such decision could be challenged before the courts of general jurisdiction. Furthermore, in
accordance with Article 54 of the NBG organic law, the Head of the FMS could be dismissed for the
following reasons: (i) based on his request; (ii) committal of considerable misdemeanor at work; (iii)
failure to discharge his/her duties due to health or due to incapacity or limited capacity as found by
the court; (iv) termination of Georgian citizenship; and (v) upon entry into effect of a sentence of
conviction of a crime.

348.  The head of the FMS has to declare his assets and that of his family annually at the bureau of
data on public official’s financial disclosure that is accessible online by the public.

349,  Staff are recruited by the head of the FMS. The background check of the staff with LEAs is
conducted when they are recruited or based on a request from the head of the FMS. They should
declare their tax that is available to the FMS. Pursuant to Article 64 of the law on public servants,
they are not authorized to: (i) occupy other positions or conduct other remunerated activity in other
state or self-governmental institution; and (ii) be member of a representative or a legislative body of
any level, if it is not provided otherwise under the legislation.

350.  According to Articles 55.2 and 55.3 of the Organic Law of Georgia on the NBG, the
recruitment of staff and amount of official wages of employees of the Monitoring Service should be
approved by the President of Georgia upon submission of the Head of Service which has been
followed in practice. The amount of remuneration of employees is commensurate with the level of
remuneration of the Georgian banking system. The amount of remuneration of part-time employees is
set on the basis of the contract. The Head of the Service, based on a recommendation from the head of
departments, can offer bonuses to staff of up to eight additional monthly salaries.
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Funding and budget allocation

351.  Following Article 10.7 of the AML/CFT Law, the management, structure, representation,
accountability, and control of the FMS are determined by the Presidential Decree. Additionally and
according to Article 55.4 of the NBG Organic Law, the NBG should ensure the FMS with necessary
budget, buildings, facilities, funds, and other property to properly perform its functions. According to
the same law (Article 55.5), the FMS budget is approved annually by the Council of the NBG based
on the suggestion of the head of the FMS. The Council cannot reduce the budget of the FMS; it
should be at least equal to the previous year. Reduction of the budget compared to the previous year
could only be made based on the prior consent of the head of the FMS. If the Council of the National
Bank does not approve the budget of the Service (which has never happened in practice), the Service
shall be financed in the amount approved for the previous year.

352.  The FMS budgets were as follows:

Year Budget in GEL Rate of exchange Budget in USD
2007 1632 770.00 1.7135 952 886
2008 2 334 894.00 1.5916 1467 011
2009 1900 000.00 1.6680 1139 089
2010 2 125 500.00 1.6929 1 255 538
2011 2125 500.00 1.7736 1198 410

353.  Asof December 2011, the detailed budget in Lari for 2011 was divided into salaries
(803,760), bonuses (334,900), office and travel expenses (686,840), and IT equipment and software
(300,000). Total expenditures were GEL 1,825,500 from a total budget of GEL 2,215,500. It is
important to mention that the annual inflation rate in Georgia has been around 10 percent on average
over the period, and, therefore, a more substantial increase of the budget would have been expected
with regard to the increased workload.

354.  The head of the FMS approves the expenditures. He also authorizes travels as needed. The
Audit department of the NBG conducts annual control on the FMS expenditures. The President of
Georgia oversees the functioning of the FMS by receiving an annual report about its main activities.
According to the authorities, the “oversight” of the President does not include issuing
recommendations or instructions to the FMS based on the annual report, and are limited to receiving
it for informational purposes. There is no evidence of undue influence from the President in the FMS
functioning.

Protection of Information Held by FIU (c. 26.7):

355.  FMS staff is required to maintain the confidentiality of the information by virtue of
Article 12.3 of the AML Law: “the FMS, the supervisory and LEAs, their management and
employees, shall ensure protection of the information obtained pursuant to this Law that includes
personal, banking, commercial or professional secrets, and disclose such information in accordance
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with the applicable Georgian legislation.” Pursuant to Article 12.5. of the AML Law: “The material
damage inflicted to individuals and legal entities as a result of violation of the obligation to observe
confidentiality of information by the officials and employees of the Financial Monitoring Service of
Georgia, monitoring entities, supervisory and law-enforcement bodies in cases set under this Law,
and related to the protection of confidentiality of information obtained in accord with the set Law,
shall be compensated by the damaging entity—correspondingly by the Financial Monitoring Service
of Georgia, monitoring entity, supervisory body or law enforcement body at the amount set under the
court decision.” Accordingly, the FMS budget might be jeopardized if monitoring entities were
entitled to financial damages in case of breach of confidentiality caused by the FMS.

356.  Article 12 of the FMS internal regulation also include requirement for the staff to ensure the
confidentiality of information obtained in conformity with the AML Law, which includes personal,
banking, commercial or professional secret. In the event of violation of the obligation, liability will be
determined in accordance with the procedure set under the effective legislation. Article 202.1 of the
CCQG of Georgia criminalizes the breach of confidentiality. Please refer to Recommendation 14 for
additional information.

357.  The new system of reporting available for monitoring entities appears to be secure. The
messages are encrypted and can only be accessed by the collection and analysis departments of the
FMS. The server room is always locked and only authorized personnel are allowed to enter. Two
independent and completely isolated Local Area Networks (LANs) have been set up within the FMS.
One of them is connected to the Internet to receive encrypted STRs and CTRs from reporting entities.
Once STRs or CTRs are received, an authorized person from the IT department transfers it to a flash
drive, deleting it from the external network, to be integrated into the internal network where the STR
and CTR is decrypted and processed. The internal network of FMS has no external connections.
There is a log history to record all the queries made by the analysts.

358.  Access to the internal network within the FIU is restricted to certain FMS staff members as
designated by the head of the FMS. Electronic IDs are used to access the building and codes to enter
the rooms. The FMS premises are shared with the employees of the NBG that are not allowed to enter
the collection and analysis departments. FMS premises that are located in separate floors of the
building is guarded by four security agents, have security alarm, and secured doors that limit the
access to FIU staff only. Surveillance cameras are also in place.

Publication of Annual Reports (c. 26.8):

359.  The FMS has not yet released any trends analysis, and/or typologies developed from its
activities. It manages its own website,”" which contains information on AML/CFT legislation,
decrees, and guidance.

360.  Annual reports are only submitted to the President of Georgia on May 1% of every year, and
available upon request. The first annual report has been published in January 2012; it contains
information about the activity of the service and some statistics.

1
' www.fms.gov.ge.
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Membership of Egmont Group (c. 26.9):
361. The FMS was accepted as an Egmont Group member in June 2004.
Egmont Principles of Exchange of Information Among FIUs (c. 26.10):

362.  Pursuant to Article 13.2 AML/CFT Law, FMS is authorized to conclude MOUs concerning
ML and FT information with counterparts. The MOUs concluded with foreign counterparts, as well
as the mechanism of exchanging information, is fully in line with the Egmont Group Statement of
Purpose and its Principles for Information Exchange between Financial Intelligence Units for Money
Laundering Cases.

363.  Moreover, Article 13.3 of the same Law allows the exchange of ML and FT information with
authorized agencies of other countries and international organizations.

364.  According to the authorities, FMS takes the Egmont principles into account when it
exchanges information with its counterparts and responds within the determined timelines and in all
confidentiality. In a few instances, the response to foreign requests took several weeks beyond the
deadlines fixed under the Egmont Principles. The FMS can exchange information with foreign FIUs
without signing an MOU. Such requests were never made nor received in practice. For more details,
please refer to Recommendation 40 and SR.V.

Adequacy of Resources—FIU (R. 30)

365.  According to the Presidential Ordinance, the FMS has a staff plan with 31 positions. At
present, the FMS is staffed with 23 employees including four analysts®* and two contractual agents.
The employees of the FMS have previous experience in working for the NBG or the banking system
as well as in various governmental institutions. According to the authorities, the number of staff is
quite sufficient to properly perform the FMS functions. There are no plans to recruit more staff and
fill the vacant positions in the near future and that will depend on the load of future work.

366.  There is a low turnover of personnel. Also, the FMS is planning during the coming year to
purchase a new analysis and visualization software to strengthen tactical and operational analysis.
Such development will probably increase the capacity of assessing the risks of cases, linking the
reported transactions and persons together and, therefore, opening a higher number of cases that need
to be analyzed which might necessitate more human resources.

367.  Article 15 of same law specify the conditions to become a public servant: (i) a person who
has relevant knowledge and experience; (ii) has reached the age of 21; (iii) knows the state language
of Georgia; and (iv) is a capable citizen. Upon entry to the service and annually thereafter, the servant
(candidate) presents a declaration of his/her income and property and income and property of his/her
family members to the relevant service of the Ministry of Finance of Georgia. In such case, “property
includes bank deposits, securities, dividends, and movable and immovable property, which belongs

62 There were five analysts before the on-site mission. One left for the private sector.
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and co-belongs to the above mentioned persons.” According to the authorities, FMS employees
submit the required information to the Revenue Service annually.

368.  Article 17 and 18 determine the category of persons that are not authorized to be admitted
into the Civil Service and requirement after the recruitment, if he/she: (i) has been convicted for a
crime committed on purpose and conviction has not expired yet; (ii) is under preliminary
investigation or arrested; (iii) has been declared incapable or with limited capacity by a decision of
the court; (iv) has been deprived of the right to occupy a certain position by the court; (v) does not
satisfy health requirements of the position according to the conclusion of medical examination; and
(vi) is a candidate for citizenship of another country except the exceptions covered by law or an
international treaty.

369.  The Head of the Civil Service is authorized to request the person to present a certificate of
medical examination or medical certificate if it is provided under the Georgian legislation.

370.  Staff of the FMS received training from international organizations and foreign counterparts:

June 16-20, 2008-The Training Workshop on
Typologies of Anti—-Money Laundering and
Countering the Financing of Terrorism—IMF

November 17-21, 2008-Bulk Cash
Smuggling Training and Workshop—U.S.
Department of Justice;

June, 2009-International Monetary Fund
(IMF) and International institute of Higher
Studies in Criminal Sciences (Siracusa,
Italy)-“Workshop on Typologies of Money
Laundering and Financing of Terrorism and
Risk Assessment”;

September 21-24, 2009-ML Course- French
Embassy.

MONEYVAL 8th Meeting Typologies—
Limassol CY November 10-12, 2009,
MONEYVAL/ Typologies project on internet
gambling;

November 10-12, 2009, 8th Experts’ Meeting
on Money Laundering and Terrorist
Financing Typologies—MONEYVAL,;

November 30-December 3, 2009—Financial
Analysis Techniques Course-U.S. Treasury.

January 25—-February 5, 2010-Financial
Investigative Techniques Course-U.S.
Treasury.

March, 2010—Cooperation between FIUs
and LEAs in AML and recovering illicit
assets—IMF and Basel Institute of
Governance.

October 25-29, 2010-AML/CFT Workshop
on Information Technology for FIUs—IMF.

December 6-9, 2010-Tactical Analysis

Course;” “Train the Trainer Course”-World
Bank and the Egmont Group.

March 4-7, 2011-Advanced Financial
Analysis Techniques Course’™-U.S.
Treasury.

October 31-November 2, 2011, 10th
Experts’ Meeting on Money Laundering and
Terrorist Financing Typologies—-MONEYVAL
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Statistics (R.32)
371.  The statistics were provided by the FMS and included under the relevant sections.
372.  STRs have been mainly received from banks as shown in the table below:

Reporting Entity 2007 2008 2009 2010 2011 Total
STRs ML ML | FT | ML | FT ML ML ML/FT
Commercial banks 4591 | 7340 | 3 | 6277 | 3 | 13212 19708 51039
Micro Finance 0 0 0 7 0 264 874 1145
Broker companies 24 6 0 114 0 192 80 426
Money remittance 0 0 0 0 0 194 189 260
Securities’ Registrar 16 10 0 4 0 4 7 41
Notaries 19 7 0 1 0 1 36 64
Currency exchange 18 2 0 0 0 0 0 20
Insurance companies 0 1 0 1 0 0 0 2
Non bank depository 0 0 0 0 0 0 0 0
inst.

Total STRs 4668 | 7366 | 3 | 6404 | 3 | 13867 20894 52997
373.  The vast majority of STRs are received from banks. Only six reports related to FT were filed;

these were false matches with the list of terrorist issued under the UNSCR 1267. As mentioned above
and described in detail under section 3 on reporting, declaration related to natural and legal persons
from the watch zone countries are often reported by banks automatically as suspicious transactions or
CTRs. For more information on the level and quality of reporting by entity, please refer to
Recommendations 13, 16, and SR.IV.

374.  CTRs have been received from the following private and public entities:
Reporting entity 2007 2008 2009 2010 2011 Total
Commercial banks 48570 43166 | 40595 | 47937 57045 237313
Insurance 382 222 176 187 157 1124
companies
Currency exchange 990 1655 2541 5216 7811 18213
Broker companies 1165 141 13 92 48 1459
Securities’ 310 233 258 202 247 1250
Registrar
Micro Finance 0 0 1387 3778 6273 11437
Money remittance 0 0 4 73 69 265
Non bank 0 0 0 9 29 38
depository inst.
Notaries 8574 9586 5994 8455 6344 38953
Customs 57 147 293 304 657 1311
Lotteries & games 0 0 19 25 16 60
Casino 0 0 2 11 23 36
NAPR 0 0 0 47393 23483 70876
Total CTRs 60048 55150 | 51282 | 113682 102202 382335
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375.  Table showing the number of cases disseminated vs. investigations:

Year Cases disseminated by the Investigations
FMS

2004 5

2005 12 16
2006 14 10
2007 17 9
2008 10 9
2009 8 9
2010 9 22
2011 15 40

376.  Also, please refer to the information provided above on the number of dissemination.
Implementation:

377.  Although accountants were included as monitoring entities in the amended AML/CFT Law of
2010, the FMS has not received STRs from this sector. Other independent legal professions and trust
and company service providers (TCSPs) and real estate agents are not considered as monitoring
entities and, thus, not reporting. The FMS usually obtains additional information directly from banks.
It has never requested information from other nonbank financial institutions and DNFBPs.

378.  While the FMS has issued decrees and recommendations on the manner of reporting, and as
mentioned under the Recommendations 11, 21, and 13, reporting entities still need additional
guidance and clear reporting forms clearly distinguishing and making the difference between unusual
transactions, suspicious transactions, watch zone related persons, and threshold reporting. The FMS
did not provide guidelines to assist reporting entities in detecting and reporting FT suspicious
transactions.

Analysis of Effectiveness:

379.  The FMS became operational in 2004 and started receiving STRs and CTRs. The Governor
of the NBG headed the FMS until 2008 and the current head was appointed immediately after. It
disseminated several reports to LEAs and became an Egmont Group member and exchanged
information with several foreign FIUs. Overall, it has appropriate level of administrative and law
enforcement databases. Furthermore, the majority of the reports disseminated by the FMS to the CPO
have generated successful investigations that have led to convictions in several instances. The level of
dissemination to the CPO compared to the reports received is very low.

380. Nonbank depository institutions never reported suspicious transactions. Furthermore, real
estate agents, TCSPs, and lawyers are not considered monitoring entities and, therefore, not required
to report. The bureaux de change, leasing companies, and insurance companies have reported very
few STRs. 95 percent of STRs are filed by banks.
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381.  The FMS does not have access to some law enforcement information like the investigation,
prosecution, and trial records held by the MOJ, and intelligence information. Open sources should
also be used more frequently.

382.  The FMS’s analysis could be further enhanced, particularly with a more proactive analysis of
the data, which should be aimed at generating more intelligence and increasing the number of reports
disseminated to LEAs. Despite the high number of reports (both CTRs and STRs) received from
monitoring entities and the relatively improved quality of such reports over the years, only a low
number of reports are actually disseminated. Although it is noted that the vast majority of the
disseminated reports by the FMS to the CPO has generated successful investigations that have led to
convictions in several instances.

383.  Once the incoming reports are registered in the FMS database, the Analytical Department
“filters” the reports based on a set of red flags including, inter alia, size of transaction, location and
citizenship of customer, and involvement of “offshore” centers. The “filtered” reports are manually
matched against existing entries in the FMS database that consists of an MS Excel format that
includes the list of public officials, those registered as employees of currency exchange offices, and
persons and entities reported in previous cases. The analysts use custom-developed software for their
analysis,” which is not integrated with the governmental databases to which the FMS has access. The
current software does not feature data or relationship visualization nor does it allow organizing the
collected data in a structured manner.

384.  The main focus of analysis is on incoming flows of proceeds of crimes committed outside of
Georgia targeted at watch zones and jurisdictions. There is less experience with regard to domestic
ML since opening the case is subject to the analysts’ appreciation that focus on financial flows
generated by predicate crimes committed abroad, and mistakenly consider that these crimes are
limited inside Georgia which is not the case. The main predicate offenses were seen in the areas of tax
evasion and offshore companies. More in-depth analysis need to be conducted, with the assistance of
foreign FIUs, to identify the beneficial owners of legal persons and the source of funds. It is worth
noting that few requests for information related to these cases were sent to foreign FIUs; therefore,
the FMS is not using the ESW effectively.

385.  The decision of dissemination is based on a subjective judgment of all elements gathered
during the analysis of the case, the size of the amounts involved, and on past experience of the FMS.
LEAs are not entitled to request information from the FMS unless such information is related to the
entities which are the subject matter of an investigation initiated upon receipt of the STR. Most
reports disseminated by the FMS have elements of an international character whereby the predicate
offense occurs abroad in watch zones and the proceeds of crime are laundered in Georgia.

386.  Despite the FMS’s perceived increase in the quality of the reports and the rising number of
reports received from the monitoring entities, only a few cases have been disseminated to LEAs. The
low number of disseminated reports could be explained by the reductions on the FMS’s staff and the

83 According to the authorities, a new software is under development to increase the analyst’s capacity of
matching the data.
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absence of analytical tools, or as explained above, due to the possible civil responsibility triggered by
the lack of suspicious grounds.

387.  The FMS currently has 31 positions (down from 40 in 2006—over 20 percent), of which only
23 staff (including 2 temporary employees) are currently occupied. The total number of reports
submitted to the FMS has further increased in the last years. The number of analysts currently
operating within the FMS (four) is particularly low to deal with the increasing flow of information.

388.  FMS published one annual report about its activities that also contains some statistics in
January 2012. It did not publish periodically annual reports, typologies, and trends of money
laundering and terrorist financing and comprehensive statistics since it became operational in 2003.
Such information would have helped the reporting entities to have better ML and FT typologies and
trends and to increase the transparency about the work of the FMS. No periodic review of the
AML/CFT system’s effectiveness has been conducted to date. Finally, in-depth training on
operational and strategic analysis is still needed for analysts.

389.  More generally, and as discussed under Section 3 on reporting, the quality of reporting of
suspicious transactions is poor and CTRs are sent to the FMS in an inconsistent manner. Monitoring
entities are confused about the different requirements of reporting. Some bank manuals were not clear
to determine the different types of reports that should be submitted to the FMS. However, meetings
with Georgia authorities and representatives from financial institutions visited during the assessment
revealed that both the authorities’ and the private sector’s understanding of money laundering and
terrorist financing risk is weak. Overall, the recently-adopted framework is not effective at requiring
financial institutions to give special attention to unusual transactions and those from countries which
do not or insufficiently apply the FATF recommendations. FIs are filing such transactions as STRs
treated manually by the analysts that create an extra burden and distraction from focusing on analysis
of STRs.

390.  On threats, and knowing that offshore accounts are frequently used in Georgian banks, and
taking into consideration that which is described under section 1 of the report, the FMS was not
proactive enough in requesting information from foreign counterparts. Also, it has disseminated a low
number of reports related to tax evasion and fraud crimes or serious crimes in general.

2.5.2. Recommendations and Comments
391.  The authorities are recommended to:

° Amend the AML/CFT Law to require the real estate agents, lawyers, TCSPs, and electronic
money institutions to report suspicious transactions that will enhance the receipt function of
the FMS and allow it to request additional information from these sectors.

392.  The FMS is recommended to:

. Publish periodic annual reports with comprehensive statistics, typologies, and trends of
money laundering and terrorist financing as well as information regarding its activities.
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Provide reporting entities with comprehensive guidance on the manner of reporting including
clear reporting forms.

Ensure that FMS asks nonbank financial institutions and DNFBPs for additional information
when the information is correlated to another received information.

Ensure that FMS have access to other law enforcement information like the investigation,
prosecution, and trial records held by the MOJ. Open sources should also be used frequently.

Ensure that FMS strengthens the quality of its STRs and other information analysis, in
particular, by undertaking more in-depth operational and strategic analysis that could lead to
improving the quality and quantity of disseminated reports. This could be achieved by,
among other things (i) introducing an automated filtering system in order to allow pre-
screening of information flow and generation of red flags and treating STRs differently from
other received information; (ii) integrating the FMS database with the databases the FMS can
access to allow matching information and identifying patterns; (iii) introducing analytical
software to visualize complex schemes, and (iv) increasing the number of analysts.

Recommendation 30:

Ensure that FMS provides additional specialized and practical in-depth training to its
employees. This training should cover, for example, predicate offenses to money laundering,
operational and strategic analysis and investigation techniques and familiarization with
money laundering and terrorist financing typologies, and risks and vulnerabilities.

2.5.3. Compliance with Recommendation 26
Rating Summary of factors relevant to s.2.5 underlying overall rating
R.26 PC e Only one annual report is available online (published in January 2012), and it

does not include ML/FT typologies and trends.

Implementation:

e Lack of guidance on the manner of reporting including with respect to
reporting forms which are complicated and confusing to reporting entities.

e No requests for additional/follow-up information have been addressed to
nonbank financial institutions and DNFBPs.

Effectiveness:
e Lack of effectiveness in the receipt of STRs regarding potential terrorist
financing and ML/FT STRs from several sectors (i.e., bureaux de change).

e Effectiveness has not been established regarding some new reporting entities
(e.g., leasing companies and accountants).

e Lack of use of the FMS powers to access some law enforcement information
(i.e., investigation, prosecution, and trial records).
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e Poor quality of analysis of STRs and other information mostly due to lack of
analytical tools and weak quality of reporting.

e Low level of dissemination to PO and MIA (between 5 to 15 cases a year).

e Increase in the workload without a corresponding increase in the budget. The
limited financial resources and decrease in human resources (around
40 percent since 2007) combined with increased level of reporting affect the
effectiveness of the core functions of the FMS, mainly the analysis and
dissemination of reports.

2.6.

2.6.1.

Law enforcement, Prosecution and Other Competent Authorities—the Framework for
the Investigation and Prosecution of Offenses, and for Confiscation and Freezing (R.27
& 28)

Description and Analysis

Recommendation 27 (Rated PC in Moneyval’s third round MER)
Recommendation 28 (Rated C in Moneyval’s third round MER)

Legal Framework:

393.

The Criminal Procedure Code (CPC) of 2009; the Law on operative search activity of 1999;

and the AML Law. The CPC was amended and adopted in 2009; it has very comprehensive powers
that can be used by the Law Enforcement Agencies (LEAs).

Designation of Authorities ML/FT Investigations (c. 27.1):

394.

The LEAs designated to investigate ML and FT offenses in Georgia are :

The Chief Prosecutor’s Office (CPO)—several departments at the CPO are involved in
fighting financial crimes in general and could be involved in investigating and prosecuting
ML and FT offenses. The AML division within the Financial Crimes Department was formed
to assist and conduct investigations and prosecutions of ML cases. FT cases are investigated
and prosecuted by or under the supervision of the Procedural Unit at the CPO;

The Ministry of Internal Affairs (MIA)-Special Operative Department (SOD) is entrusted
with detecting and investigating organized crime, trafficking of human beings, arms, and
drugs, and money laundering, etc. Counter Terrorism Center (CTC) conducts operations and
investigations in terrorism crimes including FT. Both SOD and CTC conduct investigations
under the supervision of the CPO; and

The Ministry of Finance—Investigative Service have competence to investigate certain
financial crimes that are not conducted by the SOD including ML.




106

395.  In addition to disseminating information to the CPO, the FMS sends a copy to the MIA that
are directed to SOD in case of ML suspicion and CTC in FT suspicion. The diagram below shows the
competent LEAs authorities and hierarchies.

President of
Georgia

-
-
-

MO MIA MOF

FMS

Financial

Investigative

Crimes Dep.

Service

AML Division

Organized
Crimes Div.

AML Unit

Chief Prosecutor’s Office

396.  The CPO is the main authority responsible for investigating and prosecuting ML and FT
cases. It undertakes criminal prosecution, procedural oversight over investigation, and participates as
a party at criminal hearings and supports public prosecution. In October 2008, the Prosecutor Service
was merged with the Ministry of Justice.

397.  The AML Division embedded within the Financial Crimes Department (FCD) is the
specialized body of the CPO primarily responsible for the investigation and prosecution of money
laundering cases and other predicate offenses. It was created to further strengthen that detection,
investigation, and prosecution of money laundering in Georgia are carried out with most competent
and due manner. The head of the AML Division is also the deputy head of the FCD. It was
established at the end of 2003 and it started its work from the beginning of 2004.

398. The AML Division is composed of a head of unit, three prosecutors, and two investigators.
The Division can request assistance from other prosecutors and investigators, or form a task force, if
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needed. Other law enforcement agencies, such as the Mol, or other departments of the CPO can also
investigate ML, mainly ML activities that emerge in the context of an investigation of other crimes.

Other relevant Departments at the CPO:

399. In these cases, the Chief Prosecutor or its Deputy must give consent to the handling of the
ML investigation by any law enforcement body other than the unit. The CPO supervises such
investigations. Usually, standalone investigations for ML are conducted by the special unit, while ML
investigations connected to investigations of the predicate offense are conducted by the agency that
has competence for the investigation of the predicate offenses. The regional offices of the CPO can
also investigate and prosecute ML cases, if delegated from the CPO and if they are limited to the
geographical jurisdiction of the regional office.

400.  The Anti-Corruption Department (ACD) of the CPO generally investigates and prosecutes
corruption-related crimes, crimes committed by public officials, and subsequent money laundering.
ACD has the Head of the Department, two deputies, four senior prosecutors, two prosecutors, one
senior investigator, and 12 investigators.

401.  The Procedural Unit at the CPO supervises the work of the CTC at the MIA.
Ministry of Internal Affairs (MIA):

402.  In February 2005, the Ministry of State Security was merged with the MIA. MIA has
approximately 30,000 policemen. Two departments of the MIA are responsible for detecting and
investigating ML and FT offenses.

403.  The Special Operative Department (SOD) of the MIA is entrusted with the responsibility of
fighting organized crimes, trafficking of drugs, arms, and human beings. In 2005, a third Division, the
AML Division of the Division for Combating Organized Crimes, was created. It has six operatives
and is required to provide support to the AML Division at the CPO during the investigation of money
laundering cases. The Unit does not conduct investigation unless authorized by the CPO, and as such
conducts operative and search activities for evidence gathering.

404.  The Counter Terrorism Center (CTC) was created for fighting terrorism including FT. CTC is
staffed with 50 persons, who have considerable experience in investigative work. It exchanges
information with other countries and is closely exchanging information with other domestic
concerned agencies.

Ministry of Finance (MOF):

405.  An Investigative Service was established at the MOF to conduct investigations mainly on
illicit trafficking in stolen and other goods, fraud, counterfeiting and piracy of products, illicit arms
and drug trafficking, environmental crimes, smuggling, forgery, tax evasion, insider trading and
market manipulation, and other illegal entreprencurial activities.

406.  Based on a recommendation issued by the CPO, he Investigative Service of the MOF was
authorized to investigate money laundering when it detects proceeds generated from predicate crimes
under its mandate.
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Ability to Postpone/Waive Arrest of Suspects or Seizure of Property (c. 27.2):

407. There are no legislative measures that allow LEAs investigating ML cases to postpone or
waive the arrest of suspected persons and/or the seizure of the money for the purpose of identifying
persons involved in such activities or for evidence gathering. In October 2007, the CPO issued a
recommendation® to encourage investigators in using this technique.

408.  According to the LEAs met during the mission, such practice is used frequently during their
investigations of ML and predicate crimes in general. The table below shows the number of times
such power has been used by the AML Unit of the Office of the Chief Prosecutor during 2011.

Postpone arrest Postpone seizure
Cases Persons Cases Seizures
18 21 3 4

Additional Element—Ability to Use Special Investigative Techniques (c. 27.3):

409.  The CPO and other LEAs are authorized to use full range of special investigative techniques
that are provided by the CPC and the Law of Georgia on Operative and Search Activities (Article 7)
such as controlled delivery, phone and communications taping, infiltration, and others.

410.  All these techniques are permitted at any stage of the investigation and are available for
investigations of ML, FT, and predicate offenses. According to Article 7 of the Law on Operative-
Searching Activities, the following special investigative techniques are carried out based on the court
order: secret listening and taping of phone conversations (interception), gaining information from the
channel of communication (by connecting to the means of communication, computer networks, linear
communications and station apparatus), control of post-telegraph staff (except the diplomatic post);
secretive audio-video taping, making of films and photos; electronic surveillance by technical means,
use of which does not cause any danger to persons life, health, and environment.

411.  Such court order is issued on the basis of motivated request of prosecutor to the court
according to the place of investigation or the place of court decision. The request above is considered
at a closed court session by a judge in no later than 24 hours from the moment of its reception with
participation of the prosecutor. After discussion of the request above, materials attached to it as well
as after hearing the explanation by the prosecutor, the judge makes either of the following decisions:
(i) issue the order on conduction of operative-searching measures; or (ii) make a decision on waiver

64 Body conducting investigation on the offenses envisaged by Articles 194 and 1941 of the CCG of Georgia is empowered
to postpone or waive the arrest (of a person) or the seizure of a property for the purpose of identifying the persons involved

in illicit income legalization and collect evidences thereto. Nowadays, the above-mentioned tool is more frequently used in

all ML investigations. It is due to the fact that in recent years, the law enforcement bodies of Georgia started to pursue more
proactively ML investigations and prosecutions which are also reflected in the statistical data.
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of the request above. The level of evidence required to get the court order is deemed appropriate by
the CPO.

412.  However, another Article of the same Law adds that these special investigative techniques
may be also carried out without court order on the basis of the motivated decision by a prosecutor in
case of urgency, when any delay may result in the lost of actual data significant for the case or when
it may prevent obtaining of such data. In such cases, the CPO has to obtain an ex post factum
validation by a court, within 12 hours.

413. The CPC was amended in October 28, 2011 and a new Article 124.1 was introduced to allow
LEAs monitoring bank accounts and transactions if there is ground for suspicion that the person is
conducting a criminal act.

Additional Element—Use of Special Investigative Techniques for ML/FT Techniques (c. 27.4):

414.  The special investigative techniques provided above are routinely used in the operational
activities (following a court order) or when conducting investigations in ML/FT offenses and
associated crimes. The authorities provided statistics indicating the number of times these techniques
were used in ML and FT investigations: interception (20 cases—120 persons); visual monitoring (2
cases—8 persons); phone and communications taping (3 cases—20 persons); monitoring internet (2
cases—8 persons);and controlled delivery (1 case—12 persons).

Additional Element—Specialized Investigation Groups and Conducting Multinational
Cooperative Investigations (c. 27.5):

415.  The permanent and temporary groups specialized in investigating the proceeds of crimes are
widely used by the AML Division and Anti-Corruption Department of the Office of CPO, as well as
by the Investigative Service of the MOF, and if necessary,